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SAP Defense Forces & Public Sucurity

Industry specific Add-Ons as part of SAP Business Suite

Â SAP is the only company providing dedicated standard software capabilities tailored for 

Defense Forces and Public Security Organizations.

Â SAP DFPS (Defense Forces & Public Security), SAP MDS (Mobile Defense and Security) 

and SAP MDE (Military Data Exchange) set standards within NATO and beyond.

KEY MESSAGE
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SAP for Defense & Security

Underlying requirements

Armed forces require IT support for deployments

ÂThis IT support is particularly necessary during deployments abroad

ÂTaking into account the particular conditions and challenges of a possibly hostile environment 

with a restricted (IT) infrastructure

Key fields of activity

ÂPlanning, developing, and equipping deployed contingents

Â(Potential) offline use as a result of interrupted communication

ÂAppropriate organizational flexibility

This includes

Â Deployments, but also

Â Operations and

Â Training in locations other than barracks, harbors, etc.
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SAP for Defense & Security

Key capabilities available

Efficient organizational 

structures, especially rapid 

setup of task forces to 

support deployed operations

Rapid setup and relocation 

of IT-systems 

into the area of operations

Offline-capable support of logistical 

and administrative processes  

during operations:

ÅSupply

ÅMaintenance

Åé
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SAP ERP

Central system landscape

Âcovers full scope of processes (materials management, 

maintenance, personnel, accounting, etc.)

Central PI system

Âas central communications hub

Deployed ERP systems

Âcovers mission relevant processes

Âoffline capabilities

Â for deployed operating bases, ships, airfields, etc.

Logistic Execution Systems (LES)

Â for disconnected warehouse management

Mobile Applications

Âoffline capable support for the core logistics tasks 

of relevant organizational elements

Â for battalions, companies, boats, etc.

SAP for Defense & Security

Overall Solution Architecture
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SAP ERP
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HMCS Toronto

Implementation of a deployed ERP-System

Inland

SAP ERP

HMCS  Toronto

SAP ERP

Â Canadian Department of National Defence is the first customer, who implemented a 

deployed ERP-System on board of a ship to support logistical processes.

Â The data exchange between deployed and central system for maintenance and supply 

data is achieved via SAP Product Data Replicaton.

Â Administrationability, minimized data transfer volume and robustness during data 

exchange is ensured.

KEY MESSAGE
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Interoperability of ERP and C2IS

Data exchange mechanisms and formats

Process support  
for planning

ERP
system

Process support 
for execution

KUHISTAN
PACIFIC OCEAN

C2IS
J5 - planning

C2IS
J3 - operations

C2IS
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CCIS NATO FAS

3rd party Information Systems

SAP Military Data Exchange 3.0

Building Blocks

SAP ERP / DFPS 6.0

SAP NetWeaver 7.0
Foundation

SAP MDE 3.0

EhP EhP EhP 3(+)

SAP ERP 

Stable Core

SAP MDE 3.0 / Content

PI SAP NetWeaver 7.1
(capabilities extending the foundation)

SAP NetWeaver PI

ADatP-3
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SAP NetWeaver

SAP ERP 6.0

SAP Defense 2005.1
SAP Defense 2005.2
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Enhancement Pack 3

SAP contributes to Coalition Warrior 

Interoperability Demonstration (CWID)


