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	Issue
	Issued by NC3B, 18 December 2008

	Scope 


	The NNEC Data Strategy provides guidance and states the approach or course of action intended to make data visible, accessible, understandable and useful to authorized or unanticipated users on a mission-wide or enterprise-wide network in order to support effects-based planning and operations in a net-enabled environment.

	Key Policy Requirements
	The federated network of NATO and National information infrastructures and communications infrastructures are necessary to achieve NNEC.


	Impact to NATO
	NATO is directed for the development of network-enabled capabilities, to run METADATA registry.
Additionally, a NATO standard for Data Interoperability (including a standardized metadata registry) and a NATO Terminology Ontology is required for member nations and partners to participate.

Implementation of this strategy will enable NATO to easily share information with nations.

Security-related metadata could easy information flow for users while dealing with information belonging to more than one classification.

Once policies and procedures are in place, a procurement or design plan, along with a user-training package, but be created to implement this initiative.

	Impact to Nations
	Nations are directed for the development of network-enabled capabilities, to run METADATA registry.

DND has recently implemented a Records, Document and Information Management System (RDIMS) which addresses the Data Strategy Goals of Data Visibility; Data Accessibility; Data Assurance; and to some extent Data Coherence, although for the latter a more robust defined ontology may be required.  Additionally, Data Interoperability can not be evaluated until such a time as there is a NATO standard.

Nations will benefit from the NNEC Data Strategy in that once it is implemented; information sharing between nations will be easily accessible, visible and available.

For nations which may not have an implementation strategy for Data Management, significant effort may be required on their part to procure or develop an appropriate software implementation, along with policies and procedures to ensure users are able to enable this initiative. Additionally, this may also be a significant undertaking, as Canada requires each user of the system to participate in an eight-hour training session to access the software. 

	Action Required
	Standardization of a NATO metadata registry or NDMS.
Standardization of NATO Terminology Ontology.

Software implementation of an information discovery service.
Policies and procedures for user guidance.


