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1.  Executive Summary

ManTech Global Services Corporation (ManTech) delivers North Atlantic Treaty Organization (NATO) business and services on behalf of ManTech International Corporation. ManTech welcomes the opportunity to continue its partnership with NATO in executing the NATO Communications and Information Systems Services Agency (NCSA) program for Communications and Information Systems (CIS) Support Services in Afghanistan (ISAF), Lot 1. We commit to supplying 15 fully compliant, NATO-cleared consultants to provide the technical expertise and required support. We will augment the existing Crisis Establishment (CE) personnel of the ISAF Headquarters (HQ) Joint CIS Control Centre (JCCC) with the required skill sets to assist the JCCC in sustaining CIS support.

ManTech has global presence and has worked, or is currently working, in more than 300 locations across 40 countries. Figure 1 shows the NATO locations and clients with whom ManTech has active contracts or for whom ManTech has completed recent contracts. ManTech brings the capabilities and NATO experience to provide the services outlined in the Lot 1 solicitation and is known throughout NATO for superior performance. 
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Figure 1. Team ManTech’s NATO Presence

Team ManTech 

ManTech has selected its team members to provide NATO superior services, competitive pricing, subject matter expertise, and the best management support structure possible.
Segovia. Headquartered in Herndon, VA, Segovia is one of the fastest growing information technology (IT) companies in the industry and is a leading provider of secure global Internet protocol (IP) satellite service in support of the Department of Defense (DoD) and the Department of Homeland Security (DHS). A leader in managed satellite network services, Segovia will bring the required satellite communications (SATCOM) expertise to Team ManTech.

As the prime contractor, ManTech provides a single point of contact (POC) for management, administrative and technical support on this contract. All teaming agreements are transparent to NCSA contracting authorities, thus contributing to clear and concise lines of control, communication, and fast response times in processing requirements documents. 
Team ManTech is committed to NATO's success on this program. As military leaders transfer in and out to support new NATO missions, Team ManTech will be there to assist JCCC staff in sustaining CIS services. Our team possesses the necessary security clearances, certifications, and skill sets necessary to support ISAF HQ and the JCCC, and we are highly qualified to support this program to ensure continued CIS mission success.

2.  Administrative and Financial Documentation

2.1.  Organizational Structure and Backup Capacity

ManTech International Corporation is a leading provider of IT and CIS solutions to NATO and U.S. Federal Government agencies, focusing primarily on mission-critical national defense programs. Our expertise includes consulting and advisory technical services, communications system integration and sustainment, software development, enterprise security architecture, information assurance, intelligence operations support, network and critical infrastructure security and IT/engineering support. ManTech commands a global presence and currently employs more than 8,000 employees with $1.9 billion in annual sales. ManTech currently has a European-based workforce of more than 400 personnel supporting both NATO and DoD programs, and has maintained a European-based workforce since 1982. Currently, ManTech is successfully supporting NATO operations on more than 100 separate contracts and task orders, such as those cited in our past performance, proposal Section 4.1.

MGSC is a separate and legal entity organized under ManTech’s Technical Services Group (TSG), which is under the parent company, ManTech International Corporation. ManTech has obtained all authorities required to operate and do business with NATO. ManTech’s key management personnel provide strong corporate leadership for this effort (Figure 2). Mr. Louis Addeo is president of the ManTech TSG, the company's largest business unit. Mr. Michael Polmar, senior vice president, TSG reports directly to Mr. Addeo and is ultimately responsible for the success of all NATO programs. ManTech TSG is located in Chantilly, VA (USA); with its MGSC offices in Chantilly, VA (USA) and Brussels, Belgium. Mr. Lindy Martin, the executive director for NATO programs, is primarily responsible for the operational leadership on all NATO contracts and reports directly to Mr. Polmar.
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Figure 2. ManTech MGSC TSG Organizational Structure

Mr. Martin is the proposed program manager (PM) for the CIS Support Services for ISAF in Afghanistan, Lot 1 and is responsible for overall project success. He will coordinate with NATO leadership on all issues, resolutions, and changes. With more than 37 years of experience in providing expert consultancy support to NATO, Mr. Martin has a proven, highly regarded reputation for professionalism and program success. He has demonstrated leadership on many similar contracts and has complete authority to commit ManTech technical resources to meet JCCC requirements. He is the first POC should there be concerns or issues with the contract and he will work with the onsite personnel until the situation is resolved. 

ManTech has established a fully functional office in Brussels, Belgium to further support our NATO customers, and our employees, consultants, and sub-contract team. The Brussels office is staffed with resource personnel who will support program requirements and allows our team to provide a quick response and superior back office support to all our NATO customers. 
ManTech's proposed CIS Support Services for ISAF Program Management Organization (PMO) is outlined in Figure 3, and Administrative/PMO personnel resumes are included in proposal Appendix A.
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Figure 3. Team ManTech’s CIS Support Services for the ISAF PMO
As a subcontractor on Lot 1, Segovia will assign a Program Management Institute (PMI)-certified PM to act as the single point of contact to ManTech (Figure 4). The PM will work with our supplied resources to ensure adequate supply and any transition, if necessary. In the event that a resource would leave after his or her term is complete, Segovia will present multiple candidates for selection to both ManTech and NCSA.
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Figure 4. Segovia’s CIS Support Services Organizational Structure
ManTech Licensed and Registered Independent Contractor 

In response to Bidding Instructions, paragraph 11.2, b, (8), (b), ManTech and Segovia certify they are legally licensed and registered as independent contractors at work and in travel and have authorization to perform the tasks associated with IFIB-NCSA-NCHQ-09-07. ManTech and Segovia’s incorporation certificates are provided in proposal Appendix B.
Compliance with Delivery and Performance Schedule

ManTech and Segovia certify we are able to comply with the required or proposed delivery or performance schedule, taking into consideration all existing commercial and business commitments in accordance with Bidding Instructions, paragraph 11.2, c, (8), (c).

Compliance with Workmen’s Compensation/Employees’ Liability 

In response to Bidding Instructions, paragraph 11.2, c, (8), (d), ManTech certifies that we have Workmen’s Compensation coverage at $1,000,000.00 per accident. 

In response to Bidding Instructions, paragraph 11.2, c, (8), (d), Segovia certifies to the following coverage: 

· Virginia Worker’s Compensation: $1,000,000.00 for bodily injury by accident/disease

· General Liability: $1,000,000.00 each occurrence for Person/Property

· Umbrella Policy: $15,000,000.00 Limit for claims in excess of above

ManTech and Segovia also provide employees’ liability through proper insurance contracts and fulfill payment obligations to the health and social security systems. ManTech’s and Segovia’s certificates of Insurance are provided in proposal Appendix C.

Compliance with Civil Liability Insurance 

In response to Bidding Instructions, paragraph 11.2, c, (8), (e), ManTech certifies to the following comprehensive general liability insurance coverage: 

· $2,000,000.00 per occurrence, per person (bodily injury)

· $1,000,000.00 per occurrence (bodily injury)

· $300,000.00 per occurrence (property damage)

ManTech’s Certificate of Insurance is provided in proposal Appendix C.

In response to Bidding Instructions, paragraph 11.2, c, (8), (e), Segovia certifies to the following general liability insurance coverage: 
· $1,000,000.00 per occurrence, per person (bodily injury)

· $1,000,000.00 per occurrence (bodily injury)

· $300,000.00 per occurrence (property damage)

Segovia’s Certificate of Insurance is provided in proposal Appendix C.
Performance Bond/Bank Guarantee

A statement is provided from ManTech’s bank in Price Proposal, Section 5, stating it is willing to immediately provide NCSA with the required performance bond/bank guarantee upon request, per Bidding Instructions, paragraph 11.2, c, (8), (f). 
Profit and Loss Statements

ManTech’s profit and loss statements for the past three financial years are provided in Price Proposal, Section 6. Segovia is a privately owned company; publication of profit and loss statements is not compulsory.

Documentation Related to Bid Signature(s) 
Documentation related to the bid signature(s) as required in Part I Bidding Instructions, Paragraph 12.2, Enclosure 1 to Part I, BID SIGNATURE(S), Page 8 and Page 9 is provided in Price Proposal, Section 4.1. 
The Certificate of Origin and Availability of Services

The Certificate of Origin and Availability of Services, Enclosure 2a to Part I, is provided in proposal Appendix D. 
The Certificates of NATO Security Clearance NSA References 

The ManTech’s NATO Facility Security Clearance Certification is provided in proposal Appendix E, and our Certificate of NATO Security Clearance for Consultants Offered, Enclosure 2b to Part I is provided in proposal Appendix F. 
Compliance Statements

The Compliance Statement for Part II Section A and B, Enclosure 3a to Part I and the Compliance Statement for Part III - Statement of Work/Technical Specifications, and Enclosure 3b to Part I are provided in proposal Appendix G. 
3.  TECHNICAL PROPOSAL

With the ever-escalating pace of the military operations tempo in Afghanistan comes a growing demand for management and monitoring of CIS supporting the JCCC at ISAF HQ in Kabul. Team ManTech stands ready and is poised to support ISAF in the provision of 15 contractors to satisfy the comprehensive demands of the JCCC's operational requirements in 11 separate CIS specialties. Team ManTech's proposal offers 15 primary candidates and 11 alternates. Team ManTech brings recent and relevant technical and operational expertise supporting NATO contingency operations in Afghanistan.

Team ManTech will perform the tasks and duties as specified in the solicitation for Lot 1-JCCC consultants and additional duties assigned for the duration of the contract and all option periods. We are aware that HQ ISAF is located in Kabul. All nominated individuals have been provided with copies of Annex A of the Statement of Work (SOW). Annex A includes information that helps prepare individuals for the austere living conditions in Kabul and at HQ ISAF. Team ManTech recognizes this information is paramount to the individuals' understanding and awareness of the geographical and environmental conditions in which their duties will be performed. Many of the employees submitted with this proposal have been previously assigned to Afghanistan, either in a military capacity, or in a contractor role, thus are already familiar with the living conditions in the Area of Operation (AO).

3.1.  Personnel Deployment to a NATO Theatre of Operations

Team ManTech has extensive experience in mobilizing to support more than 100 NATO contracts, as well as mobilizing and deploying more than 950 personnel to Afghanistan and Iraq. We simplify the effort to perform on this contract by selecting employees with formal training and solid backgrounds in the areas in which they are expected to perform. We used the minimum job qualifications communicated by NCSA as our starting point for establishing training and experience prerequisites. We always meet the essential qualifications, and often meet or exceed the desired qualifications, as well. Our recruiting staff and hiring managers have carefully screened resumes of potential hires to determine their levels of education, training, certification, security clearance, and experience before making a hiring decision. Our process results in an experienced and professional CIS team who is ready to deploy to HQ ISAF and NATO Theatre of Operations with a full understanding of the mission and requirements. We have taken appropriate actions, outlined in the solicitation documents and described in the following subsections in preparation for our team’s deployment and as outlined in the solicitation documents. 

3.1.1.  Required Qualifications/Arrangements

Team ManTech ensures all personnel deploying to Afghanistan in support of this program are suitably protected and medically fit to perform under the conditions of this contract. We guarantee, at a minimum, the following:

· To provide all onsite personnel will be provided with the NATO-required flak jacket and helmets, should NATO request these items be provided.

· All personnel are in possession of a valid passport with at least 12 months remaining until expiration. 
· All personnel will have adequate medical and indemnity insurance.

· All personnel will have completed all national medical formalities prior to departure and will be in possession of current medical certificates.

Team ManTech understands that only emergency medical care by ISAF personnel will be provided to contractors performing under this contract. Any additional medical services provided by ISAF to contractor personnel will be at the ISAF commander's discretion and may be billed to the individual accordingly. Emergency medical evacuation from the ISAF Theatre of Operations will be a contractor responsibility.

All onsite contractor personnel are aware that, while in theatre, they must follow all security and safety regulations and instructions issued by NATO authorities.

3.1.2.  Personnel Protection 

Team ManTech will ensure all personnel receive pre-deployment training and all onsite personnel will be in possession of-and wear-NATO-required protective gear (e.g., flak jackets and helmets, at a minimum) as directed by the local command. 
3.1.2.1.  Pre-Deployment Training

Team ManTech understands the requirements and necessity for pre-deployment training. We will ensure all personnel are provided with a copy of the information available in SOW Annex D, which provides an overview of the required training. Upon completion of in-processing at NCSA HQ Supreme Headquarters Allied Powers Europe (SHAPE), Team ManTech will proceed to and complete pre-deployment training at the Military Academy at Vyskov in the Czech Republic or at a NATO static HQ, should a change in venue precede attendance. 
3.1.3.  Medical and Insurance Requirements

Under U.S. Federal rules and regulations, Team ManTech has the responsibility to validate that our personnel, including our subcontractors' personnel, are suitably protected and medically fit to undertake such a journey related to this contract and to the Theater of Operations. We discuss the difficulties of living and working in Kabul with potential new hires early in the decision-making process when hiring employees for this contract. Our recruiters bring extensive experience in selecting individuals with the strength of character and fortitude necessary to adapt to living and working in hostile and isolated conditions. Each candidate receives a copy of SOW Annex A to review and understand the conditions of working and living in ISAF HQ Kabul. Most of our employees are former military personnel or civilians who have successfully deployed to similar locations. We fully understand that simply living in these conditions can, at times, be more difficult than the job itself.

New hires are required to provide proof of receiving a physical exam prior to deployment. If the medical professional does not grant clearance for our potential employee, that individual will not deploy. New hires are instructed to have an established process to obtain any prescription medications they need on a regular basis. Careful planning for basic medical needs is essential for long-term employee health. We also check all employee immunization records during in-processing, requiring the employee to obtain any needed immunizations prior to deployment. 
Our dental screening process mirrors our medical screening process, as we require all potential new hires to provide proof of a dental examination prior to deployment. If the dentist does not grant clearance for our potential employee, that individual does not deploy. 
Our candidate screening and preparation ensures all contractor personnel are medically fit and suitably covered by insurance. Personnel will be capable of performing their duties in this challenging environment under adverse working conditions. All personnel will have medical, life, and indemnity insurance. All onsite contractor personnel will have completed all national medical formalities prior to departure and hold current medical certificates. Emergency evacuation due to personal hardship is at Team ManTech's expense, unless a previously scheduled airlift is available and approved by NATO for this use. Any repatriation of contractor personnel (due to death or health reasons) will be covered by the contractor's insurance. 
In the unlikely event that an employee encounters severe illness, injury, or death in Kabul or at other NATO sites in Afghanistan, Team ManTech will use Zurich Travel to take the necessary actions to have the affected personnel repatriated back to the home country. Zurich Travel Assist® is a comprehensive travel assistance program offering benefits and services when traveling 100 miles or more from home. Team ManTech can access Zurich Travel Assist services by calling, toll-free, 1-800-263-0261 or by accessing its website at www.zurichna.com/travelassist. Services provided include medical, informational, legal, and personal assistance. Zurich Travel has previously performed these time critical repatriation services for ManTech in a very professional and sensitive manner. 
3.1.4.  Travel 
All Team ManTech travel to theatre and back will be via air, some of which may be military flights, and will be arranged by NCSA HQ for deployment. All personnel to be deployed to Afghanistan will first report to NCSA HQ (or any other location determined by NATO) for administrative purposes, and then travel to the pre-deployment training location as directed. In the event that Team ManTech personnel are required to perform their jobs in locations outside the NATO fenced compounds, Team ManTech understands that these personnel will be escorted by soldiers. ManTech understands any travel for leave or otherwise not related to duty is the consultants’ responsibility. 
3.1.5.  Liability

Prior to deployment, Team ManTech will provide the NATO Contracting Officer (CO) with a certificate of conformity to deploy that will state all minimum requirements have been met. Team ManTech understands we are responsible for the physical safety and integrity of our personnel, and we will use the means, measures, and capabilities deemed necessary to execute our contractual obligations. We will also ensure all Team ManTech personnel adhere to all international, national, and local laws, rules, and regulations. 
3.1.6.  Timeframe

Team ManTech personnel nominated to provide CIS Support Services for ISAF in Afghanistan, Lot 1, plan to be available for the base period of performance and beyond, barring any unforeseen challenges or emergencies outside their control. Team ManTech will return to HQ NCSA, or other location to be named, at least five days prior to the contract expiration date for out processing.

3.1.7.  Clothing

We will ensure all of our JCCC personnel have adequate clothing to perform their missions on this program. In the event we experience unexpected circumstances that put our personnel at risk due to their dress, Team ManTech will comply with any local commander's decision to outfit contractor personnel with clothing that will blend them with their military colleagues. Local arrangements will be made for the provision of such clothing. Team ManTech will also provide work clothes and specialty clothing to our personnel (e.g., safety boots), as specified in the solicitation.

3.1.8.  Food and Accommodation in the Theatre of Operations

All Team ManTech contract personnel understand and will comply with the requirements for food, lodging, water, and laundry according to the SOW.

3.1.9.  Firearms

All Team ManTech contract personnel understand they are prohibited from carrying or using firearms of any type for any purpose in theatre. 
3.2.  Security Clearances 
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Team ManTech carefully screens all applicants against the requirements for each position. The first element of screening determines whether potential hires hold a valid security clearance appropriate for their intended positions on this program. Our security professionals interface with the Defense Industrial Security Clearance Officer (DISCO) to verify the candidates selected for this program have the necessary active clearances, and Team ManTech “reads in” each individual in order to grant NATO access. Upon “reading in” each individual, DISCO grants the individual the relevant NATO security clearance. This is a common process for both DISCO and Team ManTech's security officers. Our security professionals are well aware of the procedures necessary to request NATO access and clearances.

Team ManTech complies with all Automated Data Processing (ADP) security rules and general conduct rules in use on this program. If notified of any security deviations, we will take the necessary steps to immediately remove and replace personnel from the program site, taking every action possible to prevent any disruption in service.

3.2.1.  Security Clearance Process

The Team ManTech Security Department makes the proper background checks. Upon notification from the Defense Security Service (DSS) that a potential candidate has a Secret or Top Secret clearance, our facility security officer (FSO) completes the NATO briefing, obtains the individual's signature, and documents these actions in the employee's personnel file. We also update the Joint Personnel Adjudication System (JPAS) to reflect the NATO training. All contract personnel will obtain this briefing at least annually, and NATO security requirements will be a part of our annual training plan for all personnel.

All personnel will possess a full NATO Secret Clearance, and the system administrator(s) will possess a full COSMIC Top Secret/A clearance at time of bid submission. Clearances will be valid for the entire contract period of performance, including any option years. No personnel will be submitted or deployed without the required NATO security clearance. Team ManTech will not request any waiver to this requirement. As employees are relieved of their positions on the contract, they will be debriefed according to NATO security requirements. 
3.2.2.  Security Clearance Ability

Team ManTech has provided NCSA with cleared personnel for more than nine years. We have also provided NATO with cleared personnel while fulfilling NATO contracts with the NATO Consultation, Command and Control Agency (NC3A), NATO HQ, NATO Air Command and Control System Management Agency (NACMA), and NATO Maintenance and Supply Agency (NAMSA). Team ManTech currently employs more than 960 personnel in Southwest Asia (SWA) who hold various level security clearances. All Team ManTech members selected for assignment will possess the appropriate national and NATO security clearances at time of bid submission. NATO access will be requested of the appropriate national authority before any individual is selected for deployment to ISAF. No individual will be deployed to ISAF without the appropriate NATO access. All individuals' clearances will be valid for the duration of their periods of deployment to ISAF. Team ManTech understands NATO is not responsible for the provision of a personnel security clearance for contract personnel. 

3.3.  Language

All Team ManTech personnel are 5-Excellent (native/bilingual) in oral (listening and speaking) and written minimum proficiency (reading and writing) levels according to the NATO Standardization Agreement (STANAG) 6001 (Edition 2). Team ManTech’s English language proficiency levels meet or exceed essential and desirable qualification requirements for each job/position. 
3.4.  NCSA Furnished Property and Services

Team ManTech understands all computer/network related equipment, office equipment, tools, and test equipment will be provided by NATO. We will ensure proper care and use of NATO-furnished property at all times.

3.5.  Deliverables

Team ManTech understands there are no tangible deliverables at this time and that the NATO Contracting Officer's Technical Representative (COTR) will define tasks as specified in SOW Section 5. Team ManTech will comply with COTR-defined tasks as they are assigned. We will provide a monthly execution report on contract efforts and accomplishments and will promptly notify the CO in writing when there is a possibility that a premature exhaustion of the total labor days will occur. 
3.6.  Personnel

Team ManTech has 15 primary and 11 alternate, fully compliant consultants to augment the existing crisis establishment personnel of the ISAF HQ JCCC. Our team possesses all the required qualifications, security clearances, training, education, and experience to successfully execute this contract. Every member of Team ManTech possesses a NATO Secret clearance as required by the Special and NCSA General Provisions for consultants contracts (Part II, Section A, Para 3), with the exception of our systems administrators, who possess COSMIC Top Secret/A clearances. A Certificate of NATO Secret Clearance for Consultants Offered, Enclosure 2b to Part I, is provided in proposal Appendix F. 
All Team ManTech personnel are aware the official duty place will be at ISAF HQ in Kabul or any other HQ or NATO location in Afghanistan that could be designated in the future and as stated in the solicitation. We will ensure we receive a briefing on the approved site physical security and safety regulations and emergency services upon arrival and that access passes to the duty place will be provide subject to host nation/base regulations. 

 Team ManTech is available to provide full-time consultant support services, six days per week; ten working hours per day. We understand official SHAPE/NCSA holidays are not applicable to ISAF. Team ManTech possesses the essential knowledge, skill sets, and experience that provide greater flexibility in changing our priorities and levels of effort in response to mission dynamics. Our entire team is committed to overall military mission success and responds to increased surge activity in support of exigencies of service, deployments, and extraordinary circumstances. 

Team ManTech has planned and currently provides operational support in varied changing and challenging environments similar to Kabul. We cover a vast footprint in SWA to include many regions of Afghanistan, where more than 540 full-time employees service electronic systems such as Command, Control, Communications, Computers, Intelligence, Surveillance, and Reconnaissance (C4ISR) systems. We provide IT and telecommunications services at multiple installations throughout SWA. ManTech has gained valuable insight to operations in this diverse and difficult environment while supporting our customer’s missions without interruption or degradation to service. We successfully apply these lessons learned and best practices as we pursue new customers and new business opportunities.

Team ManTech has greatly simplified the effort to perform on this contract by selecting team members with solid backgrounds in the areas in which they will perform. With more than 8,000 employees worldwide, Team ManTech has the ability to support surge and new contract requirements should funding become available. We are committed to providing resources that meet or exceed the qualifications of the existing staff and complement the team as a whole.

Proposed personnel resumes are included in proposal Section 4.2. Relevant personnel certifications are provided in proposal Appendix H.

4.   Personnel Matrix and Resumes
This section contains the completed matrix from Solicitation Appendix 1 to Enclosure 1 to Part I, and a resume for each of our proposed personnel.
4.1.  Personnel Matrix—Appendix 1 to Enclosure 1
Table 1. Proposed Key Personnel—Consultants and their Alternate(s)
	Lot 1
	Type of Services:

JCCC Consultants
	NAMES of Base Consultants Offered
	ENGLISH Language Knowledge

E=Excellent

V=Very Good

G=Good 

(1)
	Education and Training 

(1) (2)
	Professional Experience and Technical Skills 

(1) (2)
	Additional Remarks (e.g., successful participation in similar support services) 

(1)

	1
	LAN/WAN Engineer
	Chris Strauss
	E
	· Bachelor’s degree
· Extensive professional/technical certifications
	· 30+ years experience with electronics, computers, and networks
	· Top Secret SCI clearance

	2
	Functional Services Administrator
	Kenneth Londono
	E
	· Extensive professional/technical certifications
	· 10 years related experience
	· Top Secret clearance

	3
	Functional Services Administrator
	Raymond Otero
	E
	· B.S. in Information Technology
	· 10+ years related experience
	· Top Secret SCI/TK clearance

	4
	Functional Services Administrator
	Michael Bush
	E
	· A.A.S. in Computer Science
· Extensive professional/technical certifications
	· 15+ years related experience
	· Top Secret clearance

	5
	Service Desk
	William Daniel, Jr.
	E
	· Certified Project Manager
· Extensive professional/technical certifications
	· 10+ years active military service with U.S. Navy
	· Top Secret clearance

	6
	Service Desk
	Keith Miller
	E
	· A.A. in Computer Science
· Extensive professional/technical certifications
	· 20+ years experience as a PC/network administrator
· Strong knowledge and experience in network connections, system operations, server setup, and management
	· Top Secret clearance

	7
	CIS Training Supervisor
	Aaron Valenti
	E
	· M.B.A
· M.S. in International Management

· B.A. in History

· Certified Six Sigma Lean Black Belt

· Certified Project Management Professional
	· 15+ years related experience
	· Top Secret SCI clearance

	8
	CIS Trainer
	Robert Robinson
	E
	· A.A.S. in Civil Engineering Technology
· Extensive professional/technical/ military certifications
	· 15+ years related experience
	· Secret clearance

	9
	Radio Technician
	Matthew Sierra
	E
	· A.S. in Liberal Arts
· Extensive military certifications

· Currently enrolled in an A+ certification course
	· 5 years active military experience with the U.S. Army
	· Secret clearance

	10
	Radio Technician
	Chris Bidlack
	E
	· Training with the U.S. Army
	· 3 years active military duty and radio training with the U.S. Army
	· Secret clearance

	11
	Network Administrator
	Preston Gale
	E
	· Extensive network training
	· 10+ years related experience

· 3 years active military duty with the U.S. Army
	· Secret clearance

	12
	System Administrator
	Marvin Carter
	E
	· M.S. in Management
· M.S. in Systems Management

· B.S. in Business Administration

· A.A.

· Extensive professional/technical certifications
	· Nearly 20 years related experience
· 10 years active military duty with the U.S. Army
	· Top Secret clearance

	13
	Configuration Manager
	Eugene Metcalf
	E
	· M.S. in Management of Information Systems
· M.A. in International Relations

· Extensive professional/technical certifications
	· 10+ years related experience
	· Top Secret SCI clearance

	14
	Hardware Technician
	Danian Philbert
	E
	· Several professional/technical certifications
	· 10 years related experience
· 7 years active military experience with the U.S. Marine Corps
	· Secret clearance

	15
	Repair/Exchange Specialist
	Frank Brown
	E
	· 27 years logistics training
	· 20 years active duty, retired military
	


	Lot 1
	Type of Services:

JCCC Consultants
	NAMES of Alternate Consultants Offered
	
	
	
	

	1-1
	LAN/WAN Engineer
	William Johnson
	E
	· B.S. in Computer Information Systems

· A.S. in Engineering Technology

· Certified Microsoft System Administrator
	· 25 years related experience
	· Top Secret SCI clearance

	2-1
	Functional Services Administrator
	Yusuf Boyd
	E
	· Extensive professional/technical certifications
	· 12 years related experience
	· Top Secret SCI clearance

	5-1
	Service Desk
	Kevin Thamarus
	E
	· B.S. in Information Systems (in proress)

· A.A.S. in Computer Information Systems
· Extensive professional/technical certifications
	· 15+ years related experience
· 15+ years active military duty with the U.S. Air Force
	· Secret clearance

	7-1
	CIS Training Supervisor
	Barry Canning
	E
	· B.S. in Criminal Justice
	· 18+ years experience managing military training programs
· 20 years active military duty with the U.S. Navy
	· Secret clearance

	8-1
	CIS Trainer
	Brandon Sugar
	E
	· Extensive professional/technical training
	· 5 years military communications training
	· Secret clearance

	9-1
	Radio Technician
	Vincent Sultenfuss
	E
	· A.A. in Aviation Maintenance Technology
	· 5 years active military duty with the U.S. Air Force
	· Secret clearance

	11-1
	Network Administrator
	Michael Mahoney
	E
	· B.S. in Information Technology
· A.S. in Computer Science

· Extensive professional/technical certifications
	· 5 years related experience
	· Top Secret clearance

	12-1
	System Administrator
	Nick Madarvis
	E
	· B.S. in Computer Science
· Extensive professional/technical certifications
	· 9 years related experience
	· Secret clearance

	13-1
	Configuration Manager
	Carl Krause
	E
	· M.S. in Systems Management
· B.A. in Liberal Arts

· Certified Project Management Professional
	· Nearly 35 years related experience
	· Secret clearance

	14-1
	Hardware Technician
	Ronald Martinez
	E
	· B.S. in Management (candidate)
· Extensive professional/technical/ military certifications
	· 15+ years related experience
	· Top Secret clearance

	15-1
	Repair/Exchange Specialist
	Breon Sharpe
	E
	· B.A. in Sociology
	· 8 years related experience
· 7 years active and reserve duty with the U.S. Army
	· Secret clearance


4.2.  Resumes

	CHRIS STRAUSS
Primary Lan/wan Engineer

	Required Experience
	·  30+ years experience with electronics, computers, and networks

	Education/Training
	· Bachelor’s Degree Grantham University 7/2003 

· SDS-2000 COMSEC Device  2007

· COMPTIA A-Plus Course and Certification  

· SANS Hacking and Incident handling Course  (for GHIC Certification)  2007

· SANS Intrusion Detection In-Depth ( For GCIA Certification) 2006Server 2003 Troubleshooting Course  2006 

· Microsoft Certified System Engineer (MCSE) – Server 2003 Track  2006

· Advanced FTK Forensic Boot Camp  2006 

· Basic Server 2003 Administration  2005

· Qwest Active Directory Migration Software Training 2005  

· Certified Computer Examiner (CCE) 2005  

· ISC2 CISSP Information Systems Security Engineering (ISSEP) 2004

· DOD Level-1 System Administrator Certification Courses  2004  

· Certified Ethical Hacker  (CEH)  2004  

· TACLANE KG-175 Support Training  2003

· Tempest ADP Maintenance Certification Training   2002

· Certified Information Systems Security Specialist (CISSP)   2001

· Cisco Certified Design Associate (CCDA) 2001

· Cisco Certified Network Professional training courses (CCNP) 2001

· Microsoft Exchange 5.5 Administration and Troubleshooting Course 2000

· Cisco Certified Network Associate (CCNA)  1999

· Microsoft Certified Professional plus Internet (MCP+Internet)  1999

· Learning Tree NT 4 Optimization and Troubleshooting  1998

· Learning Tree Windows NT workstation and Server  1998

· Learning Tree PC Configuration and Troubleshooting  1998

· Unix Basic Administration 1997

· Microsoft Certified System Engineer (MCSE) - NT 4.0 Track  1997 

· Microsoft Certified System Engineer (MCSE) - NT 3.51 Track  1996 

· Windows NT Workstation Certified - Microsoft (MCPS) 1996 

· Novell (CNE) Certified Network Engineer - Track 4 1996

· AMX Axcess Programming course  1996

· Rembrandt II Video Codec Installation and Service Course  1993

· ESI Secure/Non-Secure Switching Systems (Red Switch)  1991

· Mobile C - Band Satcom Terminal Maintenance Course 1991

· Switch Extension Operation and Maintenance Course  1990

· HiTech Tempest Computer Maintenance Course 1990

· Fiber Optic Termination Course 1990

· Operation and Maintenance of the AN/FSQ-144(V) (Trojan) 1988

	Professional/Technical Certifications
	· COMPTIA A+    (A +)  2007

· GIAC Certified Incident Handler (with Honors) (GCHI) 2007

· GIAC Certified Intrusion Detection Analyst (with Honors) (GCIA) 2006

· Certified Information Systems Security Professional (CISSP) 2001, 2004,2007

· Certified Computer Examiner (CCE)   2005

· Certified Ethical Hacker Certification. (CEH) 2004

· DOD Level 1 System Administrator 2000, 2003,2007

· CIW Certified Security Analyst  (CCSA) 2002

· COMPTIA Security + (Security +) 2002

· Microsoft Certified System Engineer, Server 2003 Track  (MCSE) 2006

· Microsoft Certified System Engineer, Windows 2000  Track (MCSE) 2001

· Microsoft Certified System Engineer, Windows NT 4.0 Track (MCSE) 1997

· Microsoft Certified System Engineer, Windows NT 3.51 Track (MCSE) 1996

· Microsoft Certified System Administrator, Windows 2003 (MCSA), 2006

· Microsoft Certified System Administrator, Windows 2000 (MCSA), 2001

· Cisco Certified Network Associate (CCNA) 2001

· Cisco Certified Design Associate (CCDA) 2001

· Cisco Certified Network Professional (CCNP) 2001, 2004

· Cisco Certified Design Professional (CCDP) 2001, 2004

· COMPTIA  Network +  (Network +)  2000

· Novell Master Certified Network Engineer  (MCNE) 1996

· Novell Certified Network Engineer - Track 4 (CNE)  1996

	English Language Knowledge
	Excellent

	Standard Automated Data Processions (ADP) Knowledge
	· Word Processing:
· Spreadsheet:

· Graphic Presentation:

· Database:

	Clearance Information
	Security Clearance: TS/SCI
Date Granted: 

Organization Granting Clearance: 

	Nationality
	U.S Citizen


	Employment History/Applicable Experience

	ManTech
	Senior Computer Systems Specialist
	July 1999 - Present

	· Primary duties are to maintain, repair, and administer the secure (Server 2003, Exchange 2003) and non-secure (Win XP) CMS and MILGRP networks at the US Embassy in Brasilia, Sao Paulo, Rio de Janeiro and the American Embassy in Paramaribo Suriname

· Maintain laptops, digital video and photo cameras, color and b/w laser printers belonging to the TAT and MILGRP 

· Manage: a T1 microwave link (with repeater site) and its associated radios and CSU/DSUs; and Voice-over-IP circuits

· Monitor and troubleshoot the various communication channels associated with the CMS systems to include remote voice trunks

· Engineered and performed the relocation and upgrade of all CMS communications and ADP equipment 

· Created troubleshooting and calibration documentation, and “fly-away” support for the microwave equipment in other countries

· Evaluated and corrected numerous program installation and configuration documents

· Selected as a member of the Program’s Active Directory and Server 2003 Upgrade Tiger Team, to be deployed throughout Latin America and the Caribbean

· Assisted with developing the initial installation and migration documentation for this effort. Developed, tested and help field a cellular forensic tool kit and training package 

· Highly experienced and certified on various IT security disciplines such as computer forensics, penetration testing etc. 

· Developed, documented and implemented complete site telecommunication and ADP relocation upgrade for numerous sites in the area of responsibility (AOR)


	CHRIS STRAUSS
Primary Lan/wan Engineer

	ManTech
	Senior Computer Systems Specialist
	June 1997 - July 1999

	· Primary duties were to maintain, repair and administrate the secure (Unix,NT 4.0 WS and Server) and non-secure  (NT 4.0/Win95/WFW 3.11) CMS networks at the US Embassy in La Paz, and Trinidad Bolivia

· Supported the Red Phone equipment on-site; and monitored and troubleshot the various communication channels associated with the CMS on site

· Supported various other remote sites in Bolivia


	Lockheed Martin
	Systems Engineer
	April 1993 - May 1997

	· Maintained various Audio/visual, Communication, and security systems associated with the SCCU Project

· Wrote technical manuals and provided engineering and programming solutions to any new operational requirements specified by the government


	Electrospace Systems Inc/Loral Aerospace Services
	Senior Switch Technician
	June 1991 - April 1993

	· Responsible for repair and maintenance of numerous Secure and Non-secure switches installed in the SOUTHCOM Theater

· Designed, integrated, installed, troubleshot 30 new circuits at this location


	ManTech 
	Senior Maintenance Team Leader
	January 1991 -  June 1991

	· Senior Maintenance Team Leader for the TROJAN maintenance team deployed to in support of DESERT SHIELD and DESERT STORM

· Supervised a crew of seven technicians whose responsibilities included fielding and maintaining secure transportable communication systems

· Re-designed, integrated, tested and supervised the installation of a unique special purpose system


	ManTech 
	Senior Systems Technician 
	September 1987 - December 1990

	· Responsible for providing maintenance and support of the TROJAN system through design, modification, fielding, and operation stages. functioned as a Senior Field Technician providing technical assistance and follow-up training for both CONUS and OCONUS sites


	US Air Force
	Electronics Technician 
	1978 – August 1987

	· Electronics Technician in a high pressure maintenance environment performing maintenance and repair of Tactical Ground Intercept Data processing systems (awarded two Air Force Accommodation medals for efforts)

· Electronic Warfare Equipment Repairman responsible for the EW systems installed on various aircraft, including the RF-4C

· Performed component level repair, system alignment and calibration on EW jamming pods and receiving systems


	WILLIAM JOHNSON
Alternate LAN/WAN Engineer

	Required Experience
	·  25 years of related experience

	Education/Training
	· Microsoft System Administration MS 2273B (2009)

· Security Manager/JPAS (2009)

· Information Management Officer (2008)

· B.S. in Computer Information Systems; Strayer College (1996)  

· A.S. in Engineering Technology; Ft. Steilacoom Community College (1983)

	Professional/Technical Certifications
	· Microsoft Certified Desktop Support Technician (MCDST) (2007)

· Microsoft Windows XP Certification (MCP) (2007)

· Project Management Institute (2007)

· ITIL-Foundation Certification (2006)

	English Language Knowledge
	Excellent

	Standard Automated Data Processions (ADP) Knowledge
	· Word Processing: Microsoft Word
· Spreadsheet: Microsoft Excel
· Graphic Presentation: Microsoft PowerPoint
· Database: Microsoft Access

	Clearance Information
	Security Clearance: Top Secret SCI
Date Granted: 04/23/2007
Organization Granting Clearance: OPM

	Nationality
	U.S. Citizen


	Employment History/Applicable Experience

	Field Service Engineer, Senior Lead
	ManTech Technical Services Group
	2008 – Present 

	· Perform component-level troubleshooting and repair of the TRACKWOLF/HIGHLANDER system.

· Perform system administration for UNIX/Linux/Windows, creating user accounts, updating software, and performing system backups of the operational systems.

· Administer STIG updates and patches for the managed computer systems.

· As CECOM RSC-Kuwait Security Manager, provide support for clearance renewal and clearance verification for all RSC personnel.

· As Information Management Officer for the RSC, provide support for all information processing requirements for the CECOM RSC-Kuwait and 513th MI FWD deployed detachment.


	Systems Administrator 3
	CACI, Inc.
	2007 – 2008

	· Lead for Windows/Solaris systems providing onsite support for the Harmony Program for the development and multimedia servers.

· Applied STIGs to Windows and UNIX/Solaris operating systems and applications.

· Performed system integration, documentation, diagnostic testing and repair, installation, configuration, routine/preventive maintenance, operation and upgrade of sensitive, unique, complex, one-of-a-kind, classified, compartmented, US command, control, communications, computer and intelligence (C4I) systems.

· Researched new IT equipment solutions to help to provide our customer with guidance and expertise for the staging, movement and upgrade of existing and future C4I systems.


	Action Officer/Project Manager
	General Dynamics Network Systems/Information Technology
	2006 – 2007

	· Managed new technical requirements for the Systems Division of National Ground Intelligence Center.

· Assisted customers in defining their functional requirements, developing solutions that meet both the customers' functional needs and that fit within the scope and requirements of the National Ground Intelligence Center's IT infrastructure and baseline.

· Developed briefs and implementation plans on the projects and present them at the NGIC's Engineering CCB.

· Coordinated with the IA officer to ensure compliance to existing DoD and Department of the Army  Information Assurance and information security requirements.


	WILLIAM JOHNSON
Alternate LAN/WAN Engineer

	Senior Field Service Engineer
	General Dynamics Network Systems
	1999 – 2006

	Site lead for a four-person site.

· Provided software and hardware support, along with system administration on Windows 2000 Server and Workstation, Windows Server 2003, Windows NT4 Server and Workstation, Windows XP and UNIX/Solaris systems.

· Performed technical tasks consisting of system integration, documentation, diagnostic testing and repair, installation, configuration, routine/preventive maintenance, operation and upgrade of sensitive, unique, complex, one-of-a-kind, classified, compartmented, US command, control, communications, computer and intelligence (C4I) systems

· Provided system administration support and applied STIGs to Windows and UNIX operating systems and applications.

· Completed monthly disaster recovery backups and offsite storage procedures. 

· Participated in disaster recovery planning, procedures, and testing.

· Provided Exchange Server 5.0 and 5.5 administration and system administration support for Windows NT 4.0 Workstation and Server and supported the migration from NT to Windows 2000 Professional in the 7th Army Training Command footprint.

· Formulated operational concept, performed mission and functional analyses, conducted requirements and information analysis, cost-benefit analysis and risk analysis


	Senior ADP System Analyst
	ManTech MTISC
	1998 – 1999

	Site lead for a four-person site.

· Provided UNIX system administrator and Windows system administrator duties to the 66th MI Grp.

· Provided technical expertise for the software and firmware to diagnose and troubleshoot system failures and provides unit, direct and general support maintenance of the Enhanced Trackwolf mission software and equipment LRU/SRUs.

· Research, downloaded, and applied all hot fixes, updates, patches to the Windows and UNIX systems used by the customer.


	Senior Systems Administrator
	Mitretek Systems
	1997 – 1998

	Led the effort to prepare and test possible solutions for the Y2K rollover for the hardware and software supported by the Corporate Information Management division.

· Researched and supported all backup and restore procedures using UNIX/Amanda backup tools.

· Maintained version patch levels on all servers and clients.

· Developed and implemented disaster recovery planning, procedures, and testing.

· Researched and selected system architecture, allocated requirements and prepared briefings for the Chief of IM.


	Field Service Engineer Supervisor
	GTE Government Systems
	1991 – 1997

	Provided support to U.S. Military command and control systems to include the AN/GSQ-21 (V) Message Processing System located at the National Military Intelligence Center.

· Supported OASIS Project in the OUSD Office and was selected to support the installation of the JCS network in 1994-1995

· Selected as the field service engineer to open a new contract site at Falls Church, VA  and was the sole point of contact for the Army Legal Services Agency.

· Recognized and initiated procurement of critical point of failure spares which had previously not been realized.

· Selected in January 1994 as the lead field service engineer to lead the effort in the conversion of the Joint Chiefs of Staff LAN/WAN from WANG Net to PC based Windows NT.  

· Tested and evaluated customer needs and prepared reports to the customer on the findings and recommendations.

· Led the installation effort and then established the follow on help desk support effort.


	Maintenance Team Chief
	United States Army
	1985 – 1990

	· Senior Electronics Technician with additional duty of Assistant Team Chief/Team Chief at the United States Army Field Station Berlin

· Performed preventive maintenance and responded to problems annotated on the DA Form 2404 for the following specialized IEW systems during this period: Lifeman, AN/FYQ-102 (V) Annulet, AN/FSQ-136 Bassin, AN/GSQ-205 Watchmate, DTSS, AN/GSQ-199 Bleeker, AN/GSQ-198 Oddman, Chubbuck, Larwood, Javins, and Newspaper.

· Responsible for the semi-annual and annual reviews and counseling of these technicians for their promotion and awards reports. 

· Selected in March 1987 by Department of the Army to attend the BNCOC for 33Q.

· Selected to provide support to the station configuration manager as their system technical advisor.


	KENNETH LONDONO
Primary Functional Services Administrator

	Required Experience
	·  10 years related experience

	Education/Training
	· Net G certificate of Training 

· Information Systems Technology (2004)

· (AAA) Community College of the Air Force

· Communications and Computer System Operations (2004)

· Technical training course; Keesler AFB, MS USAF

· Implementing and Administering Win2K Active Directory (2004)
· ASM; College Park, Maryland

· Cisco Certified Network Associate’s Course (2002)

· Communications Systems Radio Operations (1999)

	Professional/Technical Certifications
	· 

	English Language Knowledge
	Excellent

	Standard Automated Data Processions (ADP) Knowledge
	· Word Processing:

· Spreadsheet:

· Graphic Presentation:

· Database:

	Clearance Information
	Security Clearance: Top Secret
Date Granted: 

Organization Granting Clearance: NATO

	Nationality
	U.S. Citizen


	Employment History/Applicable Experience

	ManTech
	Systems Administrator/Network
	2004 – Present

	· McGuire AFB, NJ supporting and maintaining the base network

· Manage 5000+ users/computers using Microsoft Windows 2000 Active Directory

· Duties include performing periodic maintenance checks on all installed servers, backup/restore of servers, responsible for network health, upgrades, maintenance, software acquisition, and uptime of base network

· Resolve customer problems and track customer tickets through Remedy database


	ManTech
	Communications Center Technican
	2002-2003

	· US Military Group, a branch of the US Embassy inQuito, Ecuador supporting USSOUTHCOM military operations

· Operated a Trans-Andean tactical satellite network providing mission critical radio communications tracking US Special Operations aircraft performing drug interdiction missions.

· Transported/loaded monthly crypto into LST-5B satellite radio system and performed/safeguarded daily inventory of all classified material

· Operated/maintained CNIES (Cooperating Nations Information Exchange System) and C2PC Command and Control Personal Computer


	American Air Forces
	Information and Telecommunications Technician
	2002 – 2002

	· Operated in the Master Net Control Station of an 18-member country communications network supporting the Chiefs of Staff of the American Air Forces in North, Central and South America. 

· Managed and transported over 10,000 pounds of Audio Visual and Computer equipment to North, Central and South America

· Worked directly with members from the host nation setting up communications center for the Chiefs of Staff


	American Air Forces
	Help Desk Technician
	1999 – 2001

	· Provided computer troubleshooting support for Andrews AFB, MD users through telephone and at on-site locations

· Resolved all desktop hardware and software issues, including Windows NT 4.0, LAN connectivity, and proprietary software

· Built desktops and repaired/replaced parts as necessary


	KENNETH LONDONO
Primary Functional Services Administrator

	American Air Forces
	Radio Communications Systems Operator
	1999 – 2001

	· Supervised and maintained radio and SATCOM systems for the Global Master Net Control Station out of Andrews AFB

· Provided rapid reliable high frequency air-ground-air secure and nonsecur e data services to Air Mobility Command, Air Combat Command, and Special Air Missions

· Performed HF/UHF secure/non-secure voice/data support for the State Department, White House Communications Agency and other DOD agencies

· Used and inventoried COMSEC documents and cryptographic equipment to safeguard classified equipment


	RAYMOND OTERO
Primary Functional Services Administrator

	Required Experience
	 10+ years related experience

	Education/Training
	· Bachelor of Science, Information Technology,  University of Phoenix, 2002

	Professional/Technical Certifications
	

	English Language Knowledge
	Excellent

	Standard Automated Data Processions (ADP) Knowledge
	· Word Processing:

· Spreadsheet:

· Graphic Presentation:

· Database:

	Clearance Information
	Security Clearance: Top Secret (TS) SCI/TK
Date Granted: 

Organization Granting Clearance: 

	Nationality
	U.S. Citizen


	Employment History/Applicable Experience

	ManTech
	Systems Engineer
	2006 – Present 

	· Provide on-site support for all NGA (National Geospatial and Intelligence Agency) activities

· Lead Engineer for project CILA (Plan Colombia) which comprises its own private/internal network throughout Colombia

· Maintain over 14 locations throughout Colombia containing over 30 machines (Dell), CILA UNIX server, Email Server (Win Server 2003), as well as two Windows file servers

· Provide up-to-date CONOPS and all other systems-related paperwork. 

· Consistently maintain an uptime of 99.8+ percent availability with minimal scheduled downtime

· Coordinate all future projects and requirements with NGA

· Provide on-site networking support for entire CILA architecture to include CISCSO routers and switches with TCSC reps stateside

· Administer SIPR NGA systems providing mission critical information

·  Responsibilities include:

· Support customers, both NGA and Colombian, with on-site support for various applications as well as local issues regarding IPL servers and imagery-related applications

· Database cleanup of systems and data within the servers is completed weekly

· Respond to trouble calls within the embassy (average 20-25 calls daily) for system related issues, and support local meeting arrangements and collaboration weekly

· Hands on training – provide application training on any of the CILA applications used by the embassy and the COL localities 

· Data Backups – accomplished bi-weekly and manually saved to tape (to allow for future extractions)

· Frequent CILA site visits for local COL users

· Weekly visits with section heads on the COL side for customer relations/quality assurance

· Hands-on networking support

· Resolve issues within the entire city of Bogota as well as other remote sites where CILA is located

· Draft plans and conduct site surveys for projects such as the RIC network transition

· Provide local server administration 

· Direct CILA email/server support

· Liaison with local COL administrator/trainers on CILA related functions


	RAYMOND OTERO
Primary Functional Services Administrator

	General Dynamics Network Systems
	Network Administrator
	October 2002 – June 2006

	· Provided tier II and III network and application system support/management to various Windows workstations and servers using SUN Microsystems/MS Windows 2000-XP-2003 Workstation/Server/Advanced Server, to include error log troubleshooting, and server maintenance and assistance

· Provided support and upgrades to various applications; Windows-based and UNIX based 

· Provided up-to-date support and managed all imagery-related matters for the command on UNIX/Solaris/Windows mixed-mode architecture with Solaris-based Backbone to include deployed systems downrange

· Provided server, workstation, and operating system support to SOUTHCOM ISD and SCJ2 systems both local, CONUS, and within the SOUTHCOM area of responsibility with 99.8% availability

· Provided UNIX/Solaris patches and upgrades to current systems under GD control ranging from Ultra 60 to Blade 2500

· Provided System Integration assistance in the upgrade of specialized servers to include IPL, ISSE Guard; performed operations and maintenance once systems were in place

· Assisted in life-cycle replacement of various servers on both Windows and UNIX environments

· Managed Audit trails and maintained an up-to-date baseline of UNIX systems to include regular imagery software upgrades and patches provided by the outside vendors (i.e.: Remote View, IPL, Vitec, CGI)

· Supported the ISD Customer Support Center and provided input to network modernization of imagery-related activities local to the site along with assisting team IEC System Engineers on system availability in support of their imagery-related activities


	US Air Force
	Systems Administrator/ Help Desk
	September 1998 – September 2002

	· Lead Help Desk Administrator/Shift Supervisor of the Local Network Control Center of the year for the Defense Information Systems Agency (2000)

· Provided technical support, planning, and implementation of site upgrades, and conducted user training in a Windows 2000/NT mixed mode environment

· Provided Shift Management support to various Air Force Personnel to include training and scheduling

· Gave support to Windows Servers with regards to patch updates, virus definitions, and component upgrades with regards to their respective life cycle

· Aided in the migration of the Windows NT Network into Windows 2000

· Configured and maintained Exchange/Cluster Servers supporting approximately 8000 users, base-wide, on a Class B Network

· Provided duty and after-hours support to the users administering Windows Domain Controllers and maintaining all Remedy trouble tickets for the base

· Ensured equipment was within Air Force Technical Compliance for the site

· Provided the Network Center with COMSEC (Communication Security) support for an array of cryptographic equipment to include KG-84a, KIV-7, FCC-100, and others

· Configured and maintained DNS, DHCP, Exchange, and RAS servers on unclassified and classified environments to include O/S and application support both on site and remotely overseas


	MICHAEL BUSH
Primary Functional Services Administrator

	Required Experience
	 15+ years related experience

	Education/Training
	· Associate of Applied Science.  Majors: Computer Science, Chemistry, Biology ;Nebraska Western College (now Western Nebraska Community College) (1983)

· IA Boot Camp; DISA (2009)

· Administering and Securing SQL Server 2005; DISA (2009)

· Introduction to the Capability Maturity Model Integration Version 1.2; Software Engineering Services, Bellevue, NE (2008)

· Sectéra Edge Training; General Dynamics, Linthicum Heights, MD (2008)

· Microsoft Project 2003 I & II; University of Nebraska at Omaha, College of Business Administration, Omaha NE (2006)

· IT Project Management; University of Nebraska at Omaha, College of Business Administration, Omaha NE (2006)

· Requirements Gathering; University of Nebraska at Omaha, College of Business Administration, Omaha NE (2006)

· Crystal Reports 10; University of Nebraska at Omaha, College of Business Administration, Omaha NE (2006)

· Crystal Reports XI Level 2; 1Staff, Omaha NE (2006)

· Advanced Microsoft ASP.NET; Advanced Network Technologies, Omaha, NE (2006)

· FSO Web SRR Wlakthrough; DISA (2006)

· 2072-Administering Microsoft SQL Server 2000; 1Staff, Omaha, NE (2005)

· 2310-Microsoft ASP.NET; 1Staff, Omaha, NE (2005)

· Nebraska General Hospital School of Nursing (1982)

· Greek; Platte Valley Bible College (now Summit Christian College) (1982)

	Professional/Technical Certifications
	· Security+ Certification (COMP001008986085); CompTIA (2009)

	English Language Knowledge
	Excellent

	Standard Automated Data Processions (ADP) Knowledge
	· Word Processing:

· Spreadsheet:

· Graphic Presentation:

· Database:

	Clearance Information
	Security Clearance: Top Secret
Date Granted: 07/31/2006
Organization Granting Clearance: DoD

	Nationality
	U.S. Citizen


	Employment History/Applicable Experience

	Database Engineer
	McCallie and Associates
	2006 – Present 

	· Team Lead/Database Engineer on a software development team responsible for the planning and management of all technical and operational activities associated with database systems analysis, database application design and development, and database design for SQL

· Develop and document data requirements, models, and architectures

· Model database structure and perform data imports and population

· Develop and document database management policies and standards

· Ensure operational policies and procedures are in place for backup and recovery, performance tuning, SQL profiling, and replication

· Perform installations, upgrades, and optimization

· Configure physical database storage, sizing backup, recovery, security, and versioning

· Perform database tuning for optimal performance

· Support production to include maintenance, request for service, and system configuration management, and provide capacity planning support, application support, server support, problem resolution, tracking, software upgrades and planning

· Develop stored procedures, triggers, views, DTS packages and scheduled jobs


	MICHAEL BUSH
Primary Functional Services Administrator

	Database Engineer
	TEK Systems
	2005 – 2006

	· Database Engineer on a software development team responsible for the planning and management of all technical and operational activities associated with database systems analysis, database application design and development, and database design for SQL

· Develop and document data requirements, models, and architectures

· Model database structure and perform data imports and population

· Develop and document database management policies and standards

· Ensure operational policies and procedures are in place for backup and recovery, performance tuning, SQL profiling, and replication

· Perform installations, upgrades, and optimization

· Configure physical database storage, sizing backup, recovery, security, and versioning

· Perform database tuning for optimal performance

· Support production to include maintenance, request for service, and system configuration management, and provide capacity planning support, application support, server support, problem resolution, tracking, software upgrades and planning

· Develop stored procedures, triggers, views, DTS packages and scheduled jobs


	Software Developer
	Self – employed 
	1995 – 1997

	· Designing, building, implementing and supporting a fuzzy logic document imaging system to match documents with unpredictable indexing information with policy numbers that may or may not have been assigned yet. The engine assigned weights to various indexing fields based on how closely they matched and decided if there was enough information to determine a definite or possible match for an insurance company.


	Software Developer
	Lindenberg and Associates
	1995 -1997

	· Various contracts as assigned doing programming, document imaging, database management, and database development


	Software Developer
	Whistler Computing
	1993 – 1995

	· Provided programming and document imaging for a variety of clients


	Software Developer
	Blackstone Group
	1992 – 1993

	· Software development and document imaging for a variety of clients


	Network and Systems Administrator
	Self- employed
	1990 – 1992

	· Computer consulting, problem solving, analysis, programming, training, database management, network support, and data recovery for a variety of companies


	Microcomputer Systems Analyst
	Metro Community College
	1986 – 1990

	· Responsible for acquiring, installing, maintaining, programming, and supporting all microcomputer related systems in the college, including $750,000 dollars worth of microcomputers, LANs, OMRs, OCRs, digitizers, mice, scanners, plotters and printers

· Integrated mini computers and micro computers

· Supported a variety of applications, including desktop publishing/word processing, computer aided drafting, spreadsheet, and database 

· Supervised and trained the college's technical support staff

· Trained faculty, administrators and students in programming languages, database, microcomputer applications, repair and MS-DOS


	Programmer and DBA
	Scottsbluff Neurological Associates
	1984 – 1986

	· Programmer and DBA for patient data base and LAN

· Programming calculations for stereotaxic placement of radiation sources in brain tumors and plotting radiation dosage


	Computer Aided Instruction Specialist
	Nebraska Western College (now Western Nebraska Community College)
	1982 – 1985

	· Resolved hardware and software problems for faculty and staff

·  Taught continuing education computer classes.


	YUSEF BOYD
Alternate Functional Services Administrator

	Required Experience
	·  12 years of experience

	Education/Training
	· Devry University (2002 - 2003)

· University of Maryland (1998 - 1999)

· OPSE-3500, OPSEC & Web Risk Assessment

· COTR 

· Configuration Management Planning

· Project Management I

· CISSP (coursework)

· Government Leadership Development

· Siebel Essentials

· GCCS Database Administration


· GCCS System Administration


· GCCS UNIX


· Enterprise DBA Part 1A Architecture and Administration


· Enterprise DBA Part 1B Backup and Recovery


· Network Administration


· Performance Tuning


· Distributed Systems Part 1 & Part 2


· PC Hardware and Repair


· US Army Information Systems Analyst Course; Fort Gordon, GA


	Professional/Technical Certifications
	N/A

	English Language Knowledge
	Excellent

	Standard Automated Data Processions (ADP) Knowledge
	· Word Processing: Microsoft Word
· Spreadsheet: Microsoft Excel
· Graphic Presentation: Microsoft PowerPoint
· Database: Microsoft Access

	Clearance Information
	Security Clearance: TS/SCI
Date Granted: 01/2009
Organization Granting Clearance: DoD, ONI

	Nationality
	U.S. Citizen


	Employment History/Applicable Experience

	Senior Database Administrator TL
	ManTech Technical Services Group
	2009 – Present 

	· Coordinates scheduled downtime between the Government and the DBA team

· Assigns tasks to team members to cover projects.

· Prepare documents and SOPs to present to Government leads.

· Create and modify primary database storage structures and objects.

· Perform backups and disaster recovery operations for Oracle 10g databases when needed.

· Create user accounts and maintain system security.

· Create and resolve trouble tickets using Remedy.

· Installed, configured, and monitor Oracle Replication sites.

· Installed and configured software patches.

· Ensure the customer’s problems are resolved in a timely manner.

· Monitor snapshots on local and remote sites.

· Monitor and manage table space usage.

· Work closely with the application, and hardware engineers to resolve hardware and software problems.


	YUSEF BOYD
Alternate Functional Services Administrator

	Information Systems Specialist-Microsoft Windows Systems Administrator
	Department of Veteran Affairs
	2006 – 2009

	· Installed, configured, and administered Windows 2000/2003 servers and XP workstations.

· Assigned static IP addresses and configured DHCP server for dynamic IP addresses.

· Installed, configured and administered Window servers and performed database management. 

· Implemented Active Directory objects and Group Policies.

· Installed, configured, and managed web servers using IIS and remotely administered and managed Windows servers with remote server applications.

· Backed up, restored, and performance tuned web and application servers, such as Project Office and SharePoint Portal.

· Installed, configured, and maintained Internet-based software applications, tracking with incident tracking system.

· Managed the site’s backup and recovery catalogs using VERITAS products.

· Implemented network and system-related security procedures in Windows servers per corporate guidelines.  

· Managed projects and the key team for client location, to include scope and requirements definitions, data collection to determine most appropriate and cost effective solution, and implementation to meet completion dates.

· Evaluated the adequacy of Security Policy.

· Ensured applicable certification test and evaluation plans were developed. 

· Assisted with and validated security documentation.


	NCO Joint Web Risk Assessment Cell
	DISA/U.S. Army
	2008 – 2009

	· Use open source tools to search the web for unauthorized classified information and report findings to the agency’s CIO and web personnel.

· Train incoming personnel.

· Create reports to be used by senior personnel for briefings to agency heads.


	Information Systems Specialist- Information Assurance Manager (IAM)
	DISA
	2005 – 2006

	· Created and modified policies that affected the posture of the entire DoD pertaining to the Connection Approval Process (CAP) and remote  network scanning procedures.

· Met with other inter-agencies such as DISA’s Field Security Office managers to decide  on DoD network scanning policies.

· Managed a team of 20 contractors working on multiple contracts.

· Implemented procedures to lift total network scans from 140 a month to 500.

· Managed and created procedures for our enclave to be granted an Authority To Operate (ATO) from a 120-day Interim Authority To Operate (IATO).

· Work directly with internal agency’s senior management regarding changes to the project scope, assessment of possible constraints and identification of new service opportunities.

· Briefed customers on the operations of the organizations accreditation process through meetings or conferences

· Managed the software development process, including project planning.

· Held a seat on a Configuration Control Board (CCB) for application development.

· Worked with different IT directors and team members to assist and solve issues related to the integrity of the SIPRNet

· Conducted presentations on DISA’s behalf during IT conferences.

· Ensured systems within my area of responsibility were developed, operated, and properly secured.

· Ensured all contractor and Government personnel within my domain had the appropriate security clearance, authorization, and need-to know prior to granting access to classified information systems and facilities.

· Created metrics reports to be briefed to upper management for decision planning.

· Created reports to support the agency’s budgeting needs.

· Provided technical advice to upper-level Government staff.

· Managed the modifications of tasks to make sure vendors adhered to the task agreements.

· Wrote employee evaluations and job descriptions.

· Performed duties as a contracting office representative for all existing and new contracts.


	YUSEF BOYD
Alternate Functional Services Administrator

	Lead Database Administrator/Systems Integrator                                                                                                                             
	Norhrop Grumman
	2005 – 2005

	· Assisted in Identifying new business requirements for new systems.

· Coordinated planning of system designs, acquisition, testing, and support.

· Performed analysis for improved business solutions.

· Created documentation and detail planning for migration of the customer’s Microsoft SQL server databases to ORACLE 9i.

· Planned, maintained, and developed Government databases, and planned data flows for a revised database.

· Mapped out the conceptual design for a planned database; refined the logical design so that it can be translated into a specific data model; refined the 'physical design' to meet system storage requirements. 

· Wrote database documentation, including data standards, procedures, and definitions for  the data dictionary (metadata).

· Controlled access permissions and privileges. 

· Trained users, teammates, and co-workers.

· Addressed users' access requirements and resolved their problems.

· Ensured storage, archiving, backup, and recovery procedures were functioning correctly.

· Worked closely with IT project managers, database programmers, and web developers.

· Communicated regularly with technical, applications, and operational staff to ensure database integrity and security.

· Created structured query language (SQL) or pl/sql language code to insert or extract information from databases


	Database Consultant/Scripter
	Database Consultant/Scripter
	2004 – 2005

	· Created formal specifications and data flow diagrams, using Computer-Aided Software Engineering (CASE) tools.

· Administered and updated the data warehouse on different secure networks. 

· Wrote scripts for software refinements to enhance data flow and to meet the 24-hour requirement to manipulate data into the data warehouse.

· Applied problem solving techniques to complicated situations and issues.

· Served as liaison between clients and team on support issues.

· Created and maintained oracle 9i databases in Sun Solaris Environment.


	Solutions Architect
	Vista RMS
	2004 – 2004

	· Assisted and performed database maintenance and tuning for optimization. 

· Implemented RAID configurations, disk stripping and mirroring for data storage.

· Implemented and configured hardware for applications used by the customer.

· Advised customers on software and hardware purchases and configuration.

· Reviewed system, security, and IT and hardware  documentation and ensured systems were in compliance with agency and vendor standards.

· Evaluated and determine optimal system design and techniques.


	Database Consultant
	Netstar Systems
	2003 – 2004

	· Managed four (13TB) VLDB data warehouse and hybrid databases (one test database, one development, two production databases). 

· Interacted with application developers to ensure databases meet their needs and were in synch with the operational system.

· Troubleshot applications that may affect the database performance.

· Installed and managed the Oracle 9i Application Server.


· Developed web portal applications using PL/SQL programming in Oracle environment using Oracle portal as the repository.

· Resolved trouble tickets generated by users using Remedy.


	YUSEF BOYD
Alternate Functional Services Administrator

	Database Administrator/Web Developer
	JSSC/Army
	1998 – 2003

	· Was production (24x7) Oracle 8i database administrator for supported command and control systems.

· Created and modified primary database storage structures and objects.

· Performed backups and disaster recovery operations for Oracle 8i databases when needed.

· Created user accounts and maintained system security.

· Created and resolved trouble tickets using Remedy.

· Provided technical, system administration, and customer service support for Global Command and Control System (GCCS) NT and UNIX-based servers and clients.

· Monitored snapshots on local and remote sites.

· Configured and maintained a developmental distributed JOPES 2000 Oracle 8i database on a GCCS platform.

· Installed, configured, and monitored Oracle Replication sites.

· Set up Snapshots and monitored Replication transactions at sites.

· Resolved network and software problems, disseminated error messages, set and reset incoming traffic circuits.

· Served as part of a COOP team that developed a web enabled personnel information management system to track key crisis action personnel using web design techniques. 

· Set up and designed Microsoft Access and Oracle 8i databases

· Installed and configured software.

· Ensured the customer’s problems were resolved in a timely manner.

· Displayed a systematic, well-organized approach to assessing needs; assigning priorities; and performing installs, updates and repairs with all parties involved in a project.

· Created and updated SOPs.

· Monitored and managed table space usage.

· Worked closely with the JOPES 2000 engineering team to resolve hardware and software problems.


	William Daniel, Jr.
Primary Service Desk

	Required Experience
	·  10+ years of solid C4I communications and IT experience with an emphasis on western Pacific Allied and Joint Military Communication Special Operations.  

· Experienced in all phases of accounting and management procedures of COMSEC material systems, certified COMSEC material inspectors and COMSEC material custodian as Commander Naval Air Pacific representative in Western Pacific and Indian Ocean region.  

· Experienced with the transmission, receipt and processing of all forms of telecommunications using state-of-the-art multimedia technology such as fiber optics, digital microwave, and tactical and commercial satellites. 

· Excellent ability to communicate effectively both face to face and via the telephone. 

· Demonstrated ability to establish and meet customer requirements, accurately recording customer requirements and updating information coherently with intelligible and relevant comment.

	Education/Training
	· Certified Project Management (PMP) 2007

· U.S. Navy Radioman RM (A) School and RM (C) School 

· U.S. Navy Telecommunications Cryptographic School

· U.S. Navy Fleet Training Center NEC 2318/2319/2321/2379 Cryptographic and Telecommunications School, Norfolk, VA  (1998)

· Northeast High School; Macon, GA  (1983)

	Professional/Technical Certifications
	· Microsoft Certified Professional (MCP), 2001

· CompTIA A+ Certified, 1993

· CompTIA Network+ Certified, 1998

· Security +, 2007

· Microsoft 2003 Server, 2006

· A+ Certification 2007

· MCDST 271/272

· Network PLUS Certification

· Exchange Server 5.5 Concept and Administration 

· Designing a Microsoft Windows 2000 Networking Service Infrastructure 

· Interconnecting Cisco Network Devices 

· Building Scalable Cisco Networks 

· Internetworking Microsoft TCP/IP on Windows NT 4.0 

· Automatic Data Processing Security Officer (ADPSO) 

· Navy Security Manager Course 

· COMSEC Material Custodian and Inspector 

· Electronic Keying Material System (EKMS) 

· Mastering Web Page Development Technologies 

· Front Page 2000 Level One 

· Front Page 2000 Level Two 

· Equal Opportunity Officer Course 

· Completed Dr. Deming’s Seminar courses for senior management and additional course work in Total Quality Leadership/Management 

· Team Skills and Concepts 

· Methods of Managing Quality

	English Language Knowledge
	Excellent

	Standard Automated Data Processions (ADP) Knowledge
	· Word Processing: Microsoft Word
· Spreadsheet: Microsoft Excel
· Graphic Presentation: Microsoft PowerPoint
· Database: Microsoft Access

	Clearance Information
	Security Clearance: Top Secret
Date Granted: 11/20/2007; E-QIP INVESTIGATION REQUEST #597309
Organization Granting Clearance: TS/SSBI(E-QIP)

	Nationality
	U.S. Citizen


	Employment History/Applicable Experience

	Field Service Engineer Lead
	SAIC
	2008 – 2008

	· Responsible for Security Forces systems activities and coordination with HQ PACAF/A7 to upgrade, install, remove, operate, and maintain forces protection devices and systems. Includes but is not limited to personnal computers, camera systems protection level resources security surveillance sytems, alarms,sensors, annunciators, automated, automated barriers, explosive detectors, thermal imaging systems, networks, video teleconferencing, and video over IP operations. 

· Proficient in electronic and electro-mechanical maintenance practices, including ability to troubleshoot isolate, remove, replace, test, calibrate, repair, and document maintenance actions. 

· Documented and read schematics and collected consolidated, and managed force protection architecture drawings and other related documentation to maintain the equipment to the latest OEM release level.


	Enterprise Service Desk Agent
	C4 Planning Solutions
	2005 – 2007

	· Provided 24x7 service and support to the U.S. Navy and One-Net in the Europe, Far East and Middle East regions,  acting as the central aggregation point for events, threats, and security incident reporting while providing total problem management from problem receipt to problem resolution.  

· As a tier level 3 administrator, logged all problems reported to the Enterprise Service Desk into the ARS. 

· Escalated tickets to network and systems management.  

· Assisted customers who were experiencing DMS (Defense Messaging System) errors in creating DMS tickets and then contacted the NCTSFE DMS, AHMS, and ProxyMR (Naval Computer and Telecommunications Station-Far East, Defense Messaging System) systems technicians for Remedy ticket resolution.  

· Created classified and unclassified user accounts in Active Directory, assigned new  accounts  to Global Security Groups, Mail Distribution groups, and transferred accounts from Organizational Units throughout Far East Domain.


	Enterprise Service Desk Agent
	SAIC
	2004 – 2005

	Served as the Navy POC for the regional customers for One-Net network operations and the focal point for decisions involving service priorities, restoration priorities, and other enterprise-wide operational issues and to provide 24x7 network operations access and coordination.  

· Responded to internal and external telephone, fax, and electronic customer inquiries.

· Recommended solutions and resolved problems associated with the inquiry through defined escalation processes.  

· Assisted customers who were experiencing DMS (Defense Messaging System) errors in creating DMS tickets and then contacting the NCTSFE DMS (Naval Computer and Telecommunications Station-Far East, Defense Messaging System) for remedy ticket resolution so that message traffic incidents can be documented.  

· Assisted classified and unclassified network users with INFOSEC-DOD (Information Security-Department of Defense) training and new user account creation.  

· Followed up to ensure problems were resolved within the contracted or agreed upon timeframe.  

· Logged and tracked inquires using problem management database, and maintained history records and related problem documentation.  

· Trained with the Operations-Field Services Technical Teams.  Work on this assignment comprised assisting and observing field service technicians as they performed repairs to the main base’s computerized display board that entailed the installation of a new modem and also the reconfiguration of the Primary Domain Controller and back-up Domain Controllers located at Urago.  

· Designated one of the assistant trainers for the BLII new remedy software application.  

· Attended BLII Remedy training from August 11, 2004 to August 19, 2004.  

· Created 20 end-user scenarios that dealt with potential help desk and change request issues that the ESD receives via inbound telephone calls. Data used from these scenarios assist the remedy application programming and training team in pre-application installation and configuration.  

· From the period of May 2004 through March 2005, created a total of 609 Remedy Help Desk and Change Request tickets and was personally responsible for the resolution of 397 of these tickets.


	William Daniel, Jr.
Primary Service Desk

	Information Technology Specialist
	U.S. Navy NAVCOMTELSTA-Far East
	2000 – 2003

	· Performed corrective maintenance on various systems, such as ISBPS-Integrated Submarine Automated Broadcast System. IEMATS-Improved Emergency Message Automatic Transmission System, ADNX-Advance Digital Exchange, IDNX- Integrated Digital Exchange, ATM, also circuit actions for DISA, over 350 circuits all over Japan and South Korea functions included diagnostics troubleshooting and repair of primary communications equipment. 

· Installed and tested local KDDI, which included 350 T-1, Lines. 

· Installed and tested local area network equipment and associated equipment included bridges, routers, and cable. 

· Tested all interfaces to ensure complete customer satisfaction. 

· Installed Microsoft 95, 98, NT4.0, 2000.


	Information Technology Specialist
	U.S. Navy USS Blue Ridge
	1997 – 1998

	· Assigned to C4I Communications USS Blue Ridge, Commander 7th Fleet Admiral Staff.

· Supervised 25 personnel with 250 circuits onboard UHF/VLF/SHF/HF/EHF platforms. 

· Assigned as Communications Supervisor.


	Satcom Work Center Supervisor
	U.S. Navy Diego Garcia
	1996 – 1997

	· Transmitted, received, and processed all forms of telecommunications using state-of-the-art multimedia technology, such as fiber optics, digital microwave, and tactical and commercial satellites. 

· Operated, managed, and controlled telecommunication transmissions, computer networks terminals, and processing equipment. 

· Performed duties of Traffic Clerk and Satcom Work Center Supervisor. 

· Installed LANs. 

· Used computer systems software, including Novell, Dos, UNIX. 

· Set up and used multi-channel, diversity equipment, monitors traffic flow and administer corrective action, installed, and operated computer software. 

· Operated general purpose test equipment, requisitions supplies, and maintains maintenance records.


	Special Operation Atlantic
	U.S. Navy, Specboatunit 20
	1993 – 1996

	· Top Secret publication and operation control officer.


	LHA Unique Comms Supervisor
	USS Nassau LHA-4
	1990 – 1993

	· Supervisor and operator performed system monitoring fault isolation and circuit restoration of communication suites in the HF/UHF/SHF/EHF Frequency spectrums afloat and ashore to include, communication transmission paths input/output devices interface equipment and patch panels familiarization with signals multiplexers, modulators/demodulators, and applicable system transmitters, receivers, couplers and transmitter subsystems. 

· Maintained signal quality through the use of circuit and system performance test determines point of signal distortion and identifies preventive or corrective action as required. 

· Prepared and maintained all necessary circuit, watch to watch operational, and administrative logs and ensure accountability of cryptographic publications and associated materials


	Keith Miller
Primary Service Desk

	Required Experience
	 20+ years related experience

	Education/Training
	· AA Computer Science, Coffeyville Community College

· 3C0 training Air force Training, Keesler AFB, MS

	Professional/Technical Certifications
	· CompTIA Sec+,

· CompTIA A+

· CompTIA Network+

· Microsoft MCP (XP)

· ITIL V3

	English Language Knowledge
	Excellent

	Standard Automated Data Processions (ADP) Knowledge
	· Word Processing:

· Spreadsheet:

· Graphic Presentation:

· Database:

	Clearance Information
	Security Clearance: Top Secret
Date Granted: 12/15/2008
Organization Granting Clearance: Air Force

	Nationality
	U.S. Citizen


	Employment History/Applicable Experience

	Senior Network Technician
	General Dynamics IT
	2008 – Present 

	· Responsible for the acquisition, installation, maintenance, and usage of USCIS systems 

· Performs systems analysis, solutions, tests and implements interface programs 

· Manages and analyzes system performance and maintains system security

· Ensures that security procedures are implemented and enforced 

· Evaluates, develops, and maintains telecommunications systems 

· Troubleshoots and resolves complex problems to ensure minimal disruption of mission-critical applications

· Updates software specifications 

· Establishes policies and procedures regarding access methods and time, security validation checks, and documentation 

· Researches hardware and software issues and prepares system design specifications to meet requirements 

· Maintains fault-tolerant systems and manages system backups. 

· ITFO (Information Technology Field Officer) and TA (Trusted Agent) 

· Laptop Encryption Administrator  responsible for the encryption of all laptops using SecureDOC 

· Information Systems Security Officer (ISSO) serves as the principal point of contact for all IT security aspects pertaining to the IT systems for which the ISSO is responsible

· Work closely with the Component ISSM and DHS CISO staff, as appropriate, to interpret and apply IT security policies and implementing procedures

· Serve as liaison between System Owners and the ISSM

· Work with System Owners to document weaknesses in POA&M to initiate corrective action

· Employ the security management tools approved by the DHS CISO


	LAN Technician III
	Arizona Department of Veterans Services
	2007 – 2008

	· Provided expertise in computer hardware with an emphasis on personal computers and peripheral devices (printers, mice, CD-ROM drives, scanners, modems, keyboards, etc.) 

· Provided setup and maintenance of Local Area Networks (LANs)

· Strong working knowledge of Windows and UNIX operating systems

· Developed a CMS using Linux based system called Zope and Plone for the Department of Veterans’ Services 

· Entered and closed Tickets into TrackIt software version 8.0


	Keith Miller
Primary Service Desk

	LAN/WAN Technician I
	Peoria Unified School District (PUSD) 11
	2006 – 2007

	· Performed various duties working with computer hardware, software applications and peripherals utilized in PUSD student and staff workstations

· Created and utilized technical journals and manuals utilized in the installation and maintenance of networked computer workstations 

· Completed operation and maintenance of tools and equipment used in computer installation, repair and maintenance

· Performed systems analysis, programming and customizing computer software to meet user needs

· Skilled in analyzing, diagnosing and implementing corrections and solutions for computer systems and problems


	NOC Analyst
	Best Western International
	2005 – 2006

	· Monitored applications documentation and worked with contracted programmers to correct errors occurring in applications

· Ensured proper backups to an offsite location for network centers

· Monitored company’s international networks and ensured communications were maintained

· Reset user passwords in Microsoft Active Directory

· Prepared reports on web from different websites and systems status and performance


	Help Desk Tier I
	DHS Logistics
	2005 – 2005

	· Provided internal technical support for an international company with up to 60,000 employees, handling a constant flow of problem phone calls

· Resolved every day issues such as password re-sets, remote access, printer errors, MS Office/Outlook and printer configurations all in a timely manner

· Handled internal customer problems and provided one-on-one personalized guidance to resolve issues

· Communicated technical information in a non-technical manner


	Network Analyst / Admin/ Help Desk
	US Army Reserve
	2003 – 2005

	· Maintained and enhanced network and internet communications – secure and non-secure – for a camp of approximately 900 soldiers. These communications were essential to the safety of the convoys and the communication with the states

· Performed constant trouble shooting and problem solving in harsh weather conditions

· Completed repair, installation and configuration in live-fire battlefield situations

· Repaired CAT5E cable, personally installed more than 15,000 feet of cable due to weather or battle damage

· Increased workstation availability by 200% with creative problem solving

· Recovered hard drives and data, reformatted computers and applied virus protection


	Network Analyst
	Missouri Delta Medical Center
	2000 – 2004

	· Administered, configured and maintained 11 Microsoft Windows NT and 2000 servers

· Troubleshot network for communication problems or errors

· Installed the hospital’s first MS Exchange 5.5 server which allowed calendar sharing; new system replaced paper notebooks, increased efficiency and avoided scheduling conflicts

· Researched, sourced and implemented a server-based paging system and DSL lines; this system saved $10,600 in phone costs annually and ensured a faster response time for hospital personnel

· Utilized HP Pro-curve switches to monitor for traffic congestion and bandwidth usage

· Used eTrust intrusion detection to monitor e-mail and internet usage for security and HIPAA compliance

· Trained and instructed individuals and groups on the usage of new software and systems

· Updated virus files and installed Norton Corporate 9.0; monitored network for intrusions

· Set up new employee workstations and configurations, entered new employees into database and established user profiles and rights


	Kevin Thamarus
Alternate Service Desk

	Required Experience
	 15+ years related experience

	Education/Training
	· Associates; Computer Information Systems; Community College of Air Force  (2009)

· Actively pursuing an Information Systems BS; University of Phoenix

	Professional/Technical Certifications
	· Network+ and Security+ trained – certification by Nov 2009

· Comp TIA A+ trained – certification by Oct 2009

· USAF certification: CSA (Client Support Administrator) – Jul 2004 (England), Jan 2008 (Charleston)

· Kyocera Electronics Incorporated – Laser printer maintenance certified (2002)

· Inventory Systems Analyst School, Lowery AF, CO  Oct 88 – Jan 89

	English Language Knowledge
	Excellent

	Standard Automated Data Processions (ADP) Knowledge
	· Word Processing:

· Spreadsheet:

· Graphic Presentation:

· Database:

	Clearance Information
	Security Clearance: Secret
Date Granted: 6/15/2007
Organization Granting Clearance: NATO

	Nationality
	U.S. Citizen


	Employment History/Applicable Experience

	Supervisor Systems Management
	USAF – Charleston AFB
	October 2008 – September 2009

	· Maintained 350 computer systems/$1.6M in computer assets, created 250+ network accounts

· Responsible for resolving vulnerabilities needing manual remediation

· Installation of CAT5 for new NIPR computers

· Installed drivers, patches and security updates to all software

· Configured 30 SATS Hand Held Terminals using wireless VPN network

· Migrated 150 systems from Microsoft XP to Microsoft Vista, used Ghost/Norton Image Software

· Installed security patches, service packs and resolved issues after installation, if necessary

· Ensured communication between desktop computers and app servers/email servers/file servers

· Created local user administrative accounts and maintained maintenance activities utilizing the ARS Remedy trouble ticketing system.

· Administered, installed, configured and serviced ongoing usability of desktop computers, peripheral equipment  

· Created local user accounts in AD and verified login IDs, passwords, domain specifications and personal settings


	Supervisor Systems Management
	USAF - Kunsan AB, Korea
	September 2007 – September 2008

	·  Managed team of 3 personnel that maintained 250 systems for 300 personnel, created 300 network accounts

· Migrated 75 systems from Microsoft XP to Microsoft Vista, used Ghost/Norton Image Software

· Created local user administrative accounts and maintained maintenance activities utilizing the ARS Remedy trouble ticketing system.

· Responsible for Network Certification and Accreditation (C&A) of Air Force Supply Asset Tracking System (SATS) and Mobility Inventory Control Accountability System (MICAS) system on the Kunsan AB, Korea network.

· Installed security patches, service packs and resolved issues after installation if necessary

· Installed, configured and maintained 2 network servers with Server 2003


	Supervisor Systems Management
	USAF – RAF Lakenheath, England
	September 2004 – September 2007

	· Led team of 12 personnel that maintained 350 systems for 450 personnel 

· Created local user administrative accounts and maintained maintenance activities utilizing the ARS Remedy trouble ticketing system.

· Responsible for Network Certification and Accreditation (C&A) of Air Force Supply Asset Tracking System (SATS) and Mobility Inventory Control Accountability System (MICAS) system on the RAF Lakenheath, England network.

· Configured 35 SATS Hand Held Terminals using wireless CiscoVPN network

· Installed, configured and maintained 4 network servers with Server 2003

·  Installed security patches, service packs and resolved issues after installation if necessary


	Kevin Thamarus
Alternate Service Desk

	Supervisor Computer Operations
	USAF – Hurlburt Field, Florida
	June 1996 – September 2004

	· Team of 4; maintained 300+ systems/$2.5M  of equipment for 350+ personnel

· Assisted in the preparation, installation and modification of 800+ LAN connection drops and 200,000 feet of cable

· Focal point for all computer related purchases; over $500K of computer hardware, software and network printers

· Installed Y2K software patches on 300 workstations

· Installed hard drives, memory, video cards


	Mianframe Computer Operator
	USAF – Hurlburt Field, Florida
	June 1993 – June 1996

	· Shift Supervisor; processed 100 daily reports on a mainframe database for 16th Supply Squadron

· Tested and debugging software release changes, identified software errors prior to Air Force World Wide release.

· Trained 12 new personnel to their 5-level proficiency, all trained operators attaining the job knowledge required to perform their assigned tasks in minimum time with little supervision

· Superior job knowledge led to end-of-year financial close-out completion with zero errors; 3 straight years


	Mianframe Computer Operator
	USAF – Incirlik AB, Turkey
	April 1992 – June 1993

	· Shift Supervisor; processed daily reports on a mainframe database for 39th Supply Squadron

· Verified integrity of databases

· Performed backups and system dumps


	Aaron Valenti
Primary CIS Training Supervisor

	Required Experience
	·  Mr. Valenti meets all of the essential qualifications for the CIS Training Supervisor.  Through his six years of military experience (US Army) and three years working with coalition forces, specifically one year (2007) in Afghanistan (SATCOM Program Lead) and two years managing an IT Program (SATCOM to Help Desk) that spanned the Middle East, Southwest Asia and the Horn of Africa, Mr. Valenti brings a wealth of communications knowledge to this position.  As Senior DSCS Controller, Squad Leader and Shift Supervisor Mr. Valenti held one of 24 global positions in communications for the US Government.

	Education/Training
	· MBA University of Maryland, GPA 4.0 (Rank: #1), Presidential Management Fellow (PMF) Nominee and Summa Cum Laude

· MS International Management University of Maryland, GPA 4.0 (Rank: #1), Presidential Management Fellow (PMF) Finalist (couldn’t accept due to military service obligation), Summa Cum Laude and Phi Kappa Phi Honor Society

· Three years of experience with Solar Winds network monitoring tool

· Eight years of experience in the Cisco environment

· Proficient with OPSF, and TCP/IP Model, and a talented trouble-shooter

· Proficient with installation and activation of circuits, and management of encryption devices: KG-194, KG-84, KIV-7, KY-57, ANCZY-10

· Extensive knowledge of computer hardware and software

· Organized and executed the installation, testing (using Fluke equipment) and repairing/replacing of fiber optic infrastructure in Forward Operations Center (including all documentation/deliverables for 2400+ drops)

· Proficient with GHOST/NORTON

· Ten years experience troubleshooting PC and other communications hardware

· BA History Hofstra University, Dean's List, Phi Alpha Theta Honor Society

· Lafayette College, dual major: International Affairs and Biology

	Professional/Technical Certifications
	· Certified Six Sigma Lean Black Belt 

· Certified Project Management Professional (PMP) # 428821

	English Language Knowledge
	Excellent—SLP 5555

	Standard Automated Data Processions (ADP) Knowledge
	· Word Processing: Advanced Knowledge
· Spreadsheet: Advanced Knowledge
· Graphic Presentation: Advanced Knowledge
· Database: Advance Knowledge

	Clearance Information
	Security Clearance: Active US Top Secret/SCI; NATO Secret will be instituted once contract is awarded.
Date Granted: 03/2005
Organization Granting Clearance: Army CCF

	Nationality
	U.S. Citizen


	Aaron Valenti
Primary CIS Training Supervisor

	Employment History/Applicable Experience

	Program Manager and Quality Assurance Satellite (RF) Engineer
	Venatore, Inc. (sub to Lockheed Martin and ManTech)
	2007 – Present 

	· Authored program SOPs then managed, participated in and/or audited all facets of SATCOM operations supporting OGA, military, etc. This includes: terminal acceptance; testing and installation; spectrum management; troubleshooting network-wide issues; trend analysis; personnel and customer relationship management; and logistics and depot operations

· Acted as SATCOM SME providing trouble-shooting and numerous weekly command-level briefings

· Created and instituted the satellite program’s Quality Assurance/Quality Control (QA/QC) Plan and co-authored its Integrated Logistical Support Plan (ILSP)

· Traveled extensively throughout the Middle East, Southwest Asia and the Horn of Africa performing QA/QC inspections, interfacing with the technicians and local customers 

· Managed trained and evaluated (to include performance evaluations and counseling) 40+ SATCOM and IT technicians in 7 countries.

· Performed client relations, managed daily operations, arranged technician’s transition/travel through theater, performed out-processing, and coordinated floater staffing to accommodate staff vacations, vacancies, etc.

· Organized and executed the installation, testing (using Fluke equipment) and repairing/replacing of fiber optic infrastructure in Forward Operations Center (including all documentation/deliverables for 2400+ drops)

· VTC Coordination / O&M (Tandberg, MGC) for 3+  months (84+ hours per week, in addition to own role)


	Team Lead: Satellite Communications (SATCOM) Network Analyst
	ITT Systems Division, NATO Operations Center, Kabul, Afghanistan
	2007

	· Led, managed, trained, and provided professional development for a team of 15 SATCOM operators, maintainers and analysts providing communications infrastructure to NATO Operations Center (developed curriculum, designed use of training aids as well as delivering instruction, evaluating performance, etc.) 

· Responsible for maintaining, trouble-shooting and repairing SATCOM infrastructure on Bagram Airfield and in Kabul AFG 

· Maintained communications infrastructure in a harsh environment (war zone/difficult climate) with negligible down-time and seamless operation for end-users.


	Squad Leader, Shift Supervisor, and Senior Satellite Controller/ Coordinator in Satellite Network Control Operations Center
	USA Space and Missile Defense Command (USA SMDC), Camp Roberts, CA
	2004 – 2007

	· Led, managed, supervised, provided professional development for a USA SMDC Squad comprising 15 Soldiers and Non-Commissioned Officers (to include performance evaluations and employee counseling; and curriculum design, delivery and student evaluation)

· Designed, coordinated and controlled satellite networks. Tasks included: Link engineering; frequency, spectrum and power allocation planning and management; multiplexing (i.e. CDMA); modulation; RF amplification; switching and routing; and VOIP management

· Trained and led squad to 100% passing rate in satellite control tasks, military competencies, fitness, etc. (to include designing curriculum and the use of training aids,  instruction and evaluation of trainees' performance)


	Satellite System Team Leader
	U.S. Army: Area 1 (DMZ) South Korea, Okinawa, Japan
	2001 – 2004

	· Installed, tested and operated SATCOM equipment throughout Asia

· Led, managed, trained and provided professional development for a team of US Army SATCOM operators installing, testing, operating, trouble-shooting, and maintaining SATCOM equipment in multiple Asian locations (to include one year in and around the DMZ). 

· Supervised a remote radio retransmission point on the DMZ for 3 months.

· Received numerous promotions, awards and commendations.

· Provided reliable, seamless communications with negligible downtime.


	Barry Canning
Alternate CIS Training Supervisor

	Required Experience
	·  More than 18 years experience managing military training programs within the communications and information systems specialties

· Developed training curriculum, study outlines, and orientation materials employed during procedures, simulation, and/or training

· Conducted instructional sessions, briefings, follow-ups, and proficiency checks in aircrew simulators in accordance with regulations, policies and procedures

· Oversees trainee progress and recommends qualification or additional training

· Responsible for ensuring simulator design and training effectiveness to provide maximum proficiency, as well as responsible for monitoring utilization schedules for training flight crews and necessary engineering support

· Manages the planning, development, and implementation of in-house product/technical training programs for field support personnel, customers, or employees, including: directing the preparation of technical training materials; course content development; training methodology; and the development of training aids

· Experience managing large projects (10 or more persons), including planning, developing schedules, organizing, setting milestones and task control

	Education/Training
	· 14 years experience managing a computer based training (CBT) network   

· 18 years experience with simulator trainers that use CISCO and Linksys routers

· SATCOM training with Mobile Operation Control Center and Tactical Support Center

· Navy Instructor Training Course – NEC 9502

· Colorado Technical University: Bachelor of Science in Criminal Justice (08/2008)

	Professional/Technical Certifications
	· Defense Acquisition University

· Introduction of earned value management (CLB016)

· Fundamentals of systems planning, research, development and engineering (SYS101)

· Modeling and simulation for systems engineering (CLE011) 

· Fundamentals of test and evaluation (TST102)

· Modeling and Simulation for test and evaluation (CLE023)

· AN/USQ-78/78A/78B Advanced Signal Processor

· AN/APS-137 (ISAR/SAR) Radar Systems

· AIMS / Star Sapphire Electro-Optical systems

· AAS-36 Infrared Detection Set

· Falcon View

	English Language Knowledge
	Excellent—SLP 5555

	Standard Automated Data Processions (ADP) Knowledge
	· Word Processing: Advanced Knowledge
· Spreadsheet: Advanced Knowledge
· Graphic Presentation: Advanced Knowledge
· Database: Working Knowledge

	Clearance Information
	Security Clearance: Active US Secret; NATO Secret will be instituted once contract is awarded.
Date Granted: 02/2005
Organization Granting Clearance: DISCO

	Nationality
	U.S. Citizen


	Barry Canning
Alternate CIS Training Supervisor

	Employment History/Applicable Experience

	Training Specialist
	Fidelity Technologies
	1991 – Present

	· Responsible for coordinating the training schedules of 180 aircrew personnel comprising three Maritime Patrol Squadrons

· Site Manager responsible for overall management and oversight of Diversified Aircrew Readiness Training (DARTS) personnel performance, scheduling, budgeting, project milestones and cost control

· Work independently in a field environment while providing naval aircrew personnel training in mission planning, acoustic and electronic warfare (EW) signal analysis, system operations and tactical employment of the P-3 aircraft, EW and acoustic processors in accordance with local Wing and Squadron tactical doctrine

· 18 years experience of successfully managing military training programs relating to operational squadrons

· Developed training curriculum, study outlines, and orientation materials employed during procedures, simulation, and/or flight training

· Weapons System Trainer Instructor (WST) for P3C and AIP aircraft

· Direct and supervise instructional sessions, briefings, follow-up training, and proficiency checks in aircrew simulators in accordance with Navy regulations, policies and procedures

· System administrator for CBT center

· Technical training specialist for new and/or modified weapon systems, subsystems and support systems during development, production, training development, transition training and curriculum revision and maintenance

· Ensure quality assurance of training material through systematic review of written training material and computer based courseware

· Authored and verified development of the current MPRA Aviation Warfare Operator Training Improvement Program (AWTIP), including acoustic and non acoustic parametric data, equipment utilization, fleet acoustic analysis standards, and collection procedures testing for all fleet operational MPRA squadrons

· Perform preventative and corrective maintenance on the 14B53A PTT and 2F140 TORT

· Instructor and curriculum analyst responsible for managing program curriculum, budgets, and applications for funding

· Confer with Wing and Squadron training staff to plan and develop curriculum designed to meet squadron and individuals’ needs

· Review and evaluate curriculum and construction of written examinations to ensure that questions meet higher authority testing standards

· Manage the most productive site for TACCO/EW/Acoustic operator training (4869 man hours CY 2008)

· Manage a $750,000 corporate operating budget

· Serve as Subject Matter Expert (SME) for acoustic system operations, multi-static system operations, analysis and tactical employment, acoustic analysis techniques, tactical coordinator system operations, and sensor employment

· Developed system/equipment training for: Electro-optic systems, tactical coordinator (TACCO) station, acoustic sensor system operations, multi-statics, oceanography, safety procedures, security, search stores, and crew coordination

· Serve as the Wing Master Training Specialist (MTS) for TACCO, acoustic and EW operator training issues

· Developed multi-static trainer scenarios and two multi-static DARTS exercise tapes and course-ware

· Developed CPRW-5’s Multi-Static individual and crew certification program; instructed squadron personnel on fleet wide mammal mitigation procedures

· Designed and developed the Acoustic Proficiency Course, to increase the coordination between tactical crewmembers during ASW missions (a three day course that includes Power Point presentations, lectures, simulations and tactical scenarios), which has increased crew performance through better coordination and understanding of system/subsystem capabilities and operations

· Oversaw the development, implementation and utilization of the CBT laboratory, including system administration tasks, system trouble shooting, customer support, training, individual certification and developing individual professional development plans

· Direct and supervise instructional sessions, briefings, follow-up training, and proficiency checks in aircrew simulators in accordance with Navy regulations, policies and procedures

· Develop scenarios, present pre-event briefings to prepare aircrews for training events, and in provide over-the-shoulder training as events unfold.  Instruction comprises equipment set-up and operations, provision of training relating to target/s of interest, evaluation of contact, tactical integration and reporting, and requirements for post-event reporting.  These training events are representative of real-world operations and present the opportunity to provide accompanying training that fosters training readiness, contributes to training readiness qualifications, and prepares aircrews for performance in the operational arena.  Evaluated, researched, selected and replaced training materials and instructional resources to reflect current standards of curriculum.

· Track and report on all training accomplished, including: who received training, training subject matter, trainer utilization and any equipment discrepancies

· Ensure quality assurance of training material through systematic review of written training material and computer based courseware

· Conduct initial/annual review testing of students (determine student knowledge level to assist in development of individual training plan)

· Authored and verified development of the current MPRA Aviation Warfare Operator Training Improvement Program (AWTIP) examination process, which tests the knowledge level of all fleet operators

· Experienced with planning, developing schedules, budgeting, organizing, setting milestones and controlling tasking 

· Established and maintain cooperative working relationships with air wing staff, squadron personnel, simulator technicians and government agents

· Interview and recruit new staff; and conduct on-going evaluations of program and staff effectiveness to identify areas in need of expansion and/or improvement

· Organize professional development activities for staff members; conduct class observations; evaluate instructional strategies

· Conduct professional development activities (i.e., alternative assessment and positive behavioral intervention models)

· Maintain, test, adjust, and repair electronic equipment using frequency meters, circuit analyzers, and other specialized test equipment

· Install and repair circuit cards

· Use technical guides and diagrams to locate defective parts and components of equipment

· Assist in diagnosing and correcting problems on all training devices and associated hardware  

· Perform standard morning readiness tasks, routine preventive maintenance (PM) tasks and inspections on all training devices

· Maintain training devices according to published procedures and standards


	Airborne Sensor Operator
	United States and Naval Reserves
	1981 – 2001

	· Operated as an Airborne Sensor Operator for 20 years in a team environment using various airborne sensors in P3C aircraft and Tactical Support Systems (radar, ESM and acoustic sensor systems)

· 15 years experience with mission planning, airspace scheduling and developing tasking orders





· 15 years experience with Tactical Support Center systems including Fast Time Analyzers (FTA) acoustic processors, Data Link 11, Satellite Communications (SATCOMM), UHF/VHF/HF radios and Joint Maritime Command Information Systems (JMCIS)

· Responsible for the daily production, training and mentoring of 25 sailors

· Updated and reissued the CPRW-5 Ready Alert instruction, the Operational Control Center SOP, and Data Link 11 instruction.

· Assigned as the Acoustic Naval Air Training and Operating Procedures Standardization program (NATOPS) instructor, responsible for training and evaluating over 32 operators in system operations, software and emergency equipment and procedures

· Prepared and presented detailed briefs/reports to assigned aircrews

· Reorganized the Squadron’s Personal Qualification System (PQS) qualification procedures, designated instructors, rewrote training lectures and implemented a qualification board for PQS qualifiers

· Coordinated the Naval Tactical Interoperability Support Activity (NTISA) Detachment assist visit which located faults and effected repairs to the DATA LINK 11 systems of the Tactical Support Center and squadron aircraft

· Established an outgoing message quality assurance program which reduced manual intervention/message correction rate from 12% to 2.2% over a year time period

· Operated and maintained airborne sensors: radar, ESM and acoustic sensor system

· Updated and reissued the CPRW-5 Ready Alert instruction, Operational Control Center Standard Operation Procedures (SOP) and Data Link 11 instruction

· Recognized technical expert, with exceptional knowledge concerning all areas of Aviation Undersea Warfare operations, chosen to be Wing Acoustic Training Petty Officer due to advanced Antisubmarine Warfare (ASW) ability and knowledge. 

· Researched, developed and wrote a comprehensive acoustic Antisubmarine Warfare Training Improvement Program (AWTIP) master question bank consisting of over 3,000 Antisubmarine Warfare (ASW) questions

· Acoustic Naval Air Training and Operating Procedures Standardization program (NATOPS) instructor, responsible for training and evaluating over 32 operators in system operations, software and emergency equipment and procedures


	Robert Robinson
Primary CIS Trainer

	Required Experience
	·  Through 6years extensive experience with Communication Systems (ex. Cable Management, SATCOM, BME, PABX, Radio), Mr. Robinson meets all of the essential qualifications for the CIS trainer position. Through his current network implementation engineer position, Mr. Robinson is responsible for formal customer training.

· Managed, operated and performed preventive maintenance checks and services on Private Automatic Branch Exchange (PABX)

	Education/Training
	· US Army Signal and Information Support Systems Specialist Training

· Hands on training with  IDNX/Promina

· Hands on training with Siemens HiPath 4000 module

· AAS Civil Engineering Technology CPCC Charlotte, NC

· Encryption Technologies US Army University Fort Belvoir, VA

	Professional/Technical Certifications
	· CCNA, July 2006

· CCNP ,April 2007

· Information Assurance Officer (Level I&II), May 2006          

· Certificate for COMSEC and TSK, April 2005

· Certificate for Networking & System Administration 

· Military Operations, August 2006                        

· Certificate for TACSAT Communication, March 2007

· BICSI TPMA certification (pending) completion date October 2009

	English Language Knowledge
	· SLP 5555

	Standard Automated Data Processions (ADP) Knowledge
	· Word Processing: Advanced Knowledge
· Spreadsheet: Advanced Knowledge
· Graphic Presentation: Advanced Knowledge
· Database: Working Knowledge

	Clearance Information
	Security Clearance: Active US Secret; NATO Secret will be instituted once contract is awarded.
Date Granted: 09/23/2009
Organization Granting Clearance: 812th Transportation Battalion US Army

	Nationality
	U.S. Citizen


	Employment History/Applicable Experience

	Network Implementation Engineer
	Verizon Federal, Fort Lee, VA
	2008 – Present 

	· Evaluated, designed, and implemented enterprise network solutions for customers within the healthcare industry 

· Responsible for outsourced 35,000 user enterprise network serving a major DOD infrastructure

· Prepare proposals for variety of network projects 

· Prepare white papers for customer briefings of emerging technologies and upgrades 

· Pre-sales technical expertise provided to sales team 

· Designed and implemented internal computing network infrastructure including Ten-to-Gigabit Ethernet backbone, 100mbs desktop switching, OC12/48 Packet Over SONET ATDN (Internet) peering, primary remote office DS3/OC3 ATDN peering, remote offices tunneled over IPSec VPNs

· Responsible for overall secure enterprise design of the Government internal infrastructure serving more than 50,000 nodes/25,000 employees for the DOD

· Responsible for wide area network design of the worldwide internal network serving more than 10,000 nodes for Supply and Automation Divisions


	RF Communication Engineer
	Independent Consultant (Large Wireless Firms)
	2008

	· Provided TDMA, FDMA and CDMA Wireless RF Propagation and design prediction, using data collection  tools

· Designed, documented, tested and troubleshot a wide frequency RF and Microwave assemblies

· Established wired and wireless active directories for telecom giants AT&T/SBC/Verizon Wireless


	Robert Robinson
Primary CIS Trainer

	Information Systems Analyst/ Security
	US Army Fort Drum, NY
	2006 – 2008

	· Assessed IA posture at regional installations, identified vulnerabilities, recommended corrective  actions, and assisted installations in improving IA posture 

· Monitored all network security systems and applications including firewalls, IDS/ISP internet DNS systems, HTTP/HTTPS/SOCKS proxies, IPSEC/SSL VPN gateways, and RSA Authentication Manager

· Performed penetration testing on Cisco Security Manager devices on a CSU

· Configured and implemented Cisco Security IPSv 5.1, MARv5.3 and Net Screen devices


	Network/Signal Systems Engineer
	US Army Fort Gordon, GA
	2003 – 2006

	· Provided network assessment and documentation (including technical, operational, and economic assessment) FBCB2

· Repaired and set up networks, CPU and TACSAT satellite communications for Air Forces and Airborne Operations

· Applied principles of lesson planning, various methods of instruction, use of instructional aids, such as PowerPoint projector slides and on-hand activities with construction and administration of evaluations

· Taught theories that would impact on how soldiers commutate (instruction suited to satellite communications, in a field and conventional classroom environment)

· Provided applications for computers in training and instructional programs, including COMSEC training files management, instructional system development, and of computer-assisted instruction 

· Prepared military training for Non-Commissioned Officers to advise and counsel technical school students on training and personal problems. Includes core values, military training and discipline, operational risk management on satellite communications equipment and associated devices. 

· Observed, participated, and taught in the areas of SATCOM/Air under the supervision of an experienced faculty member

· Prepared and managed integration communication technology in various phases of the curriculum 

· Developed curriculum for the personnel of the United States Army Signal Corps for field operations

· Trained personnel on communication technologies to research and plan instruction for detailed training during the critical stages of Iraq Freedom Operations during the year of 2006.

· Matched instructional tools and resources to instructional needs

· Performed preventive maintenance analysis on equipment that benefited to the United States Armed Forces Planning training requirements for Officers, high criterion objectives, teaching steps and measurement devices for airborne radios

· Planned, developed, validated, conducted and evaluated instruction on a daily basis

· Provided counseling for different considerations including academic and nonacademic counseling, with documentation, and follow up

· Provided satellite radio setup and configuration for the Harris AN/PRC-150,/117f, EPLRS and Sincgars UHF and VHF, using KU-KA bands AN/TSC 85b/93b 

· Managed PABX, network, and radio communications systems

· Provided TACSAT radio network communications with SHF Line of Sight, Satellite, VHF, HF and UHF radio systems


	Brandon Sugar
Alternate CIS Trainer

	Required Experience
	·  Mr. Sugar meets all of the essential qualifications for the position of CIS Trainer. Through his 5 years of experience in military communications, Mr. Sugar had two deployments to Iraq and Afghanistan as a communications operator and trainer.  In May 2004, Mr. Sugar completed formal communications training.  

	Education/Training
	· Formal SATCOM training (Ft. Gordon, GA May 2004)

· Completion of TACSAT radio course and or ground radio training program (Ft. Gordon, GA May 2004) 

· Certified Cat 5 and 6 cable specialist.

· AIT for Communication Operator/Maintainer (25U) (Ft. Gordon, GA May/2004) 

· Implementing and Managing Microsoft Windows Exchange Server 2003 (Ft. Campbell, KY Feb/2009) 

· FBCB2-BFT Leader OPNET Course (Ft. Campbell, KY August/2009)

· Counter RCIED Advanced Operator Course. (Camp Liberty, Iraq Jan/2007) 

· High School Diploma (Xenia High School Xenia, OH May 2003)

	Professional/Technical Certifications
	· 

	English Language Knowledge
	Excellent—SLP 5454

	Standard Automated Data Processions (ADP) Knowledge
	· Word Processing: Advanced Knowledge
· Spreadsheet: Advanced Knowledge
· Graphic Presentation: Advanced Knowledge
· Database: Basic Knowledge

	Clearance Information
	Security Clearance: Active US Secret; NATO Secret will be instituted once contract is awarded.
Date Granted: 04/2003
Organization Granting Clearance: Defense Intelligence Agency

	Nationality
	U.S. Citizen


	Employment History/Applicable Experience

	Installation Management Officer and Team Chief at the Company Level
	US Army
	2004 – Present

	· Advised the Commander regarding all communication equipment

· Accounted for all communication equipment in excess of $2 million to include FBCB2, SINCGARS, ASIP, PLGR, DAGR, PRC 150

· Responsible for the instructing, leading, directing and training of 6 personnel

· Responsible for installation of 30 lines of CAT5/6 for various automation systems

· Orchestrated company Standard Operating Procedures, all required Company documents, and Basic Combat Communications Course for over 150 personnel. 

· Ensured all personnel in unit were trained on all necessary equipment and kept current on all regulations and policies.  

· 5 years experience in communications (CAT 5 and 6, SATCOM, FBCB2, Radio) with knowledge of principles, techniques, and methods of instruction; use of visual aids; learning processes; curriculum development education and training evaluation; and counseling methods and techniques.

· Promoted to Sergeant in 2.5 years  

· Set up communications during the inauguration of Afghan President Karzai

· Deployed in support of Operation Enduring Freedom to Afghanistan 

· Deployed in support of Operation Iraqi Freedom to Iraq

· Received a 100% rating on CIP inspection at the Division level

· Received an Army Achievement Medal for directly contributing to the Unit winning the Army Award for Maintenance Excellence Award (AAME) at the FORSCOM level by maintain all proper services on all unit communications


	MATTHEW SIERRA
Primary Radio Technician

	Required Experience
	·  Mr. Sierra meets all of the essential qualifications for the position of Radio Technician.  In the US Army, Mr. Sierra was responsible for the installation, maintenance, and operation of tactical radio equipment

· Experience includes: (Line of Sight) AN/PSC-5 (spit fire) radio, (HF/VHF) Harris AN/PRC-150, (HF/VHF/UHF) Harris AN/PRC-117F, Harris AN/PRC-152 Falcon III, (single channel and frequency hop) IMBTR hand held radios, (single channel and frequency hop) SINCGARS 1523-E ASIP radios, (single channel, UHF, VHF) Motorola handheld radios 3000 and 5000 series.

· Trouble-shot malfunctions following standard courses of action to fix problems.

· Checked for malfunctions with power sources, settings, COMSEC, installation of cables, cracked screens, bent terminals, internal batteries, etc. 

· Tested and changed out the components of the radios to include the hand microphones, speaker boxes, amplifiers, antennas, satellites, cables, screen covers, batteries, etc. 

· Experience in frequency and cryptographic management

· Experience in radio theory and extensive radio testing capabilities

	Education/Training
	· A.S. Liberal Arts, Austin Peay State University, Clarksville, TN, August 2009

· Graduated from the Advanced Individual Training center at Fort Gordon, Georgia as a 25U (signal support systems specialist). 

· Training included learning how to trouble-shoot, operate and maintain a variety of tactical radios to include, but not limited to, TACSAT equipment such as the AN/PSC-5 (spit fire), Harris AN/PRC-117, AN/PRC-152 Falcon III, AN/PRC-150. Other radios include the SINCGARS 1523-E, IMBITR radios, FBCB2 blue force tracker system. This training also included learning how to properly install antennas such as the OE-254 and COM-201 (used with SINCGARS), Boomerang antennas, TACSAT antennas, Whip antennas, Quem extension antennas and others. Cross-trained in computers; proficient with components such as printers, scanners, network management, hardware/software installation and operation, running / splicing / finishing ends of cat-5 cable. Proficient with fiber optic cable, global positioning systems, such as the DAGR and PLGR systems frequently used by the military.

· Advanced Training 25U Signal Support Systems Specialist, U.S. Army, Fort Gordon, GA, 2003 

· Introduction to Fiber Optic Cabling Theory/Termination, U.S. Army, Fort Campbell, KY, 2007 

· Simple Network Management Protocol, U.S. Army, Fort Campbell, KY, 2007 

· Defense Advanced GPS Receiver (DAGR), U.S. Army, Fort Campbell, KY, 2007 

· Implementing & Supporting Windows XP Professional, U.S. Army, Fort Campbell, KY, 2006 

· Warrior Leader Course Noncommissioned Officer Academy, U.S. Army, Fort Bragg, NC, 2007 

· Advanced Military Transition Team, U.S. Army, Camp Taji, Iraq, 2007

	Professional/Technical Certifications
	· Currently enrolled in an A+ certification course.

	English Language Knowledge
	Excellent—SLP 3322

	Standard Automated Data Processions (ADP) Knowledge
	· Word Processing: Advanced Knowledge
· Spreadsheet: Advanced Knowledge
· Graphic Presentation: Standard Knowledge
· Database: Basic Knowledge

	Clearance Information
	Security Clearance: Active US Secret; NATO Secret will be instituted once contract is awarded.
Date Granted: 06/200
Organization Granting Clearance: Army CCF

	Nationality
	U.S. Citizen


	MATTHEW SIERRA
Primary Radio Technician

	Employment History/Applicable Experience

	Signal Support Systems Specialist, Communications Supervisor
	US Army, Camp Victory, Iraq
	2007 – 2009

	· Serve as the Communications Advisor in a Brigade Military Transitioning Team deployed in support of Operation Iraqi Freedom 2007-2008. (Second combat deployment in Iraq)

· Responsible for advising an Iraqi Brigade Communications Cell, consisting of ten Officers and six enlisted Soldiers, on a communication architecture network that supports over 3,500 Iraqi Soldiers covering northwest Baghdad

· Responsible for ensuring that communication training is conducted properly and advising the Iraqi G-6 on how best to utilize resources, to include Motorola base station and hand held radios

· Responsible for all communications security devices and other communications equipment valued at over $2 million dollars, entrusted to handle communication security material (COMSEC) on a daily basis (Played a secondary role as COMSEC Custodian)

· Responsible for the accountability, installation, operation, and maintenance of communications equipment to include Harris AN/PRC-150, Harris AN/PRC-117F, Harris AN/PRC-152, 1523-E ASIP radios, IMBTR radios, Blue Force Tracker System, Motorola hand held radios (UHF, VHF, and 800 MHZ), 3000 and 5000 series

· Installed CAT-5 cables inside and outside of buildings supporting a LAN network of computers

· Installed various types of antennas atop vehicles, roofs, and other structures

· Managed  and changed frequencies under signal channel radio operations and frequency hop operations 

· Managed  and accounted for cryptographic items in portable devices  (ANCD, SKL)   

· Troubleshot radio equipment and ordered parts for radio maintenance and repairs

· Coordinated first  and second line repair lines

· Gained knowledge of radio theory with hands on experience with transistors, solid state components and digital technical  by maintaining communications in all types of terrain

· Installed Radio Configurations in Combat vehicles and Tactical Operating Centers at main and remote locations

· Read blue prints for the outline of radio configuration, and used wiring diagrams and schematic drawings 

· Applied  management information data (Army Technical Manuals) in working with radio compatibility issues


	Signal Support Systems Specialist, Communications Supervisor
	US Army, Fort Campbell, Kentucky
	2006 – 2007

	· Provided direct communications support for an Infantry Brigade Combat Team comprising six Battalions

· Networked laptop computers, printers, and VOIP phones (Models 7961, 7940)

· Responsible for the accountability, installation, operation, and maintenance of communications equipment to include Harris AN/PRC-150, Harris AN/PRC-117F, Harris AN/PRC-152, IMBTR radios, 1523-E ASIP radios

· Routinely handled sensitive communication security data

· Conducted numerous outdoor training events in both extreme warm and cold weather environments

· Manager of Company level physical security, holding responsibility of equipment valued at over $1.5 million

· Manager of measurement and diagnostics/calibrations section

· Held position of direct responsibility over the training, morale, and welfare of five soldiers

·  Managed  and changed frequencies under signal channel radio operations and frequency hop operations 

· Managed  and accounted for cryptographic items in portable devices  (ANCD, SKL)   

· Played a secondary role as COMSEC Custodian

· Troubleshot radio equipment

· Coordinated first  and second line repair lines

· Gained knowledge of radio theory with hands on experience with transistors, solid state components and digital technical  by maintaining communications in all types of terrain

· Ordered parts for radio maintenance and repairs

· Installed Radio Configurations in Combat vehicles and Tactical Operating Centers at main and remote locations

· Used wiring diagrams and schematic drawings 

· Read blue prints for the outline of radio configuration

· Applied  management information data (Army Technical Manuals) in working with radio compatibility issues


	MATTHEW SIERRA
Primary Radio Technician

	Signal Support Systems Specialist, Communications Supervisor
	US Army, Camp Victory, Iraq
	2005 – 2006

	· Worked at Brigade level communications section (1st combat deployment in Iraq)

· Routinely handled sensitive communication security data (COMSEC)

· Maintained a communications shop with equipment valued at over $1.5 million

· Installed, operated and maintained secure communications equipment inside of U.S. Military tactical vehicles, building facilities, and outdoors; to include Harris AN/PRC-150, Harris AN/PRC-117F, Blue Force Tracker Systems, IMBTR radios, 1523-E ASIP radios

· Assisted with the development of a Brigade Tactical Operations Center

· Conducted help desk operations dealing with equipment trouble tickets of Brigade level staff and below

· Routinely provided security along perimeter of camp

· Managed  and changed frequencies under signal channel radio operations and frequency hop operations 

· Managed  and accounted for cryptographic items in portable devices  (ANCD, SKL)   

· Played a secondary role as COMSEC Custodian

· Troubleshot radio equipment, and ordered parts for radio maintenance and repairs

· Coordinated first  and second line repair lines

· Gained knowledge of radio theory with hands on experience with transistors, solid state components and digital technical  by maintaining communications in all types of terrain

· Installed Radio Configurations in Combat vehicles and Tactical Operating Centers at main and remote locations

· Read blue prints for the outline of radio configuration, and used wiring diagrams and schematic drawings 

· Applied  management information data (Army Technical Manuals) in working with radio compatibility issues


	Signal Support Systems Specialist, Communications Supervisor
	US Army, Camp Humphreys, Korea
	2004 – 2005

	· Worked at Brigade level communications section supporting five battalions

· Conducted numerous training exercises during austere weather conditions

· Worked as a member of a Retrans team, ensuring reliable communications between two points of contact, using SINCGARS 1523 E model ASIP radios

· Installed Antennas, to include the OE-254 and COM-201, along with whip antennas atop of military vehicles

· Set up Video Teleconference meetings in support of operations going on daily across South Korea

· Established phone networks on Camp Humphrey’s military post and during numerous training events in rural environments, enabling our tactical command center to jump spots throughout operations

· Managed  and changed frequencies under signal channel radio operations and frequency hop operations 

· Managed  and accounted for cryptographic items in portable devices  (ANCD, SKL)   

· Played a secondary role as COMSEC Custodian

· Troubleshot radio equipment, and ordered parts for radio maintenance and repairs

· Coordinated first  and second line repair lines

· Gained knowledge of radio theory with hands on experience with transistors, solid state components and digital technical  by maintaining communications in all types of terrain

· Installed Radio Configurations in Combat vehicles and Tactical Operating Centers at main and remote locations

· Read blue prints for the outline of radio configuration, and used wiring diagrams and schematic drawings 

· Applied  management information data (Army Technical Manuals) in working with radio compatibility issues


	Christopher Bidlack
Primary Radio Technician

	Required Experience
	·  Mr. Bidlack meets all of the essential qualifications for the position of Radio Technician.  In the US Army, Mr. Sierra was responsible to install, maintain, and operate tactical radio equipment

· Experience includes: (Line of Sight) AN/PSC-5 (spit fire) radio, (HF/VHF) Harris AN/PRC-150, (HF/VHF/UHF) Harris AN/PRC-117F, Harris AN/PRC-152 Falcon III, (Single channel and frequency hop) IMBTR hand held radios, (Single channel and frequency hop) SINCGARS 1523-E ASIP radios, (Single channel, UHF, VHF) Motorola handheld radios 3000 and 5000 series

· Experience in frequency management and management of cryptographic items

· Experience in radio theory 

· Extensive radio testing capabilities. For every radio installed and operated, test and trouble-shoot malfunctions, following standard courses of action to repair problems. This included checking for malfunctions with power sources, settings, COMSEC, installation of cables, cracked screens, bent terminals, internal batteries, etc. Maintained radio components including hand microphones, speaker boxes, amplifiers, antennas, satellites, cables, screen covers, and batteries

	Education/Training
	· 

	Professional/Technical Certifications
	· 

	English Language Knowledge
	Excellent—SLP 3322

	Standard Automated Data Processions (ADP) Knowledge
	· Word Processing: Advanced Knowledge
· Spreadsheet: Advanced Knowledge
· Graphic Presentation: Standard Knowledge
· Database: Basic Knowledge

	Clearance Information
	Security Clearance: Active US Secret; NATO Secret will be instituted once contract is awarded.
Date Granted: 11/30/2003
Organization Granting Clearance:  U.S. Army

	Nationality
	U.S. Citizen


	Employment History/Applicable Experience

	Systems Engineer/Software/IT
	General Dynamics C4 Systems/ Superior Technical Group
	2008 – Present 

	· Provided technical and field support for a US Army tactical networking system:

· This system consists of hardware that creates local area networks (LANs)

· Secure routing hardware that creates secure wide area networks (WANs)

· Secure TACSAT and INMARSAT radio links for reach-forward and reach-back communications to command elements       

· Specific system hardware elements consist of:

· Servers, laptops, routers and switches

· KIV-7 and KG-235 in-line network encrypters

· HSD-128 SATCOM and INMARSAT data terminals

· PSC-5 and PRC-117 TACSAT radios

· Experience in configuring and administering Windows operating system including Active Directory and Exchange

· Knowledge and use of TCP/IP, Ethernet, VoIP, PPP (point to point protocol), and FTP protocols

· Understanding how to use network monitoring tools to troubleshoot and recover networks, including CiscoWorks, Windows system admin tools, SolarWinds, Sniffer, Ping, WhatsUpGold, and TraceRT


	Christopher Bidlack
Primary Radio Technician

	Signal Support Systems Specialist
	U.S. Army – 25U RTO (Radio Transmit Operator)
	2004 – 2007

	· Experience with the following communications equipment:

· SINCGARS

· AN/CYZ-10

· DAGRs

· SHF Line of Sight

· SATCOM and INMARSAT data terminals 

· VHF, HF and UHF radio systems

· PSC-5 and PRC-117 TACSAT radios

· Verified all planned use of communications equipment for functionality purposes

· Deployed to Baghdad, Iraq as a battalion element in support of Operation Iraqi Freedom – troubleshot and resolved all communication related problems

· Installed, repaired, troubleshot, and maintained electronic systems, and applied basic soldering techniques

· Troubleshot and maintained combat net radio systems, analog and digital terminal devices, mobile subscriber units, and antenna systems

· Maintained Microsoft windows based applications and Cisco routers for networked PCs

· Experienced with the Defense Information Systems Network and US Military Command and Control (C2) network operations procedures

· Transferred encryption keys to and from AN/CYZ-10, and the AN/PYQ-10 Simple Key Loader (SKL)

· Operated and maintained the AN/TSC-167A KU satellite trailer

· Installed and operated all voice and data cases associated with the AN/TSC-167A

· Installed, operated, and maintained the Tactical Satellite Communications System (AN/PSC-5)

· Installed, operated, and maintained most models of the SINCGARS radio systems

· Installed and troubleshot various types wire to include WF-16, WD-1, coaxial, fiber optic, power and Unshielded Twisted Pair (UTP)

· Operated and troubleshot various FM radios in frequency bands HF, VHF, UHF and satellite

· Team Leader of radio retransmission team which enabled the battalion to extend its command and control during numerous training exercises


	Vincent SUltenfuss
Alternate Radio Technician

	Required Experience
	·  Mr. Sultenfuss meets all of the essential qualifications for the position of radio technician

· Responsible for repairing UHF, VHF, SATCOM, HF systems on the MC-130P(N) aircraft and UHF/VHF portable handheld radio systems for the 1st Special Operations Maintenance Squadron (SOMXS) also acting as the principle trainer and lead technician for these systems

· Deployed with the 16th Expeditionary Special Operations Maintenance Squadron (ESOMXS) as the primary technician for communications.

· As a frontline trainer and technician, provides simple component replacement, as well as opens up components and replaces circuit breakers, transformers, capacitors, and relays

· Strong understanding of frequency management issues and has experience in the management and accounting of cryptographic items

· Experience and knowledge of radio theory from his electronics and radio courses

	Education/Training
	· Associates Degree in Aviation Maintenance Technology (49 hours)

· Electronic Principles training, course ID number 253AQR2A533A332, Aug -Oct 2003

· Radio Apprentice Training, course ID number 293ABR2A533A003, Oct -May 2004

· USAF Technical School, Keesler AFB and Sheppard AFB (USAF equivalent TACSAT Course)

	Professional/Technical Certifications
	· Radio Apprentice, May 2004

	English Language Knowledge
	Excellent—SLP 4454

	Standard Automated Data Processions (ADP) Knowledge
	· Word Processing: Advanced Knowledge
· Spreadsheet: Advanced Knowledge
· Graphic Presentation: Working Knowledge
· Database: Working Knowledge

	Clearance Information
	Security Clearance: Secret
Date Granted: 06/2004
Organization Granting Clearance: AFCAF

	Nationality
	U.S. Citizen


	Employment History/Applicable Experience

	1 SOMXS Communications/ Navigation/ Mission Systems Technician and Trainer, and

SOMXS Maintenance Operations Controller
	United States Air Force
	2004 - 2009

	· Four years experience performing maintenance on UHF, VHF, SATCOM, HF systems on the MC-130P(N) aircraft and UHF/VHF portable handheld radio systems.
· One year of training in Heavy Avionics to include maintenance/troubleshooting practices using precision tools and equipment.

· Multiple associations with numerous aircraft to include the AC-130U(H) and Talon airframe, aiding in the performance of maintenance duties in order to accomplish mission specific goals.
· One year working with the Maintenance Operations Control Center (MOCC) coordinating Flight Line activities and emergencies.
· Maintain integrated audio systems, including VHF, UHF, HF, SATCOM, and Secure Voice Radio Systems Sonnet and LOS.
· Maintain integrated navigation systems, containing GPS, INS, ILS, VOR, Direction Finding,  and Auto Pilot Systems.
· Maintain specialty mission systems including Identification Friend or Foe (IFF) and Forward Looking Infrared (FLIR) systems both on the MC-130P(N) and in its Back Shop area.
· Apply system knowledge to installation, calibration and adjustment using precision tools and documentation.
· Coordinate fueling, loading of munitions, and aircraft status in accordance with applicable Air Force Operating Instructions.
· Experience with AN/ARC – 190 HF, Advanced Narrow Band Digital Voice Terminal (ANDVT), AN/ARC - 186 VHF, AN/ARC – 222 VHF, AN/ARC – 164 UHF, TSEC/KY - 58 UHF/VHF Secure Speech, TSEC/KY – 100 UHF/VHF Secure Speech, URC – 133 Satellite Communications Terminal, AN/ARN - 151 Global Positioning System, Wide Band Secure Voice, and Demand Assigned Multiple Access (Dama) Satcom systems.


	PRESTON GALE
Primary Network Administrator

	Required Experience
	 10+ years related experience

	Education/Training
	· 

	Professional/Technical Certifications
	· 

	English Language Knowledge
	Excellent

	Standard Automated Data Processions (ADP) Knowledge
	· Word Processing:

· Spreadsheet:

· Graphic Presentation:

· Database:

	Clearance Information
	Security Clearance: Secret
Date Granted: [mm/dd/yy]
Organization Granting Clearance: NATO

	Nationality
	U.S. Citizen


	Employment History/Applicable Experience

	Senior Information Technology Specialist
	ManTech
	2007 – Present 

	· Administer one LAN with a router and firewall, including a web/FTP server, and three wireless networks

· Provide user training and configuration management

· Provide regional support for Asia and Europe

· Evaluated the past geo-imagery collection equipment and processes. Refined the processes, researched, purchased and tested new geo-imagery products and technologies

· Developed a new Force Protection geo-imagery program and as lead engineer, provide regional support and training throughout Asia and Europe

· Train users on geo-tagging multimedia imagery

· Train and supervise the production and dissemination of hospital, hotel and route surveys for the US Department of State and the US Military

· Function as the project manager for the construction of a new Classified Access Area (CAA) working in conjunction with the US Embassy’s Regional Security Officer (RSO), US Military and the Department of State in Washington DC

· Work closely with the RSO and the Information Systems Security Officer on all security matters regarding the Force Protection Detachment(FPD) and the CAA

· Interface with Overseas Building Operations (OBO) in Washington DC, Pacific Command (PACOM) in Hawaii, and the United States Intelligence Command (INSCOM) at Ft. Belvoir, Virginia

· Maintain the configuration management database and conduct routine inventory

· Issue, repair, maintain and train users on all assigned equipment

· Advise the FPD Chief on all IT, geo-imagery and security matters

· Authored several training manuals and regional training programs


	Senior Information Technology Specialist
	ManTech
	2002 – 2007

	· Maintained eight separate networks across two countries

· Ensured all systems complied with the DISA STIG and all Information Assurance Vulnerability Assessments

· Travelled to remote sites to provide system administration, training and repairs on a regular basis

· Attended high level meetings with various government agencies for the coordination of new installations, logistics and scheduling

· Conducted site surveys for new sites, and subsequently installed and maintained the equipment

· Installed very small aperture terminals (VSAT) and provided system support and user training

· Maintained global imagery workstations through Track Database Managers in UNIX

· Migrated 5 networks from Windows NT 4.0 to Windows Server 2003; included upgrading routers and switches on the network as well


	PRESTON GALE
Primary Network Administrator

	Operations Manager
	ManTech
	2001 – 2002

	· Analyzed USSOUTHCOM customer requirements based on customer inputs, system usage data and emerging technological trends

· Provided direct management and support of the Counternarcotics Command Management Program (CNCMS) operations, integration, help desk and network monitoring elements based at the CNCMS facilities at Fort Belvoir, Virginia

· Managed 34 IT Specialists in forty countries throughout the Americas and the Caribbean

· Provided daily support and direct management to the help desk and network monitoring team


	On Site Technical Representative
	ManTech
	1994 – 2001

	· Senior Computer Technician/System Administrator and On Site Technical Representative for several WAN segments consisting of HP 735 workstations and X-terminals, desktop computers and related peripherals in five countries throughout the Netherland Antilles, Caribbean, and South America

· Installed and managed and maintained eight separate Windows NT WANs/LANs


	US Army Special Operations Command, Intelligence
	US Army
	1991 – 1994

	· Deployed four Laptop Imagery Transmission Equipment System (LITES), trained seven end users, and originated a Net Control Station for dissemination of satellite imagery to subordinate units during a major Joint Chiefs of Staff directed exercise

· Trained users on tactical satellite (TACSAT) communications and TACSAT crypto devices

· Conducted the first successful in-flight transmission of imagery

· Led the effort in the implementation and fielding of the first Joint Deployable Intelligence Support System (JDISS) on a major joint combined exercise

· Assisted in the implementation and fielding of the Special Operations command Deployable Local Area Network (SOCDLAN).  As the Counter Narcotics Command Management system (CN/CMS) operator while deployed as Assistant Tactical Analysis Team (TAT) Chief, became proficient in all CN.CMS application software

· Coordinated and supervised the production of Target Intelligence Packets (TIPS) and area assessments for Special Operations Forces in the Central American and Latin American Theater of Operations


	Michael Mahoney
Alternate Network Administrator

	Required Experience
	·  

	Education/Training

	· State University of New York at Alfred

· BS, Information Technology (2004)

· AS, Computer Science (2002)

	Professional/Technical Certifications
	· Cisco Certified Network Professional (CCNP) (2007)

· Microsoft Certified Professional (MCP) (2007)

· Cisco Certified Network Associate (CCNA)  (2005)

· Cisco Wireless LAN Support Specialist (2005)

	English Language Knowledge
	Excellent

	Standard Automated Data Processions (ADP) Knowledge
	· Word Processing:

· Spreadsheet:

· Graphic Presentation:

· Database:

	Clearance Information
	Security Clearance: Top Secret, Secret, ADP I / EOD
Date Granted: 2008
Organization Granting Clearance: DoD / DHS

	Nationality
	U.S. Citizen


	Employment History/Applicable Experience

	Network Technology Consultant
	EDS (US Federal Contractor)
	2007 – Present 

	· Managed Local Area Network and Wide Area Network consisting of Cisco 6509, 4507, 4948, 3750 and 3130 switches at the Edge, Core, Distribution, and Access layers

· Wrote Design Proposal Summaries for client approval and internal projects

· Wrote Engineering Work Orders for network implementation

· Managed and maintained site to site and client VPN connections

· Managed BIG IP F5 load balancers

· Used network sniffer and protocol analyzer in troubleshooting of network performance


	Network Administrator
	ITT Systems (US Contractor, Afghanistan)
	2006 – 2007

	· Managed the routers to enable an active link from a forward operating base to the main hub in Afghanistan

· Managed routes using BGP and EIGRP routing protocols

· Maintained all switches and network equipment on base

· Managed the Windows network


	Systems Administrator
	School World
	2005 - 2006

	· Managed the company infrastructure that included: HP, Dell, and Cisco Switches, Cisco routers, Symantec Gateway Security Firewalls, and Cisco Wireless Access Points

· Responsible for weekly and daily backup rotation using Veritas Backup Exec and Dell tape drives

· Configured and maintained statistics server to keep statistics on the websites that School World hosted

· Configured and optimized SQL Server, IIS, and ColdFusion for websites


	Systems Administrator
	ARC of Stueben
	2004 – 2005

	· Managed company LAN/WAN 

· Managed WAN from 18 different sites throughout Western NY with VPNs, Terminal Server, and Remote Desktop

· Managed 300+ users with Active Directory


	MARVIN CARTER
Primary System Administrator

	Required Experience
	·  

	Education/Training
	· Master of Science in Management University of Central Texas, Killeen, TX 1991

· Master of Science in Systems Management (Info Systems), USC, Los Angeles, CA 1990

· Bachelor of Science in Business Administration, HPU, Honolulu, HI 1984

· Associate of Arts, University of Maryland, Mainz-Germany 1978

· Intrusion Detection and Risk Management 2007

· Vulnerability Assessment Training 2007

· Retina Scanner Software 2007

· Security + Training, Fort Gordon, Georgia 2007

· Veritas NetBackup 5.x for Windows 2006

· VMWare EX Server Training, VW Ware 2005

· Dell SAN Server Training, Dell Training 2004

· Introductory to Foundary Configuration, Power-IT Education 2004

	Professional/Technical Certifications
	· Microsoft Certified Sys Engineer (MCSE), Training Camp 2003

· Cisco Certified Design Associate (CCDA), Training Camp 2003

· Cisco Certified Network Associate (CCNA), Training Camp 2003

· Microsoft Exchange Server, LAN Schaeffer IT, Germany 2001

	English Language Knowledge
	Excellent

	Standard Automated Data Processions (ADP) Knowledge
	· Word Processing:

· Spreadsheet:

· Graphic Presentation:

· Database:

	Clearance Information
	Security Clearance: Top Secret SCI
Date Granted: [mm/dd/yy]
Organization Granting Clearance: NATO

	Nationality
	U.S. Citizen


	Employment History/Applicable Experience

	ManTech
	Network Administrator
	February 2006 – Present

	· Responsible for the network administration and network security for the SIPRNET and NIPRNET systems and computers in Apiay, Columbia for USARSO

· Ensure each user’s security clearance is verified by the network IAM, before user account is provided

· Identify and troubleshoot computer and server system failures 

· Identify and troubleshoot network switch and router failures 

· Manage new computer systems added to networks through accreditation steps 

· Interface with supporting agencies to analyze computer or server system failures throughout the wide area network (WAN)


	ManTech
	Exchange Systems Administrator
	October 2005 – September 2006

	· Supervised twenty technicians in the systems administration, help desk, network infrastructure, and workstation support areas, for the forwardly deployed Headquarters CENTCOM

· Provided technological guidance in the everyday operations and provided technical solutions 

· Provided technical solutions to the J6 command for smooth uninterrupted operations

· Provided server system administration to over 120 servers

· Updated virus signatures for Norton Anti-Virus software to the  servers on a daily basis

· Maintained Symantec System Center in accordance with information security regulations for CENTCOM

· Implemented and maintained logon scripts to set the user's parameters, such as drive mappings, file locations for staff sections, location to all the latest patches for their specific operating system, and automated installation of anti-virus signature files

· Performed daily incremental and weekly full backup of maintained servers

· Implemented and executed disaster recovery plan IAW guidance from J6

· Implemented, established, and published authorized outage windows for server maintenance windows on a weekly basis, including de-fragmentation of hard drives, scan disks, cleaning system devices, adding system devices, installation of service packs, firmware, virus signatures, and hot-fixes

· Coordinated with IAM to ensure that all the latest service packs, service releases, and firmware are updated and maintained on all servers and connected systems

· Implemented fixes to system vulnerabilities found by Land Information Warfare Agency (LIWA), ACERT, RCERT-E and IAM

· Conducted weekly server maintenance to files, applications, and utilities no longer required and then archive them

· Established baselines for all servers using Windows NT Performance Monitor and Network Monitor, including memory counters, processor counters, disk counters, and network counters to establish server baselines

· Utilized baseline information to detect bottlenecks and for budgeting for future upgrades

· Notified all end users on planned authorized outages

· Notified help desk personnel if network was not available

· Reviewed all NT Server event logs daily, reported anomalies to the IAM, and took appropriate action to protect servers

· Implemented and maintained logbooks for all servers, including change management procedures

· Responsible for Tier 1 level support to EMC SAN systems on NIPRNET and SIPRNET networks

· Special equipment included VM Ware in Microsoft Cluster configurations, and Microsoft Clusters on exchange servers for NIPRNET and SIPRNET networks


	ManTech
	Exchange Systems Administrator
	April 2003 – February 2005

	· Directed the system administration, development, and maintenance of the Division commercialized Tactical Wide Area Network (1ID SIPRNET), to include Exchange, Intranet, Symantec System Center, and file servers, as well as the network PDC, and several BDCs

· Provided training, technical support, and development consultation to units throughout the Division AOR 

· Applied professional engineering and administrative knowledge to the solution of problems in the operation, maintenance and expansion of the Division’s commercialized TACWAN

· Coordinated, planned, and implemented the overall server development for the Division 

· Responsible for the design, configuration and management of Microsoft Windows servers supporting approximately 2000 users in a high pressure US Army 1ID garrison/tactical environment

· Performed the migration of the 1ID ASIPRNET from the Microsoft Windows NT4.0 server structure to the Microsoft Windows 2003 server structure, including Exchange Server

· Responsible for configured and managed AD Infrastructure, Exchange Server Systems, and various 3rd party applications

· Planned, monitoring, and evaluating the performance of server systems, and recommendations for improvements/upgrades

· Provided escalating support for unresolved help desk issues, and technical consultation to project managers

· Developed, designed, tested, and implemented plans and procedures, to protect information systems activities related to servers in case of emergencies or disasters

· Responsible for the backup of over 100 gigabyte of data on site

· Supervised the installation, maintenance and documentation of software utilized on the ASIPRNET

· Maintained and managed twenty to forty servers. Network configuration tasks include configuration and maintenance on Cisco/Foundry routers and switches

· Managed and created all ASIPRNET email accounts

· Issued passwords to users ensuring they were properly protected at the accreditation level of the network

· Posted updated virus signatures for Norton Anti-Virus software to the 1ID servers on a daily basis

· Maintained Symantec System Center in accordance with Information Security Regulations for Division

· Implemented and maintained  logon scripts to set the user's parameters, such as drive mappings, file locations for staff sections, location to all the latest patches for their specific operating system, and automated installation of anti-virus signature files

· Performed daily incremental and weekly full backup of maintained servers

· Implemented, and executed disaster recovery plan IAW guidance from G-6/DOIM

· Implemented, established, and published authorized outage windows for server maintenance windows on a monthly basis, including de-fragmentation of hard drives, scan disks, cleaning system devices, adding system devices, installation of service packs, firmware, virus signatures, and hot-fixes

· Coordinated with IAM to ensure that all the latest service packs, service releases, and firmware are updated and maintained on all servers and connected systems

· Implemented fixes to system vulnerabilities found by Land Information Warfare Agency (LIWA), ACERT, RCERT-E and IAM

· Conducted weekly server maintenance to ID files, applications, and utilities no longer required and then archive them

· Established baselines for all servers using Windows NT Performance Monitor and Network Monitor, including memory counters, processor counters, disk counters, and network counters to establish server baselines

· Utilized baseline information to detect bottlenecks and for budgeting for future upgrades

· Notified all 1ID end users on all planned authorized outages

· Notified help desk personnel if 1ID ASIPRNET network was not available

· Reviewed all NT Server event logs daily and report anomalies to the IAM and takes appropriate action to protect servers

· Implemented and maintained logbooks for all maintained servers, including change management procedures


	ManTech
	Automation Officer
	June 2002 – February 2003

	· Supported the Task Force in Bosnia by executing automation plans, initiatives, and priorities as designated by DOIM and Office of the G6 to meet requirements

·  Developed and implemented a lifecycle plan for up to 25% of the requirements for desktop and laptop PCs, and recommended automation purchases to units to secure needed information systems equipment  

· Supervised the Automation Management Office daily operations, ensuring a quality control mechanism was in place

· Provided counseling, guidance, training, and technical assistance to fifteen technicians

· Provided the interface to the AMC Commander, the DOIM, the G6, Sprint, and all other command structures

· Serves as the backup for the system administrators and other technicians 

· Reviewed and made recommendations concerning new technology, to increase overall efficiency

· Performed research, documentation, and procurement to purchase Information System Equipment 

· Responsible for Local Area Network services and telecommunications

· Planned the installation of new Local Area Networks, or modifications to existing Networks


	ManTech
	Mercury Exchange Systems Administrator
	October 2001 – June 2002

	· Direct the system administration, development, and maintenance of the Division commercialized Tactical Wide Area Network (known as Mercury), to include Exchange, Intranet, Symantec System Center, and file servers, as well as the network Primary Domain Controllers, and several Backup Domain Controllers

· Provided training, technical support, and development consultation to units throughout the Division AOR 

· Applied professional engineering and administrative knowledge to the solution of problems in the operation, maintenance and expansion of the Division’s commercialized TACWAN

· Coordinated, planned, and implemented the overall server development for the Division 

· Planned, monitoring, and evaluating the performance of server systems, and recommendations for improvements/upgrades

· Coordinate, plan, and implement the overall server development for the Division

· Manage and create all Mercury email accounts

· Issued passwords to users ensuring they were properly protected at the accreditation level of the network

· Posted updated virus signatures for Norton Anti-Virus software to the Mercury servers on a daily basis

· Maintained Symantec System Center in accordance with Information Security Regulations for Division

· Implemented and maintained  logon scripts to set the user's parameters, such as drive mappings, file locations for staff sections, location to all the latest patches for their specific operating system, and automated installation of anti-virus signature files

· Performed daily incremental and weekly full backup of maintained servers

· Implemented, and executed disaster recovery plan IAW guidance from G-6/DOIM

· Implemented, established, and published authorized outage windows for server maintenance windows on a monthly basis, including de-fragmentation of hard drives, scan disks, cleaning system devices, adding system devices, installation of service packs, firmware, virus signatures, and hot-fixes

· Coordinated with IAM to ensure that all the latest service packs, service releases, and firmware are updated and maintained on all servers and connected systems

· Implemented fixes to system vulnerabilities found by Land Information Warfare Agency (LIWA), ACERT, RCERT-E and IAM

· Conducted weekly server maintenance to ID files, applications, and utilities no longer required and then archive them

· Established baselines for all servers using Windows NT Performance Monitor and Network Monitor, including memory counters, processor counters, disk counters, and network counters to establish server baselines

· Utilized baseline information to detect bottlenecks and for budgeting for future upgrades

· Notified all Mercury end users on all planned authorized outages

· Reviewed all NT Server event logs daily and report anomalies to the IAM and takes appropriate action to protect servers

· Implemented and maintained logbooks for all maintained servers, including change management procedures


	ManTech
	Exchange Systems Administrator
	January – October 2001

	· Advised the DAMO staff on automation networking issues provides help desk support, and supervised software installation

· Developed solutions and provided technical assistance and training to end users and senior staff

· Kept the entire myriad of automated systems on line and operating including critical Command and Control Automation Systems

· Acted as Mercury System Administrator Backup, providing support on Microsoft Exchange Server, and Primary Domain Controller Servers 

· Provided help desk support, server administration, router and switch configuration, network bandwidth monitoring, computer certification, and document network changes


	US Army, CASCOM
	Action Officer/Automation Officer
	June 1998 – December 2000

	· Performed force development for the US Army Ordnance Corps

· Major duties included developing concepts, determining manning and equipment/tools for the Army Ordnance Corps 

· Coordinated with TRADOC, Department of the Army, and the Ordnance Commander (General Officer)

· Systems administrator for the CASCOM Ordnance section, supporting over sixty users, providing help desk support, server administration, and network component administration

· Help desk support included operating system reinstallation, hardware troubleshooting/repair, and application software troubleshooting

· Server administration included software installation, server configuration, hardware troubleshooting/repair, and data back-up

· Duties also included network bandwidth monitoring, network switch/router configuration, and troubleshooting 

· Managed software licenses, ordered computer system equipment, and determined information technology solutions


	Army
	Systems Administration/Automation Officer
	June 1995 – June 1998

	· Tasked to train communications and electronics, supply, and computer maintenance/operations to the reserve component soldiers (over 70,000), in a training facility for all reserve/active components

· Planned, designed, and constructed a LAN for the Camp Dodge Regional Support Training Site; this LAN allowed automation of the maintenance operation

· The LAN provided communication, data storage, data sharing, web access, and scan/print capabilities

· Recommended new technology, to increase overall efficiency

· LAN Systems administrator position required help desk support, server administration, and network component administration 

· The help desk function required daily interaction with any users submitting work request to a web oriented work request system. 

· Help desk support included operating system reinstallation, hardware troubleshooting/repair, and application software troubleshooting

· Server administration included software installation, server configuration, hardware troubleshooting/repair, and data back-up

· Duties also included network bandwidth monitoring, network switch/router configuration, and troubleshooting 

· Managed software licenses, ordered computer system equipment, and determined information technology solutions


	Army
	Avionics Platoon Leader/Automation officer
	1990 – 1995

	· Managed and supervised a platoon of sixty-five soldiers in the repair of Avionics transceivers, ADF, VOR, IFF, Night Vision Goggles, Radar Altimeters, tactical ground transceivers, air traffic control equipment, and associated COMSEC

· The platoon leader function includes a facility manager duty requirement, accountable for facility, equipment, and personnel

· Other duties included the automation officer function for the Battalion, with over 100 users. This duty required help desk support, server administration, and network component administration 

· The help desk function required daily interaction with any users submitting work request to a web oriented work request system. 

· Help desk support included operating system reinstallation, hardware troubleshooting/repair, and application software troubleshooting

· Server administration included software installation, server configuration, hardware troubleshooting/repair, and data back-up

· Duties also included network bandwidth monitoring, network switch/router configuration, and troubleshooting 

· Managed software licenses, ordered computer system equipment, and determined information technology solutions


	NICK MADARVIS
Alternate System Administrator

	Required Experience
	 9 years related experience

	Education/Training
	· BS, Computer Science , Southern Connecticut State University (2005)

	Professional/Technical Certifications
	· CCSP (2008)

· CCNA (2008)

· CCNP (2008)

· CEH  (2008)

· CHFI  (2008)

	English Language Knowledge
	Excellent

	Standard Automated Data Processions (ADP) Knowledge
	· Word Processing:

· Spreadsheet:

· Graphic Presentation:

· Database:

	Clearance Information
	Security Clearance: Secret
Date Granted: 11/01/2008
Organization Granting Clearance: DISA

	Nationality
	U.S. Citizen


	Employment History/Applicable Experience

	Senior Information Security Analyst – DoD Army Contactor
	NCI Information Systems, Inc.
	June 2009 – Present

	·  Responsible for leading the night crew of a 9+ million dollar HBSS, Host Based Security Suite DOD contract.
· Responsible for creating and maintaining McAfee ePolicy Orchestrator 4.0 under DISA guidelines.
· Install, configure and troubleshoot McAfee ePolicy Orchestrator 4.0, Windows Server 2003 R2 & SQL 2005.
·  Install and support HP c-Class Integrity Server Blades in HP BladeSystem c7000 enclosure.
· Security Engineer responsibilities include creating documentation according to DISA STIG, IAVMS; troubleshooting firewall policies, patches, virus definitions; and checking configurations of Cisco Juniper, BlueCoat devices to ensure compliance with DISA STIG, IAVM.


	Senior Network Security Engineer – Consultant
	PetSmart Inc.
	March 2009 – June 2009

	·  Responsible for portions of the network security design and architecture of a $3+ million project

·  Troubleshot routing issues on Cisco 7600 series, and switching issues on Cisco 3750, 6509

·  Reviewed, assessed and made recommendations on the network firewall architecture, policy, and planning

· Security Engineer responsibilities included creating, troubleshooting, and maintaining firewall rules and ACLS’s on ASA’s, FWSM; configuring and troubleshooting ASA 5540 devices and Cisco PIX; presenting network traffic and data security reviews for the Network Services Director; and addressing and resolving vulnerabilities on networking device configurations


	Telecommunications Security Analyst – DoD Army Team Lead Contactor
	Unisys Corporation - Federal Systems
	May 2007 – June 2009

	· Responsible for the DoD Information security and assurance projects involving RFID equipment

· Installed, maintained and repaired telecom equipment as a technical expert for the US and NATO forces

· Trained team members and soldiers using the DoD IAT-III framework

·  Installed and configured network equipment to run according to the DoD 8570.01-M

· Security Engineer responsibilities included:

·  Installed and configured Cisco ASA models 5550, 5580-20, 5580-40 and Juniper. 

·  Installed and configured Juniper JUNOS v9.3  on E, MX, J routers porting NetScreen, and SSG and J series. 

· Implemented the DIACAP (DoDD 8500.1 and DoDI 8500.2) process of IA certification and accreditation (C&A)

· Implemented and validated assigned IA controls; certified, maintained authorization, and performed decommission procedures


	NICK MADARVIS
Alternate System Administrator

	Mergers and Acquisitions Security Engineer – Lead Consultant
	United HealthCare Technologies
	January 2007 – May 2007

	· Responsible for leading and providing technical design and implementation direction the network security aspect of a Mergers and Acquisitions project

·  Implemented, configured, and troubleshot layer 2 and 3 Catalyst switches, Metro routers, and ASA devices

· Security Engineer responsibilities included:

· Participated on an on call rotation to resolve security problems on firewalls, IPS, IDS and ASA devices

· Maintained Checkpoint R60, FP3, C.L.A, C.S.M. and performed administration on Checkpoint R60 and FP3

· Installed, configured Cisco IPS, IDS, M.A.R.S, C.T.A, C.S.A, CSM and Juniper J-series routers, JUNOS v9.0

· Initiated a test plan, configured, and evaluated competitive VPN solutions on the Juniper SA platform


	Operations Network Engineer – Senior
	Perimeter Internetworking
	June 2006 – January 2007

	· Responsible for maintaining routing / switching of 10000+ core / CPE network devices on call 24/7

· Implemented, configured, and troubleshot routing /switching protocols: OSPF, BGP, EIGRP, IGRP on ATM, T1, Frame Relay, ISDN, VPLS, MPLS on both layer 2 / 3 Cisco devices

· Catalyst switches: 6500-  3524 , Routers: Cisco: 1800- 7200, Cisco Secure Pix Firewalls: 501- 525 

· Updated, maintained & supported monitoring tools: Castle Rock's SNMPc, SolarWinds Toolsets and Rancid

· Evaluated and addressed 1500 devices and syslog, Solarwinds alerts for security deficiencies

· Supported and responsible for being an expert on: Tasmin, Riverstone, Addatron, and Vanguard devices

· Created custom bash jobs and perl scripts to update and resolve DNS issues


	Network Administrator – Manager
	Hitachi Capital America
	June 2005 – June 2006

	· Responsible for supporting and maintaining a Data Center of 30+ servers, 80+ users and 1 offsite office

· Completed the installation and configuration of Cisco Catalyst 3560 switches and Cisco 1800 routers

· Maintained and supported Check Point NG FP2 on Nokia IP40-130 and Sun V120

· Maintained and supported WebSense Enterprise web content filtering and proxy software

· Installed, configured and troubleshoot Windows 2000 / 2003, Active Directory, Exchange 5.5, Microsoft SQL, IIS, Veritas BackupExec versions 8.6 - 10.0.on Dell PowerEdge servers 

· Performed monitoring duties with Whatsup Gold, UpdateEXPERT, Symantec Anti-Virus and Esafe

· Supported and maintained the Nortel Meridian 1 Option 11C PBX, VOIP with Symposium, OTM, MyCallPilot

· Planned and developed disaster recovery procedures and policies with SunGuard as well as SLAs and IT policies


	Global Network Systems and Data Operations Engineer  – Lead Consultant
	XL Capital America Inc.
	January 2000 – June 2005

	· Supported and maintained 24x7x365 Global Data Center with 300+ servers, 20 remote sites on call basis

· Provided Level II and III support on Cisco 2800, 3800 routers and Catalyst 6500 switches

· Built, racked, ported HP-Compaq ProLiant, Sun Sparc servers installing Win 2000 / 2003, Solaris 9/10 and MS Exchange 2000 / 2003, Vmware EXS v 2.5 & Responsible for writing and debugging VBS and Perl scripts

· Performed monitoring duties on servers, network and circuits devices with Whats’up Gold, Unicenter, and Altaris

· Performed and troubleshoot firmware updates, OS patching using RippleTech Patchworks and backups/restores using BackupExec and NetBackup and jobs on the HPUNIX, IBM AS400 and AIX platforms

· Performed administrative functions on Active Directory/Novell Netware/Cisco VPN/AT&T Dial-in/Citrix

· Proactively produced and maintained regulatory standard reports auditing using Tripwire Enterprise


	Eugene “Gene” Metcalf
Primary Configuration Manager

	Required Experience
	·  ISAF Configuration Management Engineer

	Education/Training
	· Master of Science Degree, Management of Information Systems, George Mason University, 1991

· Master of Arts Degree, International Relations, University of Notre Dame, 1977

· Configuration Management II, University of Arizona, 2009

· Project Management III, SAIC University, 2003

· Oracle 9i Database Administrator Fundamentals I & II, Oracle University, 2003

· Joint Aerospace System Administrator Course, US Air Force, 2000

· Capability Maturity Model For Software, Software Engineering Institute, 2000

	Professional/Technical Certifications
	· COMPTIA Security + Certification, 2009

· Configuration Management II Certified (CMII), 2009

· ITIL Certification, 2008

· Microsoft Certified Professional, 2000

	English Language Knowledge
	Excellent

	Standard Automated Data Processions (ADP) Knowledge
	· Word Processing:

· Spreadsheet:

· Graphic Presentation:

· Database:

	Clearance Information
	Security Clearance: TS/SCI
Date Granted: 06/04/2004
Organization Granting Clearance: US Government

	Nationality
	U.S. Citizen


	Employment History/Applicable Experience

	Configuration Manager
	MPRI Division of L-3 Communications
	2008 – Present 

	· Maintains baseline configuration documentation, software and all updates on the Air and Space Operations Center (AOC)  Weapons System (WS)

· Maintains a database which identifies hardware, warranties, applications, software versions, and licensing

· Directs the Requirements Process and records all actions in the Remedy Ticketing System

· Maintain floor  plans, rack elevations, and network diagrams using Microsoft Visio

· Provide CM policy and process guidance to decision makers

· Plans and conducts Configuration Control Board meetings and publishes minutes

· Generates and coordinates Baseline Change Requests for the AOC WS

· Ensures AOC baseline meets AOC WS requirements, recommends upgrades, and ensures that ITIL and CMII procedures are followed in accordance with USAF policies

· Provide financial management advice on budgeting and purchasing processes


	Senior Configuration Manager
	General Dynamics Corporation
	2006 – 2008

	· Maintains baseline configuration documentation, software and all updates on the Combined Air and Space Operations Center (CAOC)  Weapons System (WS)

· Maintains a database which identifies hardware, warranties, applications, software versions, and licensing

· Directs the Requirements Process and records all actions in the Remedy Ticketing System

· Maintain floor  plans, rack elevations, and network diagrams using Microsoft Visio

· Provide CM policy and process guidance to decision makers

· Plans and conducts Configuration Control Board meetings and publishes minutes

· Generates and coordinates Baseline Change Requests for the CAOC WS

· Ensures CAOC baseline meets CAOC WS requirements, recommends upgrades, and ensures that ITIL  and CMII procedures are followed in accordance with Coalition policies


	Eugene “Gene” Metcalf
Primary Configuration Manager

	Senior Network Administrator
	Science Applications International Corporation
	2005 – 2006

	· Senior Network Administrator – provided life cycle management for military-unique weather systems

· Designed, installed, and maintained Operational Weather Squadron automated information system networks

· Supported systems include: the Operational Weather Squadron Production System (OPS), a UNIX and Windows NT information systems networked environment (supported USAFE C2 Systems);  The Meteorological Information Standard Terminal, The Military Aircrew Information System, The Defense Meteorological Satellite Program Small Tactical Terminal, Automated Weather Distribution System (AWDS) Migration Incremental Steps (AMIS), and NATO Automated Meteorological Information System (NAMIS)

· Designed, installed, and tested OWS interface networks

· Developed security procedures, trouble-shot systems and networks, and performed non-routine configuration changes to support requirements, environment changes, and communications interruptions


	Systems Engineer, Technical Lead
	Science Applications International Corp
	2000 – 2005

	· Technical lead for system engineering and support to the Air Operations Center Weapon System (AOC WS) in the USAFE Air and Space Operation Center

· Technical support Subject Matter Expert for Theater Battle Management Core Systems (TBMCS) Force Level and Unit Level, Automated Deep Operations Coordination System (ADOCS), Tactical Aircrew Scheduling Airspace Management System (TASAMS), and NATO Integrated Command and Control Software for Air Operations (ICC)

· Lead systems engineer to certify USAFE’s AOC WS as combat ready during Austere Challenge 2004

· Technical lead to install C2 systems for TBMCS-FL at Operation Northern Watch and TBMCS-UL at several remote locations

· Installed several portal clients with virtual private networks throughout the USAFE Theater of Operations


	Systems Specialist III
	Science Applications International Corp
	1998 – 2000

	· Integrated electronic processes and methodologies for the Composite Health Care System (CHCS); resolved system and technology interface requirement problems

· Provided technical support on 24 hour-a-day schedule, isolated problem fault resolutions, and provided customer service for 77 CHCS facilities throughout Central Europe.  

· Analyzed data using remote monitoring and management tools: provided recommendations to improve interoperability between performance, reliability, maintainability, and systems availability


	Carl KrausE
Alternate Configuration Manager

	Required Experience
	 Nearly 35 years related experience

	Education/Training
	· Certified Project Management Professional (PMP); Project Management Institute (2007)

· MS Systems Management; University of Southern California (1988) 30 hours completed

· BA; Liberal Arts; University of the State of New York (1986)

	Professional/Technical Certifications
	· Certified Project Management Professional (PMP); Project Management Institute (2007)

	English Language Knowledge
	Excellent

	Standard Automated Data Processions (ADP) Knowledge
	· Word Processing:

· Spreadsheet:

· Graphic Presentation:

· Database:

	Clearance Information
	Security Clearance: Secret
Date Granted: 12/03/01
Organization Granting Clearance: 

Security Clearance: Top Secret
Date Granted: 07/13/87
Organization Granting Clearance: DIS

	Nationality
	U.S. Citizen


	Employment History/Applicable Experience

	SAP Consultant
	Main Sail LLC
	2009

	· Strategic planning for senior management, providing options and analysis of potential decision paths

· Provided SAP knowledge and expertise in support of developing business transition plans.  

· Developed plans used to describe, from a business process perspective, how the NAVSUP enterprise will successfully migrate from the current technology/data/process/people environment to the environment envisioned when Navy ERP release 1.1 is placed into production status sometime during spring 2010.

· Developed workarounds for processes not covered in the migration from legacy business processes to the new SAP environment.

· Chaired Subject Matter Expert working groups to determine missing business processes and possible solutions.


	Project Management Principal Leader
	Computer Sciences Corporation
	2008 – 2009

	· SAP Project Manager leading teams of both off shore and onshore resources to implement assigned projects. Project resources were from 5 to 50 team members depending on project scope

· Typically assigned to those C – level management requested projects that are both high visibility/high risk projects that need to be completed on time, within budget and with minimal scope creep

· PM for Finance BPO to GENPACT projects, March 2008 to April 2009.  Deployed SAP variant updates to existing Delphi Business sites in Europe, Middle East & Asia (EMEA) as required by Delphi Business to provide the interfaces to GENPACT for Financial BPO.

· PM for an Organizational Change Management project for Delphi NA.  Added the SCM, Supply Chain Management module to the existing Delphi SAP R3 infrastructure to allow all NA Production facilities to use standard online catalogs

· Responsible for time, budget and scope of assigned projects

· Trained more junior project managers in tools used by the account.  Prototyped and tested new functionality for tools before released to the general population of PM’s


	CAFIS Deployment Team Leader
	Computer Sciences Corporation Arabia, Ltd
	2006 – 2008

	· Reengineered Business Processes to increase deployment metrics from 44% completed in July 2007 to 80% in December 2007 to complete and close out the CAFIS contract and progress to the O&M period.  Approximately doubled the completed deployments in a 5 month period (originally took 12 months to reach the 44% complete milestone)    

· Developed and managed an asset management tool to implement reporting using Microsoft Access, to provide metrics reporting to customer and senior account management

· Responsible for the deployment of workstations throughout the Kingdom of Saudi Arabia; obtained, imaged, and scheduled shipping and installation for PCs at remote sites.


	Carl KrausE
Alternate Configuration Manager

	Enterprise Configuration Manager
	Computer Sciences Corporation Arabia, Ltd
	2006 – 2008

	· Established Configuration Management (CM) system for three major projects held by CSC Arabia, Ltd., including: Civil Automated Fingerprint Identification System (CAFIS), Re-engineering Project, and Travelers’ Biometric Identification System (TBIS). All of the projects were for the Ministry of Interior, National Information Center of the Kingdom of Saudi Arabia.  

· Established initial CM plans and processes in accordance with IEEE Standard 828-1990, ISO 9001, CMMI and CSC Catalyst Framework.  Performed process audits, authored findings and provided recommendations for improvement and ways to meet all required processes.  

· Performed audits on Configuration Management process in place documenting any shortcomings.  Performed corrective actions to align CM process with current standards and best practices.


	Senior Business Analyst
	Computer Sciences Corporation
	2001 - 2006

	· Project Manager for the following projects:

· Added Company 2 and 3 functionality as unique companies to the Lawson ERP structure with their own set of business rules and processes.  Managed the deliverables of modified Micro Focus COBOL code, libraries, screen changes and testing of the final product.

· Managed the data cleansing, data validation and data loading of new Company 2 and 3 inventories into Lawson ERP.  Reconciliation was performed with the customer providing the raw data to be loaded after the load process was complete.  

· Application re-hosting of Lawson ERP was preformed from a local US Navy server facility to an EDS server farm located in Oklahoma.  Added CITRIX as the secure log-on to Lawson ERP.  Added Lawson Portal, a web based method as the primary means of accessing and using the system.  

· Member of ERP integration team for LAWSON ERP product versions 7.x and 8.x.  Specifically the Supply Chain Suite and LAWSON portal.  Member of team that provided the system architecture and design to integrate legacy U.S. Navy Supply System IT environments with the LAWSON ERP product. 

· Trusted advisor to Senior NAVAIR leadership.  Provided customer relationship management support for all NAVAIR engagements.  Participated as an active member of the Navy Total Asset Visibility process and is sought out by senior NAVSUP TAV leadership.  Member of the US Navy Total Asset Visibility Steering Committee.

· Senior Functional Analyst for the first and only true "Supply Chain Management" system currently being used by the US Navy.  Expert for LAWSON Supply Chain Suite application version(s) 7.2.3 to 8.0.1.3 and Environment 7.3.3.  RRAM Program is currently in process to be absorbed by the US Navy ERP project converting to SAP solution.

· Provided data mapping to the US Navy ERP team, RRAM is scheduled to be one of the first legacy applications to be migrated to US Navy ERP SAP solution.  Performed data mapping to Oracle 8i and 9i tables used by Lawson ERP to support adding additional customers requiring new business rules to the existing Lawson forms.  

· Provided ad-hoc management reports to senior leadership of NAVSUP, NAVSEA, NAVAIR and NAVICP.  Developed ad-hoc and other special reporting using SQL queries against Oracle version 8.i and then 9i relational databases for in-house use.  Developed / programmed MS Access databases in support of the RRAM project.


	Quality Assurance / Audit Manager
	Lockheed Martin
	1999 – 2001

	· Project Manager for two separate Automated Voice Response (AVR) system upgrades.  AVR system used onsite supported a 100 person payment processing operation with call center for the Commonwealth of Pennsylvania.  Upgrades allowed authorized individuals to make payments using credit cards or ACH transactions from their bank accounts in addition to obtaining general information about their child support accounts.

· Project Manager for all business process improvements and five major software changes to the payment processing imaging system used to process checks, capture and store images of checks and documents. Dealt with vendors and internal programmers on system life cycle development, deliverables, testing and integration of the product.  

· Project Manager to develop a standard hardware/software package used at 7 similar sites within the line of business. Standardized capabilities and increased functionality throughout the line of business.

· Co-author of change management and risk management sections of the corporate system and network operations manual used by all image-based operations.

· Met or exceeded all operating goals during a full start-up of an image-based payment processing operation.  Developed life cycle testing criteria for all software, systems and sub-components, then performed the testing.


	Carl KrausE
Alternate Configuration Manager

	Electronics Technician CPO(SS)
	US Navy
	1975 – 1998

	· Member of Management Operations Center (MOC) during a two year shipyard period (MOC is the equivalent of a current Project Management Office).  Processed, scheduled, notified shipyard departments when work was authorized to begin and closed out over 4,500 line items of scheduled work. Kept project on budget and on schedule without any major accident or injury.

· Performed as Project Manager for three special equipment installation/removals, and equipment verification of performance when loading special equipment prior to a scheduled long-term deployment.  The equipment was scheduled for delivery, installed, performance was tested and validated.  Equipment was maintained and subsequently removed upon completion of the deployment and configuration returned to normal operations. 

· While attached to NROTC Unit Cornell University acted as a full university teaching assistant for two university-wide open classes.  Delivered sections of courses, prepared and graded exams and assisted students with labs. 

· Provided repair and maintenance of electronic communications and navigation equipment.


	Danian Philbert
Primary Hardware Technician

	Required Experience
	 10 years related experience

	Education/Training
	· Microsoft Word

· Excel

· PowerPoint

· Database Entry 

· Windows Management Server 2003

	Professional/Technical Certifications
	· A+ Certified Professional (2002/12/05)

· Dell certified in Printers, Desktop, Notebook, PowerVault and PowerConnect

	English Language Knowledge
	Excellent

	Standard Automated Data Processions (ADP) Knowledge
	· Word Processing:

· Spreadsheet:

· Graphic Presentation:

· Database:

	Clearance Information
	Security Clearance: Secret
Date Granted: 10/17/2008
Organization Granting Clearance: NATO

	Nationality
	U.S. Citizen


	Employment History/Applicable Experience

	Contractor/CIA/Network Support Tech
	Social Security Administration (SSA) Data Center
	2008 – Present 

	· Provide help desk support for Social Security Administration’s (SSA) LAN/WAN environment

· Provide help desk support for all SSA employees nationwide, responsibilities include extensive hardware and software troubleshooting, monitoring and coordinating resolution and problems occurring within. Fully proficient with the Change, Asset and Problem Reporting System (CAPRS) logging and ticketing system 

· Troubleshooting and diagnosis of network issues, printers and PCs  

· Adding printers to ports on workstations and the server, adding PCs and users to the domain, mapping to drives on the network and workstations to copy or transfer files

· Software experience includes: mainframe application troubleshooting, Windows 2003 server troubleshooting, and Windows XP

· Maintain and apply security and operating system scripts, patches updates and enhancements on workstations

· Responsible for troubleshooting and problem resolution support for 200,000 plus user environment

· This support includes:

· End users accounts; servers; workstations; routers; switches; Internet/Intranet; and printers

· A host of commercial and in-house software applications

· Mainframe environment (PCOM route data, adding devices in DOORS, and secure print traffic)

· National Microsoft Windows XP and Active Directory roll-out with new workstations and printers

· Consulting with level 2 and level 3 engineers in an effort to resolve problems on the initial call

· Support and implement the workstation replacement process for SSA offices across the US

· Works closely with outside vendors in using their products and services that are customized to meet SSA end user’s needs.

· Work with  System Administrators and Site LAN Coordinators to define, document, investigate, analyze, and resolve system problems

· Assist and provide knowledge transfer to system administrators and site LAN coordinators in solving problems with Microsoft Office Suite, Windows 2003/2000 servers and workstations running Windows XP, SMS, and Active Directory, and resolving Internet/Intranet connection problems

· Dispatch vendor hardware tickets at defined priority levels and detail call/problem documentation of reported incidents using CAPRS

· Notify upper management of outages and severity one issues via paging, email, and InfoCast postings

· Assist management in training new employees, and help management with various special requests

· Provide knowledge and help to any co-worker who has questions

· Stay up-to-date with new technologies that may be job-applicable


	Danian Philbert
Primary Hardware Technician

	PC Build and Repair Tech/ Software and Hardware Spec
	Self Employed
	2002 – 2008

	· Built PCs in multiple hardware and software configurations

· AMD Machines, Intel Machines

· Dual and single boot Operating System

· With and without Virtual Machine setup

· Configured and installed printers, for local workstations and LAN 

· Troubleshot and repaired printers including Dell, Lexmark and HP

· Repaired multiple PCs with hardware complications

· Provided basic and advanced troubleshooting

· Installed many Operating Systems including Windows 95-98-Me-2000-XP and Vista

· Installed and managed  in a school environment Windows NT 4.0, and Windows 2000 and Windows 2003

· Maintained and created user accounts and policies within Active Directory in a school environment

· Researched networking and application solutions for deployment within the organization

· Imaged and prepared PCs and laptops for distribution to the end-users and for public Internet access

· Skillset

· LAN hardware/software administration, design, installation and configuration

· MS Windows 2003/2000/NT4 Server, Exchange Server, IIS Server administration, Active Directory, RADIUS Server accounting and administration

· MS Windows XP/2000/NT/9X desktop/workstation operating systems

· MS Office 2003/XP/2000/97, Access 2003/XP/2000/97, Outlook 2003/XP/2000/98

· TCP/IP Ethernet Networking, DHCP and static IP addressing

· Symantec Ghost imaging software

· MSIE, Mozilla (FireFox), Netscape Communicator, Opera web browsers, FTP, Email


	Customer Service Manager, Aberdeen, MD
	Wawa, Inc.
	2007- 2008

	· Provide guidance and supervision of a diverse staff in customer relations and business management.  

· Directly responsible to resolve customer concerns and issues related to the daily business operations of a fast-paced retail operation


	Marine Liaison / Logistical Analyst / Logistic Vehicle System Operator
	United States Marine Corps
	1999 – 2006

	· Counseled wounded marines and assisted their family members during the difficult recovery period after returning the states

· Coordinated events with family members, politicians and other high ranking officials while maintaining the highest degree of dignity for all involved

· Joint Personal Effects Depot, Aberdeen Proving Ground, MD, 2004-2005

· Provided logistic support for the receiving and shipping of personal effects belonging to marines wounded and killed in theaters of operations overseas

· Coordinated with Casualty Officers representing next of kin to ensure that personal effects were received in a timely and professional manner

· Responsibilities also included data management, MS Excel, and database management 

· Assisted in desktop relocation and setup

· Troubling shooting and network printer installations

· Memory upgrades, software re-installation and new installs

· Operation Iraqi Freedom, Iraq and Kuwait, 2003-2004

· Served as a logistic vehicle system operator in the Iraq theater of operation responsible for the movement of critical supplies and equipment in hostile environments

· Coordinated with multi-echelon facilities during loading, unloading and inventorying of materials required to sustain operations in Iraq and Kuwait.


	RONALD MARTINEZ
Alternate Hardware Technician

	Required Experience
	 15+ years related experience

	Education/Training

	· Bachelor of Science, Management Candidate, Park College, Parkville, MO, 105 

· DISA, Windows XP Security, 2006

· Learning Tree, Intro to Windows Server, 2003, 2006

· Ft. Gordon, GA, Information Security Training, 2006

· Introduction to Windows 2003 Server and Active Directory Administration through Quest Active Roles Server, 2005

· CBT, U.S. Southern Command, Information Security Systems,  2005/6

· CBT, Installing and operating a Windows XP Professional workstation/client 2004

· Introduction to MAGIC database systems, 2004


· DISA, Information Assurance Policy & Technology, V1.0, 2004/5/6

· DISA, Information Assurance Awareness, V1.0, 2004

· Operating TACLANE and DTD crypto devices, 2003

· ArcView Application,2002

· CBT, 162m1-3; 468m1-2; Information Security, O/S System & Security Knowledge, 2001 

· MS Exchange 5.5 Administrator Course, Learning Tree, 2000

· Information Systems Security Officer Course, Defense Information Security Agency,1997

· Counter-drug Intelligence Analyst Course, Navy & Marine Corps Intelligence Center,1995

· Intelligence Advanced Non-commissioned Officer Course, U.S. Army Intelligence Center, 1992

· Battle Staff and Operations Course, U.S. Army Sergeant’s Major Academy, 1991

· Intelligence Basic Non-commissioned Officer Course, U.S. Army Intelligence Center, 1988

· U.S. Army MICROFIX Intelligence Orientation Course, U.S. Army Forces Command 198 Intelligence Analyst Course, U.S. Army Intelligence Center, 1978

	Professional/Technical Certifications
	· TEMPEST Re-Certification 2002/3/4/5


· TEMPEST Certification 2001


	English Language Knowledge
	Excellent

	Standard Automated Data Processions (ADP) Knowledge
	· Word Processing:

· Spreadsheet:

· Graphic Presentation:

· Database:

	Clearance Information
	Security Clearance: TS
Date Granted: 

Organization Granting Clearance: 

	Nationality
	U.S. Citizen


	Employment History/Applicable Experience

	ManTech
	Associate Field Engineer
	2000 – Present 

	· Provide Associate Field Engineer support for the United States Embassy, El Salvador Country Team Theater C4S Support Center (TCSC) on classified and unclassified systems

· Expanded TCSC Cooperating Nations Information Exchange System and Participating Nation Network, Military Group Command, Control, Communication and Computers System and Force Protection Detachment C4S 

· Provide regional support to US Embassy’s Country Team Belize, Guatemala, and Honduras


	RONALD MARTINEZ
Alternate Hardware Technician

	Sabre Systems, Inc
	Field Information Resource Specialist
	1999 – 2000

	· Provided support to American Embassy Bolivia, Drug Enforcement Administration (DEA) Firebird systems.  Sites, located at  La Paz, Santa Cruz, Cochabamba, Chimore, and Trinidad, consisted of five servers, 84 Workstations, and 83 users.  

· Experienced with system and network administration and installation, maintenance, and management of the Digital Server 3000R, CISCO 3600 series,  Catalyst 1900 series, APC Smart UPS 2200, HP ScanJet ADF, HP LaserJet 4000 TN printers, and Pentium II 300Mhz workstations and sub-components

· Managed operating systems consisting of MS Windows 95, Windows NT Server, and DOS

· Demonstrated experience with MS Exchange, MS Office Pro, Corel 7, Adobe, HP Deskscan, Netscape, Department of Justice Communications, PC Tare, Case Management, MS Outlook, JetForms, WinZip, and Seagate Backup and Adaptec software

· Knowledgeable of DEA Firebird software standards and quality and security assurance methods

· Provided critical logistical support recommendations for international sites to DEA Headquarters and vice-versa


	ManTech
	Sr. Computer Systems Specialist
	1999

	· Maintained the various Audio/visual, Communication, and security systems associated with the SCCU Project

· Wrote technical manuals and provided engineering and programming solutions to any new operational requirements specified by the government


	Electrospace Systems Inc/Loral Aerospace Services
	Senior Switch Technician
	June 1991 – April 1993

	· Provided support to the American Embassy Bolivia, for DEA Firebird systems.  Sites, located at  La Paz, Santa Cruz, Cochabamba, Chimore, and Trinidad, consisted of five servers, 84 Workstations, and 83 users.  

· Experienced with system and network administration and installation, maintenance, and management of the Digital Server 3000R, CISCO 3600 series,  Catalyst 1900 series, APC Smart UPS 2200, HP ScanJet ADF, HP LaserJet 4000 TN printers, and Pentium II 300Mhz workstations and sub-components

· Managed operating systems consisting of MS Windows 95, Windows NT Server, and DOS

· Demonstrated experience with MS Exchange, MS Office Pro, Corel 7, Adobe, HP Deskscan, Netscape, Department of Justice Communications, PC Tare, Case Management, MS Outlook, JetForms, WinZip, and Seagate Backup and Adaptec software

· Knowledgeable of Firebird software standards and quality and security assurance methods

· Provided accurate information for the completion of systems security accreditation


	Frank Brown
Primary Repair/Exchange Specialist

	Required Experience
	·  

	Education/Training
	· 

	Professional/Technical Certifications
	· 

	English Language Knowledge
	Excellent

	Standard Automated Data Processions (ADP) Knowledge
	· Word Processing:

· Spreadsheet:

· Graphic Presentation:

· Database:

	Clearance Information
	Security Clearance: 

Date Granted: 

Organization Granting Clearance:

	Nationality
	U.S. Citizen


	Employment History/Applicable Experience

	Logistics Manager
	Lockheed Martin
	2008 – Present 

	Assigned to Kabul, Afghanistan as the Senior Logistics Manager.  Responsible for all aspects of logistics for the remote site to include coordination of mission essential service support. 

· Inspect and evaluate inventory

· Update MICAPs daily

· Track and check to make sure maintenance activities are in compliance with supply policies and procedures

· Issue, ship, deliver or transfer property from destination and originating points

· Account for all items contained in mobility readiness spare packages

· Prepare for and participate in administration Contract Office Property Control Inspections

· Report supply and inventory deficiencies to the site supervisor, and recommend corrective actions to improve maintenance and supply operations functionality

· Inspect conditions of property received

· Validate property with procurement specifications

· Identify property, using technical data and blueprints, and identify components to subassemblies


	Logistics Analyst II
	BAE Systems
	2006 – 2008

	· Researches, receives inventories, stows and issues material in the support of the 4.5.9.1. SCN/FMS program

· Reporting of RFI components for assignment and pre-positioning of New Ships Construction

· Responsible for the shipment of the UPX-24 and OE-120 systems to the fleet for shipyard installs

· Responsible for the shipment of F/C 5 retrofit kits to the fleet for install by BAE technicians


	OOMA Weapons Baseline Manager
	Synectic Solutions Inc.
	2006 – 2006

	· Logistics Specialist for Configuration Management Information System (CMIS) and NALCOMIS Optimized Operational Maintenance Activity (OOMA) collection team efforts

· Research, analyze and verify OOMA/CMIS baseline configuration data for the Weapons ALW Baseline task utilizing authoritative base data collection resources including Aircraft Work Unit Code (WUC) Manuals, Maintenance Instruction Manuals (MIIMs), Maintenance Requirement Cards (MRCs), Maintenance Plans (MPs), Periodic Maintenance Information Cards (PMIC), technical Directives (TDs), Engineering Drawings, Illustrated Parts Breakdown Manuals (IPBs, HAYSTACK, FEDLOG, and NAVICP databases

· Ensure team compliance with NAWCAD 3.6 Quality Assurance Management Plan


	Frank Brown
Primary Repair/Exchange Specialist

	Senior Logistics Specialist
	ManTech
	2005 – 2006

	· Assigned to Kabul, Afghanistan as the Senior Logistics Technician. Responsible for all aspects of logistics for the remote site to include coordination of mission essential service support

· Inspect and evaluate inventory

· Update Remote Site Management System (RSMS) supply data daily

· Update MICAPs daily

· Track and check to make sure maintenance activities are in compliance with supply policies and procedures

· Maintain the physical records for all K-2 ATCALS vehicles

· Arrange for the repair and service of assigned vehicles as mission essential maintenance in support of K-2 requirements and ensure that they were effectively, efficiently and completely operational

· Issue, ship, deliver or transfer property from destination and originating points

· Account for all items contained in mobility readiness spare packages

· Prepare for and participate in Administration Contract Office Property Control Inspections

· Report supply and inventory deficiencies to the site supervisor, and recommend corrective actions to improve maintenance and supply operations functionality

· Inspect conditions of property received

· Validate property with procurement specifications

· Identify property, using technical data and blueprints, and identify components to subassemblies


	Reliability/Maintainability Engineer Technician
	ManTech
	2003 -2005

	· Perform 100% Reliability and Maintainability (R&M) data collection and review effort, in support of development testing of the V-22 Osprey aircraft, by providing R&M analysis through the documentation of failure and maintenance actions (scheduled and unscheduled) histories for the aircraft and all component parts

· Ensure that all data collected in a form suitable for use by the R&M test team and R&M review board (RMRB)

· Traveled for 6 months to Halifax, Nova Scotia in support of Natural Ice Testing for the V-22 program


	Technical Specialist Logistics
	ManTech
	2001 -2003

	· Quality Assurance Task Lead supporting NAWCAD 3.6 in the E-2C, TE-2C and C-2A Configuration Management Information System (CMIS) and NALCOMIS Operational Maintenance Activity (OOMA) data collection effort

· Directed data collection team's quality assurance personnel in Hinton West Virginia to ensure all goals and objectives were accomplished in accordance with data collection plan and contract requirements

· Reviewed access database inputs for accuracy, using information systems like FEDLOG, HAYSTACK and Joint Engineering Data Management Information and Control System (JEDMICS) to verify correct database information

· Prepared project status reports and reviewed monthly reports required by Quality Assurance Program Manager for contract deliverables

· Provided problem solving ideals and technical advice to the Quality Assurance Program Manager as required to meet task requirements within assigned timeframes


	Frank Brown
Primary Repair/Exchange Specialist

	Aviation Storekeeper
	United States Navy
	1981 – 2001

	· 20 years of professional experience in increasingly demanding logistics services/management positions

· Performed Integrated Logistics Support (ILS) planning, logistics program support, and element analysis for Naval Inventory Control Point (NAVICP) item managers for FA-18 A/B/C/D; F-14 A/B/D; E-2C; A-6; P-3 A/B/C and UP3A; C130H/T; SH60 F and H; C2A; S3A/B/ES3A/US3A, CH53A/RH53A/D aircraft

· Hands on, in-depth experience and a consistent track record of success in aviation supply support management and administration, document and material control/property systems management, acquisition, purchasing, receiving, consumable/repairable management, AVDLR carcass tracking accountability/inventory accuracy, storage and issue/delivery of aeronautical material in support of naval aviation maintenance and aircraft readiness

· Directed a highly successful, multi-faceted division employing 55 military/civilian personnel involved in providing timely aviation supply support

· Provided logistics support through the use of computer generated reports, listings and other related data tailored to maintenance needs and focused on full mission capable aircraft readiness

· Skilled in long and short range planning with strong background in coordinating/expediting logistical support from NAVICP, various Army, Air Force Defense Logistics Activities, NSC's, Naval Aviation Depots and Aviation Maintenance Departments as well as applicable aircraft manufacturers/sub-contractors

· Interfaced frequently with NAVAIR/NAVSUP, TYCOMs, and functional/type wings to enhance integrated logistics support and aircraft readiness

· When deployed, directed a shore detachment, prioritizing and expediting the movement/shipment of the most critical logistics requirements


	Breone Sharpe
Alternate Repair/Exchange Specialist

	Required Experience
	 8 years related experience

	Education/Training
	· USA Leadership Training Fort Dix, NJ,  2 wks, 2006

· Automated Logistical Specialist Course Fort Lee, VA, 3 months, 2000

· Bachelor of Arts in Sociology, VA State University Petersburg, VA  1994        

	Professional/Technical Certifications
	· 10 k Forklift and below license 

· SARRS Certified

· Automated Logistical Specialist

	English Language Knowledge
	Excellent

	Standard Automated Data Processions (ADP) Knowledge
	· Word Processing:

· Spreadsheet:

· Graphic Presentation:

· Database:

	Clearance Information
	Security Clearance: Secret
Date Granted: 04/16/2002
Organization Granting Clearance: Department of the Army

	Nationality
	U.S. Citizen


	Employment History/Applicable Experience

	Sr. Logistics Warehouseman
	KBR
	2009 – 2009

	· Coordinates material movement between warehouse and production areas. Advises management of the status of work in progress, material availability, and potential production problems to ensure that personnel, equipment, materials, and services are provided as needed

· Receive, store, maintain and issue supplies, to include turn-ins/retrograde

· Coordinates with warehouse and procurement for shipping/receiving of parts and status of ordered equipment in accordance with the US Federal Acquisition Regulations (FAR)

· Analyzes and recommends cost efficient methods of shipping in addition, provides customer support through visits, telephone and email communications

· Assist management in accomplishing the short term goals for the department/function

· Assist in the decision making process and handle files in timely and effective manner

· Write and attach RFID tags with level 6 data and paperwork for shipping to corresponding customers

· Ensure compliance with safety policies and procedures, and ensure compliance with applicable government regulations 

· Train new employees on shipping and receiving procedures

· Schedule equipment and personnel; confirm material supply and demands; prepare work orders or purchase requests for the production or purchase of components or parts based on a master production schedule

· Analyze work process and develop metrics for measurement of performance 

· Operate and be proficient with the software, manuals and workstations that are provided by the military to operate the Forward Redistribution Point such as SARRS-1, AMS, TIPS, and FED-LOG


	SAMMS-E Supervisor
	United States Army Reserve
	2008 – 2009

	· Planned, prepared, issued, and controlled production schedules and material requirements

· Scheduled, shop loaded, and inventoried requirements; coordinated interdepartmental activity with quality assurance, manufacturing, purchasing, inventory control, and contract administration; scheduled and expedited the movement of parts by means of move orders, stock transfers, and requests for shipping orders; analyzed inventory usage, scrap, and shrinkage, and coordinated any appropriate action  

· Supervised/utilized Unit Level Logistic System- Aviation (ULLS-A)/SAMMS-E to manage logistic duties


	Breone Sharpe
Alternate Repair/Exchange Specialist

	Logistics Management Specialist
	United States Army Reserve
	2005 – 2008

	· Supervised preparation of material control and accounting input for data processing and reviewed output documents.

· Inspected and evaluated inventory management activities

· Directed supply personnel in establishing and maintaining of supply and inventory control management functions.

· Analyzed statistical data to determine effectiveness of technical edit

· Ensured compliance with current regulations and directives pertaining to financial inventory, accounting, and stock funding

· Determined current and projected repair requirements


	Tech Supply NCO
	United States Army 
	2004 – 2005

	· Supervised inventory and maintenance of over $12 million worth of PLL parts spread out in five ISU-90 containers and one 20 foot MILVAN.

· Managed PLL parts to ensure the Battalion’s zero balance stayed under 10% 

· Contributed to the maintenance Company’s ability to maintain an 83% OR rate while the battalion flew 25,000 combat hours during the deployment in support of OIF II


	Automated Logistics Specialist
	United States Army 
	2001 – 2004

	· Responsible for managing parts for 18 0H58-D attack helicopters in deployment to Bosnia and Thailand

· Assured stock numbers, prices, sources of supply and other data were correct through the use of FEDLOG data file

· Conducted inventory reports and prepared cancellation and follow-up documents 

· Prepared items for turn-in in accordance with DOD regulations


5.  ManTech’s Capabilities

ManTech International Corporation, established in 1968 and headquartered in Fairfax, VA, is a leading provider of innovative technologies and solutions for national security programs for NATO; the U.S. Departments of Defense, State, Homeland Security, Justice, and Energy; and other U.S. Government agencies. As an operating division of TSG, the largest operating group within ManTech International Corporation, MGSC, headquartered in Chantilly, VA, has more than 30 years’ experience providing worldwide operational and maintenance support for communications and information systems. 

ManTech is an International Organization for Standardization (ISO) 9001:2000-certified company whose quality management procedures, processes, and techniques have been used successfully on operations and maintenance (O&M) support services contracts in locations around the world; often in remote, austere, and sometimes hostile areas. ManTech has supported military operations in Afghanistan, Bosnia, Iraq, Kosovo, Kuwait, Kyrgyzstan, Uzbekistan, and Qatar. The highly successful nature of our quality management approach and capabilities is demonstrated in our response to NAMSA, U.S. Southern Command, U.S. Northern Command—Joint Task Force and the 20th Support Command mission requirements throughout the European, Middle East, and SWA theaters. By applying the same proven capabilities through an integrated quality management approach, Team ManTech can guarantee successful contract performance and reporting on the Provision of CIS Consultant Services for ISAF, Lot 1 contract. 

Team ManTech is currently performing and managing more than 100 contracts in support of IT, C4I, networking, and telecommunications systems. Segovia is currently managing more than 50 customers for satellite and telecommunications systems, focused on end-to-end managed network services. To appropriately portray our experience, we have chosen four recent ManTech and Segovia support services contracts, to include one from ManTech that directly mirrors the type of service support needed on Lot 1.

5.1.  Past Performance

5.1.1.  Past Performance Reference #1 (ManTech)
	NATO Training Mission—Iraq

	Contract Reference Title
	NATO Training Mission—Iraq (NTM-I)

	Contract No.
	LR-RBG4600001334
	Contract Type
	Firm-Fixed Price

	Total Contract Value
	$21M to date; $31M overall

	Start Date
	October 1, 2006
	End Date
	September 30, 2011

	Customer’s Name/Address
	NAMSA
L-8302 Capellen (G.D. Luxembourg)

	Point of Contact
	Attila Akalin, Senior Buyer, NAMSA Procurement Division
Ph: +352-3063-6345; Fx: +352-3063-4300; Email: aakalin@namsa.nato.int

Robert Cockburn, COTR

Ph: +352-3063-6256; Fx: 352-3063-4300; Email: rcockburn@namsa.nato.int

	Demonstration of how referenced contract is substantially similar in size, scope, and value

	NATO Customer
	Yes—NAMSA

	Technical Support in Remote Locations
	ManTech provides the full scope of computer information systems duties, including project director, network engineer, telecommunications and PABX analyst, COMSEC management, helpdesk, and server administration. We operates what NATO refers to as Depot 42 and provide logistical support for NTM-I CIS materials using the NATO Depot Support System (NDSS). One person serves as the contract manager and provides high-level engineering support to the personnel located at NTM-I operating locations in Iraq. 

	Number of Contractor Personnel on Contract
	13

	Key Contract Similarities
	ManTech personnel:

· Must meet security clearance requirements (NATO Secret).

· Measure performance evaluation with formal service level agreements (SLAs).

· Provide monthly progress reports.

· Provide operations and maintenance support for the NTM-I communications and information systems.

· Provide engineering and administration support for the LAN, including, but not limited to, administering user accounts, setting up and maintaining the Windows 2003 user environment, setting up permissions and network shares, and administering the Microsoft Exchange environment. 

· Identify actions/procedures that will improve performance of the network. Action plans are implemented only after NTM-I CJ6 approval.

· Provide first line service desk (helpdesk) support and escalate to second-line systems administrators and network engineers.

· Track incidents using the Remedy Trouble Ticketing System. Tickets are updated until problems are resolved to provide accurate ticket history and build the knowledge database.

· Configure and install NATO-provided software on all servers.

· Operate and maintain the HiPATH 4000 PABX to include adding, deleting, and moving subscribers.

· Operate and maintain the x-band SATCOM equipment. 

· Perform INFOSEC and crypto custodian duties.

· Provide logistical support activities including support for the NDSS.

· Maintain an up-to-date inventory of all equipment.

· Endure living conditions in Baghdad, Iraq that are deemed austere.

· Have medical and indemnity insurance per contract requirements.

· Attended pre-deployment training prior to starting work.

· Are in possession of personnel protective gear (e.g., flak jacket and helmet).


Detailed Contract Description

ManTech provides 13 personnel to the NTM-I. Nine of these are assigned to the NTM-I HQ—performing a full scope of computer information systems duties, including project director, network engineer, telecommunications and PABX analyst, COMSEC management, helpdesk, and server administration. This team operates what NATO refers to as Depot 42 and provides logistical support for NTM-I CIS materials using the NDSS. The team identifies requirements, processes requisitions, and receives and issues CIS equipment to each NTM-I customer. If CIS equipment fails, personnel initiate an Emergency Maintenance Repair request within 24 hours and send it to NAMSA and NC3A for disposition instructions. If the equipment is under warranty, the team packages it, prepares required shipping documents, and delivers it to the carrier. If the equipment is determined to be beyond economical repair, the team prepares a Report of Survey to be provided to the Operational Commands J8. This team also acts as the forward staging area for newly acquired and spare CIS equipment. The team ensures CIS equipment is transferred prior to NATO personnel rotations, and, if equipment is being transferred out of NTM-I, the team initiates actions via NDSS. Additionally, the team performs an annual 100% inventory of all CIS equipment. Four personnel are assigned at the NTM-I forward operation, providing technical support for the helpdesk, telecommunications and PABX, and crypto and server administration. One person is assigned to the NCSA SMD COE TIS serving as the contract manager and providing high-level engineering support to the personnel located at the NTM-I operating locations in Iraq. 
5.1.2.  Past Performance Reference #2 (ManTech)
	USSOUTHCOM Theatre, C4I Support Center

	Contract Reference Title
	USSOUTHCOM Theatre, C4I Support Center (TCSC)

	Contract No.
	DAAB07-03-D-B007
Subcontract: S02725.BD02
	Contract Type
	Time & Materials

	Total Contract Value
	$40M

	Start Date
	April 6, 2007
	End Date
	August 3, 2009

	Customer’s Name/Address
	CSC
15 Christopher Way, Eatontown, NJ 07724

	Point of Contact
	Paul Marotta, CSC Subcontracts Administrator
Ph: (732) 460-2034; Fx: N/A; Email: pmarotta@csc.com

Steve Foeller, Contracting Officer Representative (COR)

Ph: (703) 704-3559; Fx: (703) 704-3766; Email: foellers@belvior.cms.southcom.mil

	Demonstration of how referenced contract is substantially similar in size, scope, and value

	NATO Customer
	No—the customer was USSOUTHCOM. The contract involved the support of various entities within USSOUTHCOM, including locations in SWA, Naval Station Guantanamo Bay, and other locations throughout Latin America. USSOUTHCOM is a joint command of personnel representing the U.S. Army, Navy, Air Force, Marine Corps, and Coast Guard, as well as several other Federal agencies.

	Technical Support in Remote Locations
	ManTech ensured real-time support of all network and computer operating systems at CONUS and OCONUS sites throughout the USSOUTHCOM Theater of Operations. This was accomplished through the deployment of more than 40 onsite technical representatives (OSTRs) located at diplomatic missions and host nation sites throughout Latin America and the Caribbean. ManTech’s OSTRs were proficient in a wide range of technologies and received training in numerous government-off-the-shelf (GOTS) applications to provide robust technical service and support. This includes desktop and LAN management, software application assistance, and over-the-shoulder training to individual tenant agencies and law enforcement agencies.

	Number of Contractor Personnel on Contract
	40+

	Key Contract Similarities
	ManTech personnel:

· Provided logistical support through quality control (QC) and quality assurance (QA), warehouse, procurement, transportation, configuration management, and the overall support to systems engineering and integration. 
· Were responsible for adhering to SLAs and delivering monthly progress reports.

· Established a training facility and a trainer who developed and honed a TCSC software build and hardware overview, and provided regularly scheduled courses for Joint Inter-Agency Task Force – South (JIATF-S) students. 
· Performed C4 systems architecture and engineering support.

· Performed all required C4S operations and maintenance support functions, including performing technical and enterprise support for the downrange users, and responding to circuit outages and critical service failures within 24 hours.

· Tracked incidents using MAGIC Total Service Desk database.


Detailed Contract Description

Under subcontract to CSC, ManTech was the technical lead, providing development, fielding, and lifecycle support of USSOUTHCOM C4 systems, to include planning, engineering, installation, operation, maintenance, and protection of IT, information management (IM), and voice systems. The Theater C4 system includes the Counternarcotics Command and Management System (CNCMS), the Participating Nations Network (PNN), the Cooperating Nations Information Exchange System (CNIES), and the U.S. Military Group Command Control, Communication and Computer Systems (MILGP C4S). ManTech personnel configured, integrated, tested, packaged, and delivered Government-furnished hardware/software suites to locations in Central and South America, Mexico, and the Caribbean. This included installing the equipment, providing applications training to users, performing network administration, and maintaining the system at 99% readiness. 

C4 Systems Architecture and Engineering. ManTech worked with USSOUTHCOM ES-C4I staff in support of the development, installation, and configuration of a C4S architecture that met the needs of the combatant commander. ManTech developed engineering installation plans that accounted for all aspects of hardware and software procurement; ensured compliance with DoS TEMPEST Emanations requirements; appropriately secured storage and shipments; and performed installations, test procedures, and acceptance of the installed environment. ManTech’s experience in meeting the multitude of requirements that originate from the DoD and DoS Overseas Buildings Operations (OBO), Diplomatic Security, and DoS TEMPEST Emanations Laboratory allowed ManTech to effectively and efficiently meet all of the requirements in a cost- and time-effective manner.

ManTech developed technology insertion initiatives in support of the USSOUTHCOM combatant commander’s IT vision. Under the large umbrella of Network Interoperability and Systems Interoperability, the ES-C4I developed strategies to address a wide range of initiatives. The primary initiatives of this strategy included, but were not limited to:

· Developing a Continuity of Operations Plan

· Developing a Network Common Operating Picture (NetCOP) Implementation Plan

· Developing a Domain Trust Implementation Plan 

· Conducting a data call for Everything over Internet Protocol (EoIP) opportunities

· Evaluating options for the Defense Red Switch Network (DRSN) over Internet Protocol (IP)

· Publishing a crypto modernization roadmap for the Command

· Developing a Mobile Access Plan

· Installing and maintaining collaboration tools

· Developing, installing, and maintaining an application baseline

· Contributing to the C4 Architecture Roadmap

Enterprise Systems Support. ManTech has more than 40 dedicated and highly qualified field service technicians throughout the USSOUTHCOM Theater of Operations in both CONUS and OCONUS, including the Transformational Networks Coordination Cell (TNCC), who provide dedicated and regional support of the robust C4S architecture supporting the TCSC. ManTech provided qualified personnel to perform all required C4S operations and maintenance support functions, including performing technical and enterprise support for the downrange users. ManTech’s personnel responded to circuit outages and critical service failures within 24 hours (exclusive of travel time). Where failures occurred in regionally supported sites, during weekends, or on a Government holiday, ManTech personnel arrived at the affected area within 48 hours of notification (exclusive of commercial travel).

ManTech provided a responsive repair turn-around time to keep the supported systems and equipment items in operational status. All repairs were documented within the incident management module of the MAGIC Total Service Desk database and submitted to the Government technical lead in a monthly report. ManTech’s ability to maintain operational availability exceeded 99% throughout the performance of the task order. Excluding shipment in theater, ManTech ensured all workstations and networking equipment were repaired within 72 hours and that peripherals were returned to operations within seven days. 

Integrated Logistics Support. ManTech provided comprehensive integrated logistical support (ILS) through QC and QA, warehouse, procurement, transportation, configuration management, and the overall support to systems engineering and integration. ManTech personnel tracked and administered the maintenance contract and reported all compliance issues to the Government task leader (GTL). ManTech provided all necessary procurement and costing information to the GTL and assisted in the procurement of maintenance contracts and spares, making recommendations when necessary on lifecycle replacements when they were determined to be cost effective.

ManTech has an established training facility and a trainer who developed and honed a TCSC software build and hardware overview, and provided regularly scheduled courses for JIATF-S students. ManTech’s 15 years of valued experience with the program enabled the program trainer to develop information on software and hardware builds and configurations, program services, program processes such as the Engineering Change Proposal workflow, and other critical information to custom design a course to the specific needs of students such as the JIATF-S Tactical Analysis Team personnel.
5.1.3.  Past Performance Reference #3 (ManTech)
	Space and Missile Defense Initiatives Support II Scientific, Engineering, and Technical Assistance Program

	Contract Reference Title
	Space and Missile Defense Initiatives Support II (SMDIS II) Scientific, Engineering, and Technical Assistance (SETA) Program

	Contract No.
	W91260-04-D-0003
	Contract Type
	Cost Plus Fixed Fee

	Total Contract Value
	$9,610,372

	Start Date
	February 15, 2005
	End Date
	September 30, 2010

	Customer’s Name/Address
	USNORTHCOM Joint Task Force – North (JTF-N)
Fort Bliss, TX 79918

	Point of Contact
	Sotero Reyes, COTR
Ph: (915) 568-8252; Fx: (915) 568-8008; Email: sotero.reyes@jtfn.northcom.mil
Glenn A. Lindner, COTR
Ph: (915) 313-7749; Fx: (915) 313-7653; Email: glenn.lindner@jtfn.northcom.mil

	Demonstration of how referenced contract is substantially similar in size, scope, and value

	NATO Customer
	No—JTF-N, based at Biggs Army Airfield, Fort Bliss, TX, is a joint service command comprising active duty and reserve component soldiers, sailors, airmen, Marines, DoD civilian employees, and contracted support personnel. JTF-N is the DoD organization tasked to support the U.S. Federal law enforcement agencies in the identification and interdiction of suspected transnational threats (e.g., international terrorism, narcotrafficking, alien smuggling, and weapons of mass destruction) within and along the approaches to the continental United States.

	Technical Support in Remote Locations
	N/A

	Number of Contractor Personnel on Contract
	32

	Key Contract Similarities
	ManTech personnel:

· Provide a full range of technical and engineering support services, infrastructure and information assurance support for the Integrated C4I and Information Systems (ICIS).

· Operate in a joint service environment.

· Provide support for classified networks.

· Perform configuration management.

· Provide full spectrum helpdesk support for all the JTF-N information and communications requirements, including on-call, 24x7 support. When a support request is initiated, the Helpdesk coordinator enters the support information into the support system into an Microsoft Access database, performs an initial assessment of the issue, and assigns a criticality/priority level. All trouble calls are responded to within 24 hours.

· Strictly adhere to SLAs.

· Strictly adhere to Government regulations and standards.


Detailed Contract Description

Under the SMDIS II SETA program, ManTech provides direct support to JTF-N: J2, J3, J4, J5, and J6. As an integral component of the JTF-N team, and in support of DoD- and DHS-related operations, ManTech personnel provide geospatial intelligence and imagery, joint operations center watch standing and support, and logistics management, as well as intelligence, mission-systems, common operational picture, and communications systems analyst support.

Under the JTF-N tasking, ManTech assists the intelligence community and Federal law enforcement agencies by providing information assurance (IA) management/IT security, intelligence analysis, configuration management, helpdesk coordination, systems administration, application support, network administration, and audio/visual production for the directorate of communication and automation. ManTech personnel liaison with other DoD counterparts regularly and serve on Technical Working Groups (TWGs) to provide comprehensive technical consulting services for JTF-N.

ManTech provides IA management/IT security per DISA Security Technical Implementation Guide (STIGS) by serving as the IA officer and IA manager. ManTech’s daily security tasks include:

· Performing vulnerability scans

· Monitoring Intrusion Detection Systems (IDS)

· Investigating and reporting attempts to compromise JTF-N information resources

· Providing malicious software control and reporting

· Performing system tests/evaluations

· Ensuring physical and logical access controls are in place for communications equipment locations

· Conducting security audits

· Performing audit log reviews of security and network devices

ManTech personnel design and implement improvements to the JTF-N network and security posture and provide IA assistance to the JTF-N Information Systems Security Manager (ISSM), Designated Approving Authority (DAA).

ManTech intelligence analysts translate foreign written documents into usable English reports and perform daily research and analysis of Alien Smuggling Organizations (ASO) with emphasis on Special Interest Aliens (SIA), Drug Trafficking Organizations (DTO), and Foreign Terrorist Organizations (FTO) that affect JTF-N’s area of responsibility (AOR). This is accomplished using all available open and classified sources of information and analytical skill sets. We also maintain and provide daily liaison and analytical exchanges/presentations with national law enforcement, the intelligence community, and DoD agencies.

ManTech provides and maintains the configuration management plan for all JTF-N communications equipment. This includes providing desktop configurations management using Norton Ghost imaging technology, providing server configurations management, and inventory reporting of all JTF-N hardware and software components. Additionally user, system administration, and network architecture documentation sets are created and kept up-to-date.

ManTech provides full spectrum helpdesk support for all JTF-N information and communications requirements, including on-call and 24x7 support. When a support request is initiated, the helpdesk coordinator enters the support information into the support system, a Microsoft Access database, performs an initial assessment of the issue, and assigns a criticality/priority level. We respond to all trouble calls within 24 hours. High impact or mission critical trouble calls (mission critical application or infrastructure service [e.g. NIPRNET outage], receives the highest priority) are responded to within the next business day. If the support issue cannot be resolved by the helpdesk, a support request is routed to the appropriate team member. The helpdesk then provides status and exception reporting. All trouble calls are tracked using a routine status report generated from the helpdesk support system database. Helpdesk personnel also assist with user security and new user training, and administer unclassified, classified, and Top Secret Active Directory user account and policy management.
5.1.4.  Past Performance Reference #4 (Segovia)
	20th Support Command—Network and Systems Engineering Support

	Contract Reference Title
	20th Support Command—Network and Systems Engineering Support

	Contract No.
	W912HZ-05-D-0015
	Contract Type
	Firm Fixed Price

	Total Contract Value
	$6,291,177, initial contract value
$22,727,271, current contract value

	Start Date
	April 7, 2007
	End Date
	March 31, 2010

	Customer’s Name/Address
	20th Support Command (CBRNE)
U.S. Army

5183 Black Hawk Road

APG, MD 21010

	Point of Contact
	LTC Edward Hunter, G6, 20th Support Command

Ph: (410) 436-9505; Email: edward.j.hunter@us.army.mil

	Demonstration of how referenced contract is substantially similar in size, scope, and value

	NATO Customer
	No.

	Technical Support in Remote Locations
	The onsite network engineering team is an embedded resource for technical support. The Segovia team has deployed to Iraq and Korea as a member of the unit.

	Number of Contractor Personnel on Contract
	Two embedded contractors, along with “surge” contractor hours.

	Key Contract Similarities
	Segovia personnel:

· Use Segovia’s experience in SATCOM, specifically customer onsite support, training and repair. 

· Embedded network engineers serve as the primary support agents for technical support and training on all equipment supplied in the network. 
· Engineers develop and conduct training classes for military personnel. 
· Network engineers act as the Level 2/Level 3 troubleshooting technicians on third-party equipment associated with Segovia’s network design, implementation, and deployment. 
· Use and share knowledge and expertise of global IP services, including network design and concept engineering. Implementation of the plan included the infrastructure of the main command post at Aberdeen Proving Grounds. 

· Built, integrated, and configured Mobile Command Posts for CONUS and OCONUS operations, as well as the Commanding Generals Response Vehicle. 
· Designed and configured six Weapons of Mass Destruction Communication Fly Away Kits. 

· Trained the 20th Support Command on all of the communications equipment and provided that equipment with a dedicated, secure, reliable, redundant satellite network that is supported 24x7x365 by Segovia’s multi-tiered technical and engineering resources via the network operations and security center (NOSC) and technical assistance center (TAC).


Detailed Contract Description

Segovia provides the 20th Support Command with four dedicated networks covering North America, SWA, Europe-Central Asia, and all the Commonwealth of Independent States. The bandwidth supports remote nodes built by Segovia that include the Main Command Post (MCP), two Operational Command Posts (OCP), and four Weapons of Mass Destruction Control Elements (WCE). Additionally Segovia provides redundant terrestrial connectivity from dual network centers to the 20th Support Command HQ. All of these links are monitored and managed by Segovia’s 24x7x365 TAC and NOSC in Herndon, VA. The U.S. Army 20th Support Command Network project is an example of how Segovia provides the elements described in the following subsections.
Product and Project Scope Development. Segovia worked closely with the 20th Support Command, identifying and developing project objectives, to develop and design network and product solutions to meet the defined objectives and requirements.

Link Budget Analysis. Segovia used link budget analysis to ensure space segments could be closed by the node solutions in all contracted coverage regions.

Satellite Beam Coverage Analysis. Segovia analyzed multiple satellites to ensure coverage area and intensity was optimized and met customer requirements.
Innovative Technology Integration Analysis. Segovia continually researches new technologies for potential cost benefits and/or increased utilization efficiencies.

Satellite Network Design and Configuration. Segovia engineers designed and configured all teleport network equipment and node equipment for four dedicated networks.

Terrestrial Network Design and Configuration. Segovia engineers designed and configured secure terrestrial backhaul to customer HQ from two Segovia network centers

Onsite Systems Support—Garrison and Theater. Segovia has provided and continues to support onsite systems capable of providing VoSIP, Video Teleconferencing (VTC), LAN mobile radio over IP (LMRoIP), infrastructure ABCS systems, NIPR and SIPR connectivity, BGAN/RF connectivity, and security/firewalls. Segovia has provided and continues to support onsite resources that provide strategic communications planning; technology and capabilities advice; ongoing network and remote systems maintenance; and operator training, sustainment, and readiness.

RMA Process Management. Segovia manages manufacturer warranties for equipment provided for customer and allows the customer to have a one stop shop for all equipment issues. 
Terrestrial and Satellite Network Monitoring. Segovia NOC and TAC provide 24 x7x365 monitoring of the both the satellite and the terrestrial network. Segovia monitoring leads to both reactive and proactive support to the 20th Support Command.

Power Systems Design. Segovia engineered and implemented backup power solutions for all nodes and engineered and documented the backup power solution for the entire 20th Support Command main command post.
5.2.  Draft Quality Control Plan

5.2.1.  Purpose and Objectives of the Quality Control Plan

ManTech and Segovia are ISO 9001:2000-certified companies with comprehensive Corporate Quality Management Systems (QMSs) and standard operating procedures (SOPs) adjustable to ensure full compliance to the NATO contractual requirements. Our QMS is fully compliant with the ISO 9000 standard series, which includes ISO 9000, basics of quality management systems and terminology; ISO 9001, quality management system requirements; and ISO 9004, guidelines focusing on effectiveness and efficiency in a quality management system. 
Team ManTech’s management plan objective is to establish a partnership with program management, COTRs, contract specialists, associated customers, and subcontractors, which will provide the solid foundation for mutual communications, understanding of requirements, and implementation of quality standards throughout the program lifecycle.

Team ManTech’s QA personnel will continually monitor and analyze performance metrics during periodic internal audits to evaluate the effectiveness of processes, as well as to evaluate quality of services provided. Customer feedback and lessons learned will be incorporated into our processes to ensure compliance with contractual requirements, schedules, and continuous improvement. Our QA personnel work closely with program management and actively participate in resolving unsatisfactory performance report findings identified internally and/or by the COTR.

Team ManTech has established lines of responsibility and authority that parallel direct supervisory chains and permit independent access to corporate QA management. QA/QC personnel will be assigned for each task based on scope, complexity, and schedule, as appropriate. Through the audit process, QA/QC personnel will ensure task requirements are executed in strict compliance with contractual requirements and documented and approved SOPs. Inspections and/or audit reports will be analyzed to identify trends and apply corrective and preventive actions when necessary, to ensure the achievement of shared quality objectives.

Team ManTech is aware that any non-conformity with the programs’ evaluation must be responded to in writing within seven days of receipt of the signed minutes.

5.2.2.  Performance Evaluation System

Team ManTech’s commitment to 100% customer satisfaction is one of our quality objectives. The active role our QA personnel take in monitoring and analyzing performance metrics, and incorporating customer feedback and lessons learned into our processes ensures compliance with contractual requirements and schedules, as well as continual improvement of the quality of services provided. QA works closely with program management and actively participates to define the workflow that will work best for each task.

Team ManTech’s Quality Control Plan (QCP) objectives are formulated to:

· Meet or exceed all established performance standards

· Involve all personnel in quality management and performance monitoring functions
· Leverage similar task skills to cross-check for quality

· Create a task-wide mentality that encourages and allows all personnel the organizational freedom to identify and evaluate quality problems and discrepancies and recommend solutions 

· Integrate QC processes in all applicable tasks

· Rapidly detect existing or anticipate potential deficiencies

· Proactively resolve problems

· Apply deficiency identification, tracking, correction, and statistical analysis

· Implement systemic process improvements as opportunities are identified

· Execute a customer feedback program with NATO personnel

Through careful planning, we maximize the efficiency and effectiveness of incumbents we bring onto the new contract and those who transition onto the contract from other assignments. Our management approach ensures we staff tasks with proficient personnel, manage these personnel for optimum skill mix, control direct and indirect costs, and closely monitor task progress. 

As the prime contractor, ManTech has structured a fully integrated team atmosphere with our Team ManTech partners. We established terms and conditions in each of our subcontracts with our teaming partners to ensure timely and accurate accounting of all cost and billing data, which is reviewed by our own accounting staff to ensure accuracy.

ManTech manages our subcontractors on two levels. Mr. Lindy Martin, PM, provides technical and management direction to the integrated team, including subcontractor personnel. ManTech provides formal subcontract direction from our subcontracts director to the respective corporate level in the subcontractors’ organizations. Those corporations also provide administrative direction to their personnel, typically on company policies, annual requirements, etc.

Our executive committee comprises executive-level individuals outside the program structure. The executive committee will address major corporate-level issues, such as subcontractor performance issues, inability to provide the required skilled or cleared personnel, or issues that are outside the PM’s purview.

5.2.3.  Performance Management

Frequent and effective communication at all levels is crucial to NATO success. We will tailor our program management approach to provide crisp and unambiguous organizational interfaces and communication paths to ensure the right information gets to the right person at the right time. A key to successful program execution is to select the most qualified personnel to ensure full compliance with customer requirements and/or SOW. Mr. Martin, Program Manager uses task management and progress assessment against a baseline for each task and subtask to effectively monitor work performance with the planned baseline of work activities and monitor any variances. 

Team ManTech continually monitors and analyzes performance metrics during periodic internal audits to evaluate the effectiveness of processes and quality of services provided. We will work closely with JCCC project managers to ensure professional atmosphere for our employees, to emphasize the importance of NATO’s mission, and to actively participate to define the workflow that will work best for each task. Customer feedback and lessons learned are incorporated into our processes to ensure compliance with contractual requirements, schedules, and continual improvement.

Our team fully supports our “one team” culture and will support the requirements of this program seamlessly as a single, integrated team. With both formal (meetings, reports, portals) and informal (phone, email, chat) lines of communication as a foundation, we will reinforce our commitment in every aspect of this program with our steadfast and resilient team. Tools, including QMS, Configuration Management System, performance reporting feedback, and Continuous Process Improvement Program—our system engineered processes, bring an integrated method for performing daily business processes. These techniques and automated tools will assist in holding collaborative sessions, maintaining processes, identifying potential risks, and identifying key performance indicators—as well as maintaining our “one team” culture.

Team ManTech’s QA personnel will monitor and maintain records of quality activities such as internal audit results, management reviews, and corrective and preventive actions, and will provide a detailed report to Mr. Martin, Program Manager. The program stakeholders, including ManTech, suppliers, and subcontractors, will work to ensure adherence to schedule, quality task performance, and effective risk mitigation to successfully meet contract mission requirements. Our Mitigation Plan will address any unsatisfactory areas by initiating a root cause analysis to determine origin of nonconformity. Upon completion of the root cause analysis, Team ManTech will develop an Action Plan to ensure corrective and preventive actions are assigned, implemented, executed and evaluated until resolved. 

5.3.  Other Relevant Documentation

Team ManTech’s NATO Facility Security Clearance Certification is provided in proposal Appendix E.

Appendix A—Administrative/PMO Personnel Resumes
	Michael Polmar
Senior Vice President, TSG

	Education/Training
	BA; Chemistry; Virginia Polytechnic Institute (1988)

	Nationality
	USA


	Employment History/Applicable Experience

	Senior Vice President
	ManTech Technical Services Group
	2009 – Present 

	Responsible for leading Global Communication and Information Systems business unit, encompassing ManTech's NATO support, as well as components of DISA, U.S. Air Force and U.S. Army.


	Vice President
	Neophapsis, Inc.
	2008 – 2009

	Established the Federal Sector business unit, developing federally focused service offerings, marketing and sales plans, financial models and delivery processes. Markets included intelligence community, defense, and Federal civilian.


	Vice President
	Lavell/SkyPort Global
	2007 – 2008 

	Led all sales and marketing efforts within SkyPort Global and across the Lavell portfolio. Markets addressed included Federal Government (Intel and DoD), State and local governments, energy, retail, financial, technology, healthcare, and transportation and shipping.


	Vice President
	SAIC
	2006 – 2007 

	Responsible for re-building and expanding a business development and marketing organization focused on selling services and products to the intelligence community, State Department, and related DoD components, in support of the IIS business unit's $500M annual revenue stream. Role included market research, account management, customer relationship development, capture and proposal management, price-to-win, marketing, alliances, consultants and strategic planning.


	Vice President
	AT&T
	2002 – 2006 

	Directed all network and managed services sales activity for the intelligence community, Federal law enforcement, and DHS. Built and managed a sales organization encompassing sales executives, sales engineering, and an operations team focused on special accounts.


	Director
	New Skies Satellites, Inc.
	2000 – 2002

	Managed the design and deployment of a global terrestrial infrastructure to interface with the New Skies satellite fleet, supporting voice, data and video traffic using clear channel, IP and DVB formats.


	Manager
	AT&T
	1996 – 1999

	Developed and executed various efforts to support U.S. Government communications activities. Programs included the delivery of technologies and services for leading edge customers related to voice, data and IP offerings in premise and network-based environments.


	Director
	Cortana Corporation
	1988 – 1996

	Developed business strategy for U.S. Government efforts. Responsible for business development and financial and technical management of existing contract base. Responsibilities included identifying new business opportunities with current and potential customers, directing bid and proposal efforts, and managing/expanding existing base of technical programs.


	Lindy Martin
Program Manager

	Education/Training
	· MS; Computer Information Systems, Boston University (1993)

· BA; Human Resource Administration, St. Leo University (1983)

· AA; Computer Science; Community College of the Air Force (1975)

	Clearance Information
	Security Clearance: Secret
Date Granted: 06/23/2004
Organization Granting Clearance: NATO

	Nationality
	USA

	Employment History/Applicable Experience

	Executive Director
	ManTech Technical Services Group
	2004 – Present 

	· Management oversight of 60+ NATO contracts over the past four years.

· Manage contracts with multiple NATO agencies, including NC3A, SHAPE, NAMSA, NACMA, NCSA, Joint Warfare Center, Joint Forces Command-Brunssum, Joint Forces Training Center, Joint Analysis Lessons Learned Center, ICES, ACT, ACO, AGS.

· Direct and coordinate the activities of the division to obtain optimum efficiency and economy of operations. 

· Monitor contracts for technical and work performance. 
· Analyze, develop, and manage operating budgets.

· Interface with customers/clients; administer personnel. 

· Ensure conformance with local, state, Belgian, European and NATO regulations. 

· Identified, developed, and implemented procedures and processes for use in the project, including automating procedures and processes. 

· Determined project data needed by staff and provided access to that data efficiently and effectively.

	Manager, Project Information Center
	Affiliated Computer Services (ACS) Defense, Inc.
	1998 – 2004 

	Managed the NACMA Project Information Center (PIC), which included management of all Limited Operational Capability (LOC1) Project data and for the establishment and maintenance of the NACMA Airborne Command and Control System (ACCS) data management procedures. This involved extensive liaison with other NATO and National Organizations and with the LOC1 contractor and it required the extensive use of automation. 

· Ensured all necessary data was gathered, organized, and made available to users of the data at NACMA. 

· Managed all ACCS Contract Data Requirement Lists (CDRLs), all contract correspondence between the contractor and NACMA, and all information exchanged between the LOC1 purchasers. 

· Established and maintained data management procedures for the ACCS program. Monitored and reported on the status of LOC1 action items and taskings. 

· Interacted with the contractor's ACCS Information Management System (CAIMS) database. 
· Prepared and monitored work-flow diagrams including the NACMA review of CDRLs. 

· Tracked the status of each CDRL and reported status to the LOC1 PM. 

· Identified, developed, and implemented procedures/processes for use in the project, including automating procedures and processes. 

· Determined project data needed by staff and provided access to that data efficiently and effectively. 

· Trained agency staff members on use of data management tools used in support of LOC1 including Microsoft Project/Access, and the CDRL commenting tool. 

· Coordinated exchange of electronic data between NACMA, the contractor, NATO agencies and NATO nations. 
· Advised NACMA on Product Data Management (PDM) related issues. 

· Built, maintained, and managed the reference information library. 

· Conducted project data calls to periodically review and assess the need for program data. 

· Coordinated with Configuration Management (CM) Branch in the establishment and follow through of program Engineering Change Proposals (ECPs).

· Established and managed the NATO Year 2000 (Y2K) Support Cell, which acted as the focal point for the central tracking of problems, consultation, co-ordination and liaison for all NATO Y2K related activities. 

· Reported to an integrated project team chaired by the Assistant Secretary General for Defense Support, providing an overall and detailed assessment of the progress of the work to resolve NATO Y2K issues. 

· Liaised on a daily basis with NATO Y2K core personnel representing NATO Military Commanders and General Managers of NATO agencies and Organizations. On a continuing basis, advised appropriate NATO authorities on all matters concerning the Y2K problem including the elimination of overlapping or duplication of efforts. Identified cross-functional issues and opportunities that accelerated Y2K system fixes. 

· Established a helpdesk functionality that provided online, telephone, and email assistance and guidance to the entire NATO community regarding the Y2K issue. 

· Responsible for data collection and development of a secure database containing information on all NATO IT assets used at all NATO facilities and a second database established for Y2K relevant information to assist local NATO commanders in exercising their responsibility for achieving Y2K compliance.

	Senior Scientist/Senior Command and Control Systems Test Engineer
	SAIC
	1997 – 1998

	· Performed systems integration and engineering tasks for classified Command and Control (C2) automation systems operating in or being installed in U.S. Army Europe (USAREUR) to include the Standard Theater Army Command and Control System-Europe (STACCS-E), the Global Command and Control System (GCCS) and the U.S. Army component of GCCS, GCCS-A. 

· Wrote Concept of Operations and was V Corps project manager for implementation of the corps-level deployable GCCS system developed to support establishment of Combined Joint Task Force (CJTF) and Army Forward (ARFOR) Headquarters. 

· Developed concept for, and installed, configured, and managed the STACCS-E, GCCS-A and GCCS test and integration laboratory for the analysis of systems and software performance and the correction of network and/or database consistency anomalies. 

· Chaired and participated in GCCS-A, GCCS, and STACCS-E working groups, deployment planning, technical interchange/co-ordination, and other meetings, as required, providing strategic and tactical operational input. 

· Set-up, connect, configured, installed software and performed diagnostic testing on C2 computers, LANs, and WANs to include testing C2-specific functional area software applications at installed locations throughout the European theater, SWA, and Africa. 

· As a member of the Sustainment Force (SFOR) in the former Republic of Yugoslavia, provided systems engineering, training, and technical support to U.S. and NATO forces involved in operation Joint Guard. 

· Provided onsite engineering and technical support for C2 systems in Tuzla, Bosnia, Slovenski Brod, Croatia, and Taszar, Hungary. 

· In-depth knowledge of the NATO command and control program Crisis-Response Prototype (CRESP), a situation monitoring and reporting tool used to monitor the Common Operational Picture, as well as the Prototype ACE Intelligence System (PAIS), which provides an intelligence system functionality for intelligence data management, situation determination and display, and intelligence exchange with Battlefield Information Collection and Exploitation System (BICES) nations. 

· Knowledge of Cronos/NIDTS, the BICES NATO/national network and the U.S. LOCE network.

	Project Manager
	NATO Consultation, Command and Control Agency (NC3A)
	1992 – 1997 

	· Performed all aspects of project management for NATO Consultation, Command and Control Agency projects including the Recognized Maritime Picture (RMP) and NATO Maritime Intelligence Coordination Centers (NMICC). 

· Coordinated all activities with the international staff to obtain project technical and fiscal support from required NATO working groups and committees. Responsible for project implementation and life cycle management including requirement definition, specification development, cost estimation, procurement, implementation and system integration. 

· Implemented NMICC and RMP client/server systems.

Project Staff


· Analyzed, assessed, and reviewed the Regional Automated Information Systems Plans, the NATO CIS Integrity Program, the Handbook for CIS Planning in Support to NATO C3, the Major NATO Commanders' Command and Control Improvement Plan, and the NATO Communications and Information Systems Plan. 

· Supported establishment of NATO C3 Integrity Plan ensuring integrity of NATO C3 overall planning. 

· Ensured CIS initiatives adhered to existing NATO policy, were coherent, from a system-engineering standpoint, with NATO's CIS planning documents, and were cost effective. Supported development of coherent NATO C3 Improvement Plan thus ensuring integrity between new initiatives concerning military and civil planning. 

· Communication and Information Systems Security Specialist for NC3A. 

· Developed or reviewed Community-Specific, System-Specific and System Interconnection Security Requirements Statements and security portions of Cost Estimates and Invitations for Bid for various NATO projects including the NATO Accounting and Finance System (NAFS), the NATO Nuclear Planning System (NNPS), the Special Handling and Evaluation Detachment Communications and Information System (SHED-COINS), the BICES Interim Core Capability (BICC), the BICES Pilot Study (BPS) and the NATO Initial Data Transfer Service (NIDTS). 

· Served as NC3A representative to and secretary of NIDTS Security Accreditation Board. 

· Designed simplified framework for development of system interconnection security requirement statements that facilitated migration of the North Atlantic Command and Control Information System (NACCIS) to the NIDTS. 

· Security Representative to Product Evaluation and Contract Award Boards. 

· Responsible for the review of security deliverables as well as oversight of contractors selected to construct the security modules of various NATO projects. 

· Implemented NIDTS and SHED-COINS communications and client/server systems.

	Chief Operations Branch
	Headquarters, Air Force Systems Command, Andrews Air Force Base
	1990 – 1992 

	· Provided program management and system engineering for the development and implementation of large scale Air Force Systems Command computer, communications and information systems programs and projects to upgrade all base-level UNISYS 1100 mainframe computer systems to the next generation UNISYS 2200 and various base-level communications systems including the Digital Subscriber Terminal Equipment (DSTE) and DCT 9000 to UNIX and PC-LAN based client-server architectures. 

· Working directly with prime contractors, analyzed, engineered, validated and translated internal and external information requirements into system level designs, hardware, software, and telecommunications configurations, and system implementations that met various organizational requirements. 

· Reviewed and recommended changes to communications networks (ranging in size from 120 to 3500+ terminal devices), validating that each network was sound, cost effective, and capable of future expansion. 

· Developed overall policy and technical procedures for project implementation and conversion. 

· Managed implementation of new systems ensuring all hardware and software interfaces were considered in order to provide an orderly transition and minimum disruption of customer service. 

· Wrote and presented executive level briefings to senior leadership on overall implementation strategy. 

· Provided post-implementation follow-up and developed follow-on training program for users and managers to ensure continued smooth processing in all areas. 

· Revisited sites to provide additional training and raise confidence level of user communities. 

· Provided formal classes on application recovery procedures and system management. Provided intensive training in system tuning to maximize transaction response time and system throughput. 

· Ensured that each site had a formal, documented training plan to ensure assigned personnel met minimum training qualifications. 

· Visited functional users and management to allay fears and concerns and establish higher levels of confidence in overall system performance. 

· Developed new knowledge-based organizational structures taking into account the new IT.

	Chief, Data Processing and Communications Centers
	Bitburg Air Base, Germany – U.S. Air Forces Europe
	1986 – 1990 

	· Directed receipt, analysis, and processing of user data processing and communication requirements. 

· Guided development of specifications for, and implemented cost-effective software and hardware solutions to fulfill customer requirements. 

· Assisted users in problem determination and resolution. 

· Performed quality assurance for data processing and communications services. 

· Conceived and organized the development and maintenance of contingency processing capability for both the communications and data processing centers. 

· Monitored performance of central site and remote hardware and communications networks and recommended changes to optimize performance. 

· Coordinated interoffice actions to provide timely customer service.

· Managed data processing and communications centers providing development and operational support. 

· Managed extensive hardware and software upgrades on multi-processor mainframe computer systems as well as distributed processing client-server systems. 

· Ensured daily operation of mainframe, client-server systems and associated peripherals. 

· Analyzed and projected trends on all functions of data processing and communications operations. 

· Conducted daily analysis of operational performance indicators. 

· Identified performance problems and bottlenecks and initiated corrective action. 

· Reviewed production and operational reports daily. 

· Monitored system performance to ensure processing schedule could be met. 

· Received and reviewed new release documentation to determine training requirements and implementation procedures. 

· Developed facility plans for management of central site equipment configuration and layout. 

· Ensured integrity of security file. 

· Performed risk analysis and ensured physical security of facility.

· Directed programmer and analyst review of both data processing and communication center system software for impacts on functional application software. 

· Managed development of software testing/usage control functions. 

· Guided performance of file management functions ensuring absolutes, job control statements, and data files were loaded to disk and available for processing. 

· Directed backup and recovery and ensured integrity of all databases. 

· Managed identification and analysis of software problems and directed corrective efforts. 

· Supervised performance of disk management ensuring availability of disk space for processing. 

· Reviewed monthly processing plan and system schedule developed from customer inputs and workload database. 

· Provided oversight of software modifications, administrative changes, network, and operational changes to enhance data processing performance. 

· Provided guidance for local area networks. 

· Ensured viability of communication network, advising on troubleshooting and isolation of circuit problems, and restoration of the network to full operation.

· Administered and interpreted vendor contracts for the government including computer hardware and software upgrade and maintenance. 

· Established and managed resource support function that was the focus for the customer community to report problems and equipment failures. 

· Designed and developed a system to identify equipment warranty, maintenance support, and required software licenses.

· Served as Operations Security, Computer Security, Information Security, and Computer Security Evaluation Program Officer as well as Communications Security Custodian for 36th Tactical Fighter Wing and associated units. 

· Reviewed and advised on breaches of security involving classified information including advice on necessary improvements to procedures. 

· Provided advice on the application of security policy for the protection of classified information. Developed comprehensive security training program that was commended in writing by the U.S. Air Forces Europe Inspector General. 

· Designed and implemented communications and computer security program for major United States Department of Defense projects including the Theater Mission Planning Center for Ground Launched Cruise Missiles in Rittersdorf, Germany. 

· Managed and served as technical expert for compromising emanations (TEMPEST) program preventing compromise of classified information. Evaluated risk analyses and security test and evaluation reports. 

· Identified computer, physical, personnel, information, communication, and emanation security controls and adequacy of measures or countermeasures applied to systems processing classified or sensitive information. 

· Evaluated security controls, mechanisms, and techniques used to protect classified or sensitive unclassified information, identified areas providing inadequate protection and necessary corrections, and recommended approval/disapproval. 

· Using extensive knowledge of phenomena, guidelines, and policy concerning TEMPEST characteristics, control techniques, test methodology, and countermeasures, acted as authority to various activities, contractors, and government agencies. 

· Used extensive knowledge of computer and communications systems hardware, software, programming and design techniques, database management (DBM) procedures, data communications and their protection, and communication/computer system security methodology, policy, guidelines, and controls to evaluate requirements, interpret guidance, and develop approaches satisfying security requirements as well as user needs. 

· Formulated solutions to resolve unique situations that were incorporated into supplements and guidelines for distribution to various agencies. 

· Worked from conceptual ideas/diagrams of extensive systems to isolate and define security issues/problems impacting upon final design, effectiveness, and cost of systems. 

· Served as technical consultant to provide insight and direction on required approaches. 

· Thorough knowledge of United States and NATO security guidelines and procedures.

	Chief, Command Operations and Resources Management Branch
	Headquarters, Tactical Air Command (TAC), Langley Air Force Base
	1980 – 1986 

	Responsible for the operational management of all Information Processing Centers (Data and Telecommunications) supporting Tactical Air Command. 

· Planned configuration of both mainframe and distributed (client-server) computer systems throughout the United States and Panama, including central sites, distributed processing sites, and telecommunications networks. 

· Designed, developed, and wrote technical procedures for all facilities. 

· Established service objectives and thresholds for collecting performance data and analyzing computer system performance levels. 

· Developed management indicators ensuring facilities met mission requirements with optimum utilization of personnel, equipment, and other information systems resources. 

· Managed major upgrades of multi-processor mainframe systems including new facilities, computer and communications hardware, configuration, implementation, conversion, and post-implementation operational capability. 

· Designed, developed, and provided implementation guidance for classified and unclassified networks. 

· Wrote, revised, and edited communications, information systems, and personnel capability packages in support of exercise and contingency plans for deployment to and operations in both the European and Southwest Asian theaters. 

· Addressed new communications and information systems technologies, and the deployability, logistics, allied support, and personnel and training requirements necessary to support the readiness posture. 

· Managed the assignment and training of over 4,000 computer personnel throughout the command ensuring that the 21 TAC Air Bases were equitably and sufficiently manned with the appropriate skill levels of computer analysts, programmers and operators. 

· Developed program that allowed forecasting of training requirements three years in advance. 

· Traveled extensively throughout the United States and Panama, briefing senior management and other personnel on Air Force assignment policy and procedures. 

· Briefed senior management on all matters affecting human resources within the communications, computer, and information systems career fields. 

· Directed design and development of the U.S. Air Force Tactical Air Command's training plan for newly integrated data processing and telecommunications career fields. 

· Wrote new job qualification standards, career development course, and computer training package that was implemented Air Force-wide.
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Ondernemingsnr :  0896.218.236
Benaming

wauty: ManTech Global Services Corporation

Rechtsvarm : Vennootschap opgericht naar het recht van de staat Virginia in de Verenigde Staten ’
van Amerika

Zetel: clo CT Corporation System, 4701 Cox Road, Glen Allen Virginia 23060, County
i of Henrico, Verenigde Staten van Amerika

Zetel bijkantoor  Brueghellaan 8, derde verdieping, 1970 Wezembeek-Oppem

\ Onderwerp akte : Vervanging wettelijke vertegenwoordiger van het bijkantoor

Uittreksel uit de verklaring dd. 21 juli 2008.

Jay W. Kelley, optredend als President van ManTech Global Services Corporation, een vennootschap
pgericht naar het recht van de staat Virginia, in de Verenigde Staten van Amerika, verklaart hierbij dat het
olgende een nauwkeurig en waarheidsgetrouw uittreksel is van het unaniem schriftelijk besiuit genomen op 14
uli 2008 door de Raad van Bestuur van ManTech Global Services Corporation, een vennootschap opgenchr
naar het recht van de Staat Virginia, in de Verenigde Staten van Amerika:

Het volgende werd besloten:

1. Alle machten, bevoegdheden en mandaten tot op heden toegekend aan de heer Lindy E. Martin met;
betrekking tot het Bijkantoor (met inbegrip van het mandaat als wettelike vertegenwoordiger van het Bijkantoor!
zoals gepubliceerd in de bijlagen tot het Belgisch Staatsblad van 14 maart 2008) worden met ingang vanaf 14 ;ull
2008 ingetrokken.

2. De heer Joseph E. Moeder, een burger van de Verenigde Staten, wonende te 3078 Everberg, Blokstraat 5,

: Belgié, wordt met ingang vanaf 14 juli 2008 en voor onbepaalde duur benoemd tot wettelike vertegenwoordiger van;
i het Bijkantoor. In 2ijn hoedanigheid van wettelike vertegenwoordiger van het Bijkantoor worden de heer Joseph E..
i - Moeder dezelfde machten van dagelijks bestuur toegekend als de heer Lindy E. Martin,
I 3. Mevr. Marie Vandenbrande en elke andere advocaat van Baker & McKenzie CVBA, elk
alleenhandelend en met recht van indeplaatsstelling, is hierbij gemachtigd om al het nodige en/of nuttige te
doen met betrekking tot het verrichten van afle noodzakelijke en/of nuttige formaliteiten in verband met;
voormelde besluiten met inbegrip van de publicatie van een uittreksel uit deze notulen in de Bijlagen tot het:
Belgisch Staatsblad, het inschrijven, wijzigen of doorhalen van enigerlei gegevens bij de Kruispuntbank van!
Ondernemingen, het relevante Ondernemingsloket, of enige andere bevoegde instantie.

Voor eensluidend uittreksel.

Joseph E. Moeder ;
Wettelijke vertegenwoordiger

Bijlagen bij het Belgisch Staatsblad - 22/08/2008 - Annexes du Moniteur belge

p de laatste blz. van Luik B vermelden : Recto : Naam en hoedanigheid van de instrumenterende notaris, hetzij van de persa(o)n(en)
bevoeqd ¢ rechtspersaon ten aanzien van derden te vartegenwoardigen
Verso : Naam en handtekening
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Delaware .. .

The First State

I, EARRTET SMITH WINDSOR, SECRETARY OF STATE OF THE STATE OF
DELAWA(E, DO HEREBY CERTIFY THE ATTACHED IS A TRUE AND CORRECT
COPY O THE CERTIFICATE OF INCORPORATION OF "SEGOVIA, INC.",
FILED N THIS OFFICE ON THE TWENTY-EIGETH DAY OF OCTORER, A.D.
2002, AT 4 O'CLOCK P.M.

A PILED COPY OF THIS CERTIFICATE EAS BEEN FORWARDED TO THE
NEW CASTLE COUNTY RECORDER OF DEEDS.

Lannait sdonsttPhiimoasns

Hamnet $mith Windsor, Secretary of Stare

3585228 8100 AUTEENTICATION: 2060628
020666050 DATE: 10-29-D2
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STATE OF DELAWA E
‘  SRCRETARY OF STALE
DIVISION OF CORPORA: IONS
FILED 04:00 PM 10/2: /2002
020666050 = 3585. 28

CERTIFICATE OF INCORPORATION
OF
SEGOVIA, INC,

FIRST: The name of the Corporation is Segovia, Inc. {the “Corporation”).

SECONRD: mad&mofmempomﬁon’smgimedotﬁoeinmeSmofDelawm
is 120¢ Orange Stveet, Clty of Wilmingon, County of New Castle, Delaware 19801. The name
cfﬁalhmmﬁm’snﬁmﬁmmumhmhmmmmm.

THIRD: Th:pwposeOftanolpmaﬁmismengngeinmthfdmorwévi!y
fnrwh;chcorpomionsmybeomﬁmdmdumcﬁmalcmpmﬁmmoﬁmsww
Delaw. re.

FOURTH: The total miruber of shares of all classes that the Cotporation shall bave
aumorrymissueisI,ooosbnes,pwvﬂw$.001peraha=,mbeiswedasmofcm
Swock

FIFTH: mep:asodmwisereqlﬂmdbthoramlymﬁdedinmis
Caﬁﬂmofmuomaﬁmmhﬂmofmsm&shanmﬁﬂemmmmmf o one
€1) vor ; of each matter submitted fo a vote of the stockholders.

SIXTH: The name and mailing addsess of the incorporator of the Corporation are

as folbws:
Name Address
Ranan Well 3000 K. Street, N.W.
Suiwe 300

‘Washingron, D.C. 20007

SEVENTH: In firtherance snd not in limitstion of the powers conferred by stanite, the
Corpa ation’s Board of Directors (the “Board of Directors™) is exprossly authorized to make,
alter or repeal the By-Laws of the Corporation, subject 0 any specific limitation on such power
provided by any By-Laws adopted by the stockholders.

EIGHTH: Elections of directors nesd not be by wrinten ballor unless the By-Laws of
the C rporation so provide.

NINTH: ‘The Corporazion is to have parpetual existence.
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TENTH: mompmaﬁonmmﬁdummmd,dm,cbmmupeﬂmy
mvﬂmmnﬁmdhﬁsﬁaﬁﬁmofw:ﬁmhhmmﬁmwormﬂu
mmuihedbym,ﬂaﬂﬁghumﬁzﬂmtb:mddmldmh«ahmmdwbjmw
this res arvation.

ELEVENTH: A. A director of the Corporation shall not be personally lisble to the
Cmpm:ﬁmwi:smckboﬂmfummwﬂnbnnchofﬁducimymwamm,
except for lability (3) for any breach of the director’s dury of loyalty to the Comporation or its
‘stockhx dders, (i) for acrs of omissions not in good faith or that involve iptentional misconduct oz
a imow ing violation of law, (i) under Section 174 of the General Corporation Law of the State
ochlnware,m(iv)fqrmyuanﬁ»ﬁmﬁmnwhichmdbmrdcdwdmimpwparpmml
benefit IfdeumlCozpmw’nnLawofﬂmsmofDdawamiswndedmmm
wmmumﬁmmmmﬁuﬁﬁngmmwmwmmme
Yiabilit:+ of a director of the Corporation shall be eliminated or limited to the fullest extent
permit ed by the General Corporation Law of the State of Delaware, as so ameaded. Any repeal
ormmiﬁcaﬁuuoﬁbisMonAbmekhommofthcmpuﬁmshﬂlmmmdy
am;nyﬁg!narpmmcﬁonofadimmrofmcapmcximudumdmmx&l
or mox ification.

B. Each person who was or is made a party or is threatened © be
made & party to or is or was involved in any action, suit, or proceeding, whether ¢ivil, criminal,
admini strative or investigasive (hereinafter a “proceeding’”), by reason of the fact that he or she or
aperscnofvfnomheormismle@mve'sorwasaﬁmcm',oﬁce:ormpluynof
the Ccrporation or is or was serving at the request of the Corporation 45 a director, officer,
emplo:ee or egent of another corporation or of a partnership, joint venture, trast or other
enterps ise, including scrvice with respect to eraployee benefit plans, whether the basis of such
procee ling i3 alleged actian in an official capacity as a director, officer, employee or agent or in
a0y ot ier capacity while serving as a director, officer, employee or agent, shall be indemnified
and he @ harmless by the Corporation to the fullest extent authorized by the Gneral Corporation
Law o "the Stawe of Delaware as the same exists or may hereafter be amended (but, in the case of
any su *h amendment, only to the extent that such amendment permits the Corporation 10 provide
broad r indemnification rights than ssid law permitied the Corporation to provide prior to such
amend ment), against all expense, lishility and loss (including astomeys’ fees, judgments, fines,
ERISZ. excise taxes o penalties and amounts peid or to be paid in setilement) reasonably
incurmd or suffered by such person in comection therewith and such indemnification shall
contin ¢ a8 to a person who has ceased to be g director, officer, employes or agent and shall
inure (o the benefit of his or her heirs, oxecutors and adminiswators; provided, however, that
except as provided in Section € of this Article Eleventh with réspect to proceedings seeldng 1o
enfore : rights 1o indemnification, the Comporation shall indemmify any such person secking
indem rification in connection with a proceeding (or part thereof) injtiated by such person only if
such | roceeding (or part thereof) was authorized by the Board of Directors. The right w
indem sification conferred in this Section B shali be a contract right and shall include the right 10
be pai| by the Corporation the expenses incurred in defending any such proceeding in advance
of its inal Gisposition; provided, however, that if the General Corporation Law of the State of
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Delaw: re requires, the payment of such expenses incurred by a director or officer in his or her
capaci 7 as & direstor or officer (and not in any other capacity in which service was or is rendered
by suc! person while a director or officer, including without mitation, service to an employee
benefit plan) in advance of the final disposition of a proceeding, shall be made only upon
detiver 7 1o the Corporation of any undertaking by or on behalf of such director or officer, 10
repay ¢l amownts so advanced if it shall ultimarely be determined that such director or officer is
not ent tled 1o be indemmified under this Section B or otherwise.

C.  If a claim under Section B of this Aricle Eleventh is not paid in
full by the Corporation Within thirty days after & written claim has been received by the
Cwmwmmyammmmmmwwﬁmwma
&:waﬁmdhmmﬂmﬁfﬂlhwmkmhmﬂwdﬁmm&
entitler to be paid also the expense of prosecuting such claim. It shall be a defense w ay sach
acfion  other then an action brought to enforce & claim for expenses incumed in defending any
proces: ing in advance of its final disposition where the required undervaking, if any is vequired,
has bex n tendered to the Corporation) thas the claimant has not met the standards of conduct that
make i permissible under the General Corporation Law of the State of Delaware for the
Corpor mion to indemnify the claimam for the amount claimex, but the burden of proving such
defens: shall be on the Corporation. Neither the faflure of the Corporation (including its Board
aof Dire tors, independent legal counsel or stockholders) o have made a determination prior ©0
the co nmencement of such action that indemmification of the claiment is proper in the
circum tances because he or she has met the applicable standard of conduct set forth in the
Geners  Corporation Law of the State of Delaware, nor an actusl determination by the
Corpoer ttion (including its Board of Dircotors, independent legal counsel or stockholder) that the
claimas t has not met such applicable standard of conduct, shall be a defense o the action or
create : presumption that the claimant has not met the applicable standard of conduct.

D. The right to indemnificarion and the payment of expenses incurred
in defe uding a proceading in advance of its final disposition conferred in this Anticle Eleventh
shall m ¢ he exclusive of any other right that any person may have or hereafter acquire under any
statute, provision of the Centificare of Incorporation, By-Law, agreement, vote of stockholders or
disinte: ested dirvectors or otherwise.

E.  The Corporation may purchase and maintain insurance or formish
similar protection, including, but not linvited o, providing a trust fund, lewer of credit ar
selftins arance, at its expense, o protect itself and any director, officer, employee or agent of the
Corpor stion or another corporation, partnership, joint verurs, wust or other enterprise against
any expenses, lishility or loss, whether or not the Coxporation would have the power to
indema iy such person against such expense, lability or loss under the General Corporation Law
ofthe { tate of Delaware.

F. The Corporation may, to the extent authorized from time to thme
bythc?oadofbﬁmmntﬁmwindmiﬁmﬁon,amlﬁmmb:pﬁdbyﬂw
Corportion the expenses curred in defending any proceeding m advance of ite fual
TAI0EEN 3
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disposb iom, to any agent of the Corporation to the fillest extent of the provisions of this Article
Elevem b with respect to the indemuification and advancement of expenses of directors, officers
and em sloyees of the Cotporation.

THE UNDERSIGNED, being the incorporator hereinbefore named, for the purpose of
formin; ; & corposation pursnant to the General Corporation Law of the Sme of Delaware, makes
this Ce tificate of Incotporation, hereby declaring and certifying thar the facts herein stated are
true, an 1 accordingly has hereunto set his hand this 28™ day of October, 2002,

Ranan Well

71988TV2




Appendix C—Certificates of Insurance 

ManTech
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Segovia
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oRTE (UDDYYYY)
10/14/2009

PRODUCER  Prione
Rutherfoord
5500 Cherokee Avenue,
Alexandria VA 22312

7033541616

Fax: 703-384-2731

Suite 300

THIS CERTIFICATE IS ISSUED AS A MATTER OF INFORMATION
ONLY AND CONFERS NO RIGHTS UPON THE CERTIFICATE
HOLDER. THIS CERTIFICATE DOES NOT AMEND, EXTEND OR
ALTER THE COVERAGE AFFORDED BY THE POLICIES BELOW.

INSURERS AFFORDING COVERAGE NAIC#
WSURED msuRERA Pacific Indemnity Compan;
Segovia, Inc. MsuRERD: Federal Insurance Compans 0281

600 Herndon Pkwy, Suite 200

Herndon VA 20170

WsuRERC Great Northern Insurance Comp

WSURERD:

WSURERE:

COVERAGES
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avidence of lisbility insuranca--U.S. performed operations only

CERTIFICATE HOLDER

CANCELLATION

Information only

SHOULD ANY OF THE AEOVE DESCRIEED POLLCIES BE CANCELLED
EEFORE THE EXPIRATION DATE THEREOF, THE ISSUING INSURER
WILL ENDEAVOR TO MAIL 30 DRYS WRITTEN NOTICE TO THE
CERTIFICATE HOLDER NAMED TO THE LEFT, EUT FATLURE TO DO S0
SHALL INFOSE NO CBLIGRTION OR LIABILITY OF ANY KIND UPON
THE TNEURER, ITS BGENTS OR REERESENTATIVES

UTHORIZED REFRESENTATIVE

Ve Nap

'ACORD 25 (2001/08)

©ACORD CORPORATION 1988
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If the certificate holder is an ADDITIONAL INSURED, the policy(ies) must be endorsed. A statement
on this certificate does not confer rights to the certificate holder in lieu of such endorsement(s)

If SUBROGATION IS WAIVED, subject to the terms and conditions of the policy, certain policies may
require an endorsement. A statement on this certificate does not confer rights to the certificate
holder in lieu of such endorsement(s).

DISCLAIMER

The Certificate of Insurance on the reverse side of this form does not constitute a contract between
the issuing insurer(s), authorized representative or producer, and the certificate holder, nor does it
affirmatively or negatively amend, extend or alter the coverage afforded by the policies listed thereon.

ACORD 25 (2001/08)





Appendix D—Certificate of Origin and Availability of Services
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ManTech Global Services Corporation
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Enclosure 2a to Part I

CERTIFICATE OF ORIGIN AND AVAILABILITY OF SERVICE

We/I hereby certify that the services described in this quotation IFIB-NCSA-NCHQ-09-07 and to be furnished under the resultant contract, if awarded to my company, will be performed by sub-contractors (if applicable) or individuals originating from the indicated countries:

NAME:



COUNTRY:

We/I guarantee that, in case of contract as a result of this IFIB, a source of an adequate supply of services will be maintained for a period of up to three (3) years from the date of contracting.

Date:









Signature:








Name & Title:


Melanie S. Rotz, Vice President of Contracts
Company:


ManTech Global Services Corporation
Company Bid Reference:
Part I, Bidding Instructions, Paragraph 8-8.2
Appendix E—ManTech’s NATO Facility Security Clearance Certification
[image: image69.jpg]ManTech Technical Services Group
14119-A Sullyfield Circle, Suite 100
Chantilly, VA 20151

ManTech

International Corporation
MSR 09- 040 (P-12246)

23 October 2009

NATO Communication & Information Systems Services Agency (NCSA)
NCSA BUDFIN - Purchasing & Contracting Branch
Bldg 101, Room C-212, B-7010

SHAPE, BE
Attention: Mario Quarta
Subject: Submittal of Proposal

Reference:  IFIB-NCSA-NCHQ-09-07

Dear Mr. Quarta:

ManTech Global Services Corporation (ManTech) is pleased to submit its proposal to provide
Consultancy Services in support of the Joint CIS Control Center (JCCC) - Lot 1 at ISAF
Headquarters. Consistent with the requirements of the IFIB we have proposed these services on a
Firm-Fixed Price/Daily Rate basis for a twelve (12) month Base Period and two (2) twelve (12)
month Option Periods, beginning 1 January 2010.

This submittal includes two (2) separate bid packages consisting of:

Proposal Package Submittal
One (1) Original
Price Proposal One (1) Copy
One (1) CD ROM
Administrative Documentation and One (1) Original
Technical Proposal One (1) Copy
One (1) CD ROM

Our proposal shall remain valid for a period of one-hundred twenty (120) days from 23 October
2009. In the interim should you have any questions or require additional information, please feel
free to contact the undersigned at (703) 814-8370 or via email at melanie.rotz@mantech.com or
Mr. Lindy Martin at (703) 633-1382 or via email at lindy.martin @mantech.com.

Sincerely,
ManTech Global Services Corporation

T T l 5
Melanie S. Rotz, Vice President, TSG Contracts

ManTech Technical Services, a group of ManTech International Corporation

PH (703) 814-4200 » www.mantech.com ¢ FAX (703) 814-4201

Leading the Convergence of National Security and Technology




[image: image70.jpg]Enclosure 2b to Part |

CERTIFICATE OF NATO SECURITY CLEARANCE
FOR CONSULTANTS OFFERED

Wel/l hereby certify that:

1. Our Company possesses a valid NATO Secret clearance delivered by our national security authorities (NSA)
under the following reference:

o ManTech Global Services Corporation, Cage Code: SOAMS8
o And is valid indefinitely

2. The following potential Consultants are in possession of a valid NATO Security clearance (at the level required
for the Post) delivered by their national security authorities (under the references specified below):

NAME COUNTRY VALIDITY DATE NSA REFERENCE
Christopher Strauss United States Granted August 29, 2006 Army CCF
Kenneth Londono United States Granted June 6, 2003 AFCAF
Raymond Otero United States Granted November 3, 2006 Army CCF
Keith Miller United States Granted September 9, 2009 DISCO
Preston Gale United States Granted April 10, 2003 DISCO
Marvin Carter United States Granted May 29, 2009 AFCAF
Ronald Martinez United States Granted October 7, 2009 DISCO
Robert Robinson United States Granted April 9, 2009 Army CCF
William Johnson United States Granted April 23, 2007 AFCAF
Michael Bush United States Granted March 30, 2006 DISCO
Yusuf Boyd United States Granted January 22, 2009 DoNCAF
William Daniel, Jr. United States Granted January 23, 2008 DISCO
Nick Mavridis United States Granted November 5, 2007 DISCO
Eugene Mecalf United States Granted July 1, 2004 AFCAF
Carl Krause United States Granted December 3, 2001 DISCO
Danian Philbert United States Granted November 9, 2008 AFCAF
Frank Brown United States Granted June 10, 2008 DISCO
Breon Sharpe United States Granted April 16, 2002 Army CCF
Date: [( % / ?C'/ 2coq

ﬂ/f W
Signature: g /M/KW ;
Name & Title: Mark McGovern, Security Manager, ManTech Technical Services Group
Company: ManTech International Corporation

Company Bid Reference:

Part I, Bidding Instructions, Paragraph 11.2,c, (5)(b)



 

Appendix F—Certificates of NATO Secret Clearance NSA References
Appendix F— Certificate of NATO Secret Clearance NSA References 
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CERTIFICATE OF ORIGIN AND AVAILABILITY OF SERVICE

We/l hereby certify that the services described in this quotation IFIB-NCSA-NCHQ-09-07 and to be furnished
under the resultant contract, if awarded to my company, will be performed by sub-contractors (if applicable) or
individuals originating from the indicated countries:

NAME: COUNTRY:

We/l guarantee that, in case of contract as a result of this IFIB, a source of an adequate supply of services will be
maintained for a period of up to three (3) years from the date of contracting.

Date: 1 /20/;{@007

Signature: o \YW FRYS % . kf()

Name & Title: Melanie S. Rotz, Vice President of Contracts

Company: ManTech Global Services Corporation

Company Bid Reference: Part I, Bidding Instructions, Paragraph 8-8.2



Enclosure 2b to Part I

CERTIFICATE OF NATO SECURITY CLEARANCE 
FOR CONSULTANTS OFFERED

We/I hereby certify that:

1. Our Company possesses a valid NATO Secret clearance delivered by our national security authorities (NSA) 
    under the following reference:

· ManTech Global Services Corporation, Cage Code:  50AM8  
· And is valid indefinitely
2. The following potential Consultants are in possession of a valid NATO Security clearance (at the level required
    for the Post) delivered by their national security authorities (under the references specified below):


NAME


COUNTRY

VALIDITY DATE

NSA REFERENCE

Christopher Strauss
United States


Granted August 29, 2006

Army CCF
Kenneth Londono

United States


Granted June 6, 2003

AFCAF

Raymond Otero

United States


Granted November 3, 2006

Army CCF

Keith Miller

United States


Granted September 9, 2009

DISCO

Preston Gale

United States


Granted April 10, 2003

DISCO

Marvin Carter

United States


Granted May 29, 2009

AFCAF

Ronald Martinez

United States


Granted October 7, 2009

DISCO

Robert Robinson

United States


Granted April 9, 2009

Army CCF

William Johnson

United States


Granted April 23, 2007

AFCAF
Michael Bush

United States


Granted March 30, 2006

DISCO

Yusuf Boyd

United States


Granted January 22, 2009

DoNCAF

William Daniel, Jr.

United States


Granted January 23, 2008

DISCO

Nick Mavridis

United States


Granted November 5, 2007

DISCO
Eugene Mecalf

United States


Granted July 1, 2004

AFCAF
Carl Krause

United States


Granted December 3, 2001

DISCO
Danian Philbert

United States


Granted November 9, 2008

AFCAF
Frank Brown

United States


Granted June 10, 2008

DISCO
Breon Sharpe

United States


Granted April 16, 2002

Army CCF
Date:









Signature:








Name & Title:


Mark McGovern, Security Manager, ManTech Technical Services Group
Company:


ManTech International Corporation
Company Bid Reference:
Part I, Bidding Instructions, Paragraph 11.2,c, (5)(b)

Appendix G—Compliance Statements

[image: image72.jpg]Enclosure 3a to Part |

COMPLIANCE STATEMENT FOR
= Part II - Section A Special Contract Provisions and Section B NCSA General Provisions

It is hereby stated that our bid to IFIB-NCSA-NCHQ-09-07 (including Amendment #1) is fully compliant with
the Contractual Provisions, as contained in

= Part Il - Section A Special Contract Provisions and

= Part II — Section B NCSA General Provisions

Date: (©/ A0 [ 2009

Signature: /\{\)\/ng- B ‘LD

Name & Title: Melanie S. Rotz, Vice President of Contracts
Company: ManTech Global Services Corporation

Company Bid Reference: Part I, Bidding Instructions, Paragraph 9



Enclosure 3a to Part I

COMPLIANCE STATEMENT FOR

· Part II – Section A Special Contract Provisions and Section B NCSA General Provisions

It is hereby stated that our bid to IFIB-NCSA-NCHQ-09-07 (including Amendment #1) is fully compliant with the Contractual Provisions, as contained in 

· Part II – Section A Special Contract Provisions and

· Part II – Section B NCSA General Provisions

Date:









Signature:








Name & Title:


Melanie S. Rotz, Vice President of Contracts
Company:


ManTech Global Services Corporation
Company Bid Reference:
Part I, Bidding Instructions, Paragraph 9
[image: image73.jpg]Carl John Krause Jr.
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Enclosure 3b to Part I

COMPLIANCE STATEMENT FOR PART III – Statement of Work

IMPORTANT: This compliance statement must be completed for each offered option(s) or alternative.

It is hereby stated that our bid to IFIB-NCSA-NCHQ-09-07 (including Amendment #1) is fully compliant with the Technical Specifications contained in Part III of the IFIB, with the following exception(s):

CLAUSE:



DESCRIPTION OF DEVIATION:

ManTech hereby states that our bid to IFIB-NCSA-NCHQ-09-07 (including Amendment #1) is fully compliant with the technical specifications contained in Part III of the IFIB, with no exceptions.
Date:









Signature:








Name & Title:


Melanie S. Rotz, Vice President of Contracts
Company:


ManTech Global Services Corporation
Company Bid Reference:
Part I, Bidding Instructions, Paragraph 9

Appendix H—Relevant Personnel Certifications

Certifications for Keith Miller—Primary Service Desk
[image: image15.jpg]COMPO001095391420  December 12, 2006
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Certifications for Keith Thamarus—Alternate Service Desk
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This certificate is presented to

KEVIN C. THAMARUS

for successfully completing

Client Support Administrator - ZCSA0106

Completed On:
1/18/08 2:16 PM
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Certifications for Aaron Valenti—Primary CIS Training Supervisor
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THIS 1S TO CERTIFY THAT

Aaron M. Valenti

HAS BEEN FORMALLY EVALUATED FOR DEMONSTRATED EXPERIENCE,

KNOWLEDGE AND SKILLS TO LEAD AND DIRECT PROJECT TEAMS AND IS HEREBY

BESTOWED THE GLOBAL CREDENTIAL

Project Management Professional

Ricodo Uicr Vogos ,;.C,M %o

Ricardo Viana Vecgas - Chiie, Bosed of Directors G'cgurf{aknp (Cjn. fisciive Offices snd Preident

PMP® Number 428821

PMP® Expiration Date 06 September 2013

IN TESTIMONY WHEREOF, WE HAVE SUBSCRIBED OUR SIGNATURES UNDER THE SEAL OF THE INSTITUTE.
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PMP® Original Grant Date 07 September 2006 Project Management Institute





[image: image24.jpg]Yillanoba University
Certificate of Achievement

Thix corvifioate Iy swvended i

Aaron M, Valenti

g O Comttm g Febuenthon Cate mnd 90 Profeadonil Dyl il

a f( A rearvoman e AUiAL, 00K

Mt s

T
[ C





Certifications for Barry Canning—Alternate CIS Training Supervisor
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This certifies that
JAMES CANNING
has successfully completed

Fundamentals of Systems Acquisition Management
ACQ101 Section 307
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This certifies that
JAMES CANNING
has successfully completed

Intermediate Systems Acquisition Course
ACQ201A Section 319

Compieted on Date 07/08/2009
CEUs: 3.7
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This certifies that
JAMES CANNING
has successfully completed
Introduction to Eamed Value Management

CLB016 Section 888

Compieted on Date 02/19/2009
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This centifies that
JAMES CANNING
has successfully compieted
Modeling and Simulation for Systems Engineering

CLE011 Section 888

Compieted on Date 02/25/2009
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This centifies that
JAMES CANNING
has successfully completed
Modeling and Simulation for Test and Evaluation
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Certifications for Robert Robinson—Primary CIS Trainer


[image: image33]

[image: image34]
[image: image35.jpg]@7/23/20M@ 11:27 3362287696 PREMISE METWORKS INC PAGE @7
AARTS Transeript Page 1 of 5

ARMY/ACE REGISTRY TRANSCRIPT SYSTEM

ISSUED: 10/5/2002 #ii PERSONAL WEB TRANSCRIPT ***
Name: ROBINSON ROBERT JOHN 111
Rank: PRIVATE, E1

Status: Inactive

AARTS ID: 2009-WB002859

“ Military Course Completions __”

Course Title: Basic Combat Training ACE Exhibit: AR-2201-0399
Location: US ARMY TRAINING CENTER at FT JACKSON, SC Army Course Number: 750-BT
From: 04/01/2005 To: 06/03/2005

Deseription: UPON COMPLETION OF THE COURSE, THE STUDENT WILL BE ABLE TO DEMONSTRATE
THE SKILLS NECESSARY FOR SURVIVAL IN A COMBAT ENVIRONMENT INCLUDING MARKSMANSHIP,
PHYSICAL CONDITIONING, NAVIGATION, AND COMBAT TECHNIQUES. AUDIO-VISUAL MATERIALS,
PRACTICAL AND CLASSROOM EXERCISES, DISCUSSION, AND LECTURE. TOPICS INCLUDE PHYSICAL
FITNESS, MARKSMANSHIP, COMMUNICATION SKILLS, FIRST AID, COMBAT SKILLS, TACTICS,
NAVIGATION, N.B.C. WEAFONS, AND TESTING.

Recommendations: IN THE LOWER-DIVISION BACCALAUREATE/ASSOCIATE DEGREE CATEGORY, 2
SEMESTER HOURS IN PHYSICAL CONDITIONING, 2 IN MARKSMANSHIP, AND 1 IN FIRST AID,

Course Title: Automated Logistical Specialist ACE Exhibit: AR-1405-0238
Location: QUARTERMASTER SCHOOL at FT LEE, VA Army Course Number: 551-92A10
From: 06/07/2005 To: 08/30/2005

Description: UPON COMPLETION OF THE COURSE, THE STUDENT WILL BE ABLE TO USE MANUAL AND
COMPUTER-BASED PROCESSES TO RECEIVE, ISSUE, STORE, TURN-IN, AND RECONCILE SUPPLIES AND
EQUIFMENT. AUDIO VISUAL MATERIALS, DISCUSSION, EXAMINATION, CLASSROOM AND PRACTICAL
EXERCISE, AND LECTURE. TOPICS INCLUDE PRIMARILY USING AUTOMATED SYSTEM TO CONTROL
INVENTORY PROCESSES ASSOCIATED WITH SUPPLIES AND EQUIPMENT, REPAIR PARTS,
SUBSISTENCE ITEMS, RETAIL SUPPLIES, OIL AND PETROLEUM PRODUCTS AND HAZARDOUS
MATERTALS AND INCLUDES SYSTEM ACCESS FOR GENERATING REPORTS, DATA INQUIRY AND
BACKUP AND RECOVERY.

Recommendations: IN THE LOWER-DIVISION BACCALAUREATEIASSOCIATE DEGREE CATEGORY, 2
SEMESTER HOURS IN COMPUTER APPLICATIONS, 2 IN INVENTORY MANAGEMENT, AND 2 IN
INFORMATION/RECORD MANAGEMENT.

Course Title: Signal Support Systems Specialist ACE Exhibit: AR-1715-0928
Location: SIGNAL SCHOOL at FT GORDON, GA Army Course Number: 101-25U10
From: 07/17/2006 To: 11/17/2006 ’

Description: UPON COMPLETION OF THE COURSE, THE STUDENT WILL BE ABLE TO INSTALL, REPAIR,
TROUBLESHOQT, AND MAINTAIN ELECTRONIC SYSTEMS INCLUDING BASIC SOLDERING
TECHNIQUES; OBSERVE SAFETY PROCEDURES; TROUBLESHOOT AND MAINTAIN SECURE GROUND
AND AIRBORNE RADIO SYSTEMS, TACTICAL SATELLITE COMMUNICATION, AND GPS RECEIVERS;
AND INSTALL, CONFIGURE, AND MAINTALN PCS, NETWORK HARDWARE, AND SOFTWARE INCLUDING

hitps://aartstranseript.army. .mi]/transcriptfrds.ssp?ssn=2406 14801 &bdate=01121982&basd... 10/5/2009
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ROUTERS WITHIN A TACTICAL LOCAL AREA NETWORK (LAN). AUDIOVISUAL MATERIALS,
PRACTICAL EXERCISES, DISCUSSION, CLASSROOM EXERCISES, LABORATORY, LECTURE, AND
COMPUTER-BASED TRAINING. TOPICS INCLUDE SOLDERING, SAFETY, AND USE OF ELECTRONIC
MEASUREMENT AND DIAGNOSTIC EQUIPMENT; INTRODUCTION TO COMPUTERS; WINDOWS 2000
OPERATING SYSTEM AND APPLICATIONS; PC MAINTENANCE; ROUTERS; LOCAL AREA NETWORK
(LAN) SETUP AND ADMINISTRATION; COMBAT NET RADIOS, TACTICAL SATELLITE
COMMUNICATION; MOBILE SUBSCRIBER EQUIPMENT; IMPROVED HIGH FREQUENCY RADIO SYSTEM
INSTALLATION, MAINTENANCE AND REPAIR; ELECTRONIC SYSTEMS INSTALLATION,
TROUBLESHOOTING, REPAIR, AND MAINTENANCE PROCEDURES; AND INSTALLATION AND TESTING
OF MOBILE ANTENNA SYSTEMS. ’

Recommendations: IN THE LOWER-DIVISION BACCALAUREATE/ASSOCIATE DEGREE CATEGORY, 3
SEMESTER HOURS IN ELECTRONIC SYSTEMS TROUBLESHQOTING AND MAINTENANCE, 3 IN
INTRODUCTION TO COMPUTERS, AND 3 IN NETWORK ADMINISTRATION.

“ Test Scores ||
NONE
T Military Experience |
Military Occupational Specialties Held: 25B10  Primary From: 11/2007 To: 11/2007
Military Occupational Specialty Group 25B ACE Guide Number
Title: Information Technology Specialist MOS 25B-001

SQT (Thru Oct 1991)/SDT (Nov 1991 thru Feb 1995) Taken: None
Description of 25B10: PENDING
ACE Credit Recommendation for 25B10: PENDING

Military Occupational Specialties Held: 25U10 Duty
Military Occupational Specialty Group 25U ACE Guide Number
Title: Signal Support Systems Specialist MOS 25U-001

SQT (Thru Oct 1991)/SDT (Nov 1991 thru Feb 1995) Taken: None

Description of 25U10: INSTALLS, MAINTAINS AND TROUBLESHOQTS SIGNAL SUPPORT EQUIPMENT AND
TERMINAL DEVICES. INSTALLS, OPERATES AND MAINTAINS DESIGNATED RADIQ, WIRE, CABLE AND
DATA DISTRIBUTION SYSTEMS. MAINTAIN SELECTED ELECTRONIC DEVICES. PERFORMS SIGNAL
SUPPORT FUNCTIONS, TO INCLUDE PROVIDING TECHNICAL ASSISTANCE AND TRAINING FOR USER
OWNED AND OPERATED AUTOMATED TELECOMMUNICATION COMPUTER S3YSTEMS, LOCAL AREA
NETWORKS AND ROUTERS; SIGNAL COMMUNICATIONS AND SUPPORT ELECTRONIC EQUIPMENT AND
SATELLITE RADIO AND COMMUNICATIONS EQUIFMENT. PREPARES MAINTENANCE AND SUPPLY
REQUESTS FOR UNIT LEVEL SIGNAL SUPPORT. OPERATES AND PERFORMS PREVENTIVE
MAINTENANCE CHECKS AND SERVICES (PMCS) ON ASSIGNED VEHICLES. INSTALL, OPERATES AND
PERFORMS PREVENTIVE MAINTENANCE CHECKS AND SERVICES (PMCS) ON POWER GENERATORS.

ACE Credit Recommendation for 25U10: CREDIT MAY BE GRANTED ON THE BASIS OF AN INDIVIDUALIZED
ASSESSMENT OF THE STUDENT.

Military Occupational Specialties Held: 92A10 Primary  From:09/2005  To: 09/2006
92A10 Primary  From: 08/2006  To: 09/2006
92A10  Primary From: 12/2006 To: 1072007

92A20 Duty
92A10 Duty
92A20 Daty
92A10  Duty
Military Occupational Specialty Group 92A ACE Guide Number
- Tithe: Automated Logistical Specialist MOS 92A-002

https://aartstranscript.army.mil/transcript_ms.asp?ssh=240614801&bdate=01121982&basd... 10/5/2009
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$QT (Thru Oct 1991)/SDT (Nov 1991 thru Feb 1995) Taken: None

Description of 92410: ESTABLISHES AND MAINTAINS STOCK RECORDS AND OTHER RECORDS;
ESTABLISHES AND MAINTAINS AUTOMATED AND MANUAL ACCOUNTING RECORDS, POSTS RECEIPTS
AND TURN-INS; REVIEWS AND VERIFIES QUANTITIES RECEIVED AGAINST SHIPPING DOCUMENTS;
PREPARES AND MAINTAINS RECORDS ON EQUIPMENT USAGE, OPERATION, MAINTENANCE,
MODIFICATION, AND CALIERATION; PROCESSES INVENTORIES, SURVEYS, AND WAREHOUSING
DOCUMENTS; PREPARES, ANNOTATES, AND DISTRIBUTES SHIFPING DOCUMENTS; PERFORMS
ACCOUNTING AND SALES FUNCTIONS IN SELF-SERVICE SUPPLY.

ACE Credit Recommendation for 92A10: CREDIT MAY BE GRANTED ON THE BASIS OF AN INDIVIDUALIZED
ASSESSMENT OF THE STUDENT. CREDIT MAY BE GRANTED'ON THE BASIS OF AN INDIVIDUALIZED
ASSESSMENT OF THE STUDENT.

Military Occupational $pecialty Group 92A ACE Guide Number
Title: Automated Logistical Specialist MOS 92A-002
SQT (Thru Oct 1991)/SDT (Nov 1991 thru Feb 1995) Taken: None

Description of 92A20: ESTABLISHES AND MAINTAINS STOCK RECORDS AND OTHER RECORDS;
ESTABLISHES AND MAINTAINS AUTOMATED AND MANUAL ACCOUNTING RECORDS, POSTS RECEIPTS
AND TURN-INS; REVIEWS AND VERIFIES QUANTITIES RECEIVED AGAINST SHIPPING DOCUMENTS;
PREPARES AND MAINTAINS RECORDS ON EQUIPMENT USAGE, OPERATION, MAINTENANCE,
MODIFICATION, AND CALIBRATION; PROCESSES INVENTORIES, SURVEYS, AND WAREHOUSING
DOCUMENTS; PREPARES, ANNOTATES, AND DISTRIBUTES SHIPPING DOCUMENTS; PERFORMS
ACCOUNTING AND SALES FUNCTIONS IN SELF-SERVICE SUPPLY.

ACE Credit Recommendation for 92420: CREDIT MAY BE GRANTED ON THE BASIS OF AN INDIVIDUALIZED
ASSESSMENT OF THE STUDENT. CREDIT MAY BE GRANTED ON THE BASIS OF AN INDIVIDUALIZED
ASSESSMENT OF THE STUDENT.

Special Qualification Identifiers:
NO SPECTAL QUALIFICATIONS (O)

Additional Skill Identifiers: None

Other Learning Experience

'This section provides a record of the servicemember's learning experiences that do not have credit recommended for
lone or more of the following reasons: course not evaluated by the American Council on Education (ACE); and/or
course not completed during ACE evaluation period.

Course Title: HAZMAT FAMILIARIZATION & SAFETY IN
TRANS

Location: AMMUNITION SCHOOL at SAVANNA, IL

From: 01/03/2006 To: 02/17/2006

Army Course Number: AMMO-67-DL

Course Title: INTRUSION DETECTION AND RISK
MANAGEMENT Army Course Number: 111624 _ENG

Loeation: SMARTFORCE COURSEWARE at FT BELVOIR, VA
From: 16/01/2006 To: 05/30/2007

Course Title: WINDOWS XP: FUNDAMENTALS Army Course Number: 112553 ENG
Location: SMARTFORCE COURSEWARE at FT BELVOIR, VA
From: 10/01/2006 To: 05/27/2007

Course Title: MICROSOFT WINDOWS SERVER 2003: NETWORK Army Course Number: 116122_ENG
Location: SMARTFORCE COURSEWARE at FT BELVOIR, VA
From: 10/01/2006 To: 05/30/2007

C Title: IDEN by
& 3;;8; Ml e: IDENTIFYING, ADDING, AND REMOVING Army Course Number: 123900_ENG

Location: SMARTFORCE COURSEWARE at FT BELVOIR, VA

https://aartstranscript.army. mil/transcript_ms.asp?ssn=240614801&bdate=01121982&basd... 10/5/2009
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Course Title: BASIC NETWORKING
Location: SMARTFORCE COURSEWARE at FT BELVOIR, VA
From: 10/01/2006 To: 06/06/2007

Army Course Number: 123%06_ENG

Course Title: WINDOWS SERVER 2003:BASIC CONCEPTS
Location: SMARTFORCE COURSEWARE at FT BELVOIR, VA
From: 10/01/2006 To: 09/13/2007

Army Course Number: 124011_ENG

Course Title: TCP/IP
Location: SMARTFORCE COURSEWARE at FT' BELVOIR, VA
From: 10/01/2006 To: 05/30/2007

Army Course Number: 125070_ENG

Course Title: IP ADDRESSING AND ROUTING
Location; SMARTFORCE COURSEWARE at FT BELVOIR, VA
From: 10/01/2006 To: 05/30/2007

Army Course Number: 125071_ENG

Course Title: PLANNING AND IMPLEMENTING AN ACTIVE
DIRE

Location: SMARTFORCE COURSEWARE at FT BELVOIR, VA
From: 10/01/2006 To: 05/28/2007

Army Course Number: 126360_]

Course Title; IMPLEMENTING ACTIVE DIRECTORY USERS
AND

Location: SMARTFORCE COURSEWARE at FT BELVOIR, VA
From: 10/01/2006 Te: 05/30/2007

Army Course Number: 126380_ENG

Course Title: PLANNING AND IMPLEMENTING GROUP
POLICY

Location: SMARTFORCE COURSEWARE at FT BELVOIR, VA
From: 10/01/2006 To: 05/30/2007

Army Course Number: 126381_ENG

Course Title: OPERATING SYSTEMS AND TCP/IP
Location; SMARTFORCE COURSEWARE at FT BELVOIR, VA
From: 10/01/2006 To: 05/27/2007

Army Course Number: 65777_ENG

Course Title: ENCRYPTION TECHNOLOGIES
Location: SMARTFORCE COURSEWARE at FT BELVOIR, VA
From: 10/01/2006 To: 05/27/2007

Army Course Number: 65873_ENG

Course Title: FIREWALLS AND VPNS
Location: SMARTFORCE COURSEWARE at FT BELVOIR, VA
From: 10/01/2006 To: 05/30/2007

Army Course Number: 65874_ENG

Course Title: SECURITY MANAGEMENT AND OPERATIONS
SECUR

. Location: SMARTFORCE COURSEWARE at FT BELVOIR, VA
From: 10/01/2006 To: 06/04/2007

Army Course Number: 70443_ENG

Course Title: ACCESS CONTROL AND PHYSICAL SECURITY

Army Course Number: 70446_ENG

https://aartstranscript.army.mil/transcript_ms.asp?ssn=240614801&bdate=01121982&basd... 10/5/2009
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Location: SMARTFORCE COURSEWARE at FT BELVOIR, VA
From: 10/01/2006 To: 06/05/2007

Course Title: BUSINESS CONTINUITY PLANNING, LAW, AND E  Army Course Number: 70449_ENG
Location: SMARTFORCE COURSEWARE at FT BELVOIR, VA
From: 10/01/2006 To: 07/06/2007

hittps://aartstranseript.army. mil/transcript_ms.asp?ssn=240614801&bdate=01121982&basd... 10/5/2009




Certifications for Brandon Sugar—Alternate CIS Trainer
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SERVICE SCHOOL ACADEMIC EVALUATION REPORT DATE (YYYYMMOD]
For use of this form, ses AR 623-3; the proponent agency is DCS, G-1. 20081002
1. LAST NAME - FIRST NAME - MIDDLE INITIAL 2. SSN 3.GRADE [4.8R |5. SPECIALTY/MOSC
SUGAR, BRANDON A, 593-36-4565 SGT 25U20
6. COURSE TITLE 7. NAME OF SCHOOL 8.COMP
BNCOC Common Core Phase I, 014-08 {USA NCO Academy, Fort Campbell, KY 42223 RA
9. THIS IS A REFERRED REPORT, DO YOU WISH TO MAKE 10. DURATION OF COURSE (¥YYYMMDD)
COMMENTS?
r‘ D YES H NO From: 2008091s Theu: 20081002
1. PERFORMANCE SUMMARY 12. OEMONSTRATED ABILITIES
3. WRITTEN COMMUNICATION
‘8. D EXCEEDED COURSE STANDARDS BANOT EVALUATED [JUNSAT  []$AT {JSUPERIOR
(Limited to 20% of class enroliment) b. ORAL COMMUNICATION
[ONOT EVALUATED [JUNSAT  []SAT [Xi SUPERIOR
6, ACHIEVED COURSE STANDARDS ¢. LEADERSHIP SKILLS
(OINOT EVALUATED [JUNSAT  (RISAT  [JSUPERIOR
e, [[] MARGINALLY ACHIEVED COURSE STANDARDS . CONTRIBUTION TO GROUP WORK
[NOT EVALUATED [JUNSAT  [RSAT [JSUPERIOR
0. ] FAILED TO AGHIEVE COURSE STANDARDS . EVALUATION OF STUDENT'S RESEARCH ABILITY
CINOT EVALUATED [JUNSAT [KISAT  [JSUPERIOR
“Rating must be supported by comments in ITEM 14, (SUPERICR/UNSAT rating must be supported by comments in ITEM 14
13. HAS THE STUDENT DEMONSTRATED THE ACADEMIC POTENTIAL FOR SELECTION TO HIGHER LEVEL SCHOOLING/TRAINING?
X ves [no []NA (A "NO" response must be supportad by comments in ITEM 14)

14. COMMENTS (This it is inlended to obtain a word picture of each studont that wil accurately and completely portray academic
performance, intellectusl qualities, and communication skills and abilities. The narrative should also discuss broader aspecls of the student's
polential, feadership capabilitias, moral and overall profassional quafities n particular, comments shoufd ba made if the student faited to
respond to racommendations for improving academic or personal affairs.)

b Achieved course standands and demonstrated ail skills necessary for higher level NCOES

12b Listens closely and pays attention to what is said, whilc using appropriate excitement and cnthusiasm that motivates others
Displayed alt of the cssential leadership skills required of a noncommissioned officer

Sought ways 10 help peers throughout the course

Through detenmination, was able 10 successfully apply rescarch skills to achieve course standards

REF DA MESSAGE ALARACT 103/2004, PARA 5. APFT is suspended until further notice

15. AUTHENTICATION

a, TYPED NAME, GRADE, BRANCH, AND TITLE OF RATER DATE (YYYYMMDD) SIGNATURE
LOUIS F. IACONO, SSG, USA, Small Group Leader 20081002

b. TYPED NAME, GRADE, BRANCH, AND TITLE OF REVIEWING OFFICER DATE (YYYYMMODD) SIGNATURE
JEFFERY S. MEADOWS, CSM, USA, Commandant 20081002

c. DATE (YYYYMMOD) SIGNATURE OF RATED SOLDIER L¥)

20081002 Bromdon A Bugor

DA FORM 1059, MAR 2006 PREVIOUS EDITIONS ARE OBSOLETE. APD PE v1,00ES
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Certifications for Matthew Sierra—Primary Radio Technician

[image: image51.jpg]AARTS Transeript mmamum@mmﬁmm&mawm@ms?&n%i s

ARNIV/ACE REGISTRY TRANSCRIPT SYSTEM

ISSUED: 10/2/2009. #¢% PERSONAL WEB TRANSCRIPT ##

Namie: SIERRA MATTHEW.FRANCISCO
Rank: SERGEANT, £S5
Btatus: Active

AARTS I 2009-WB002846

]
Caurse Title: Basic Conibiat T ACE Exhibit: Ammzm
Location: US ARMY TRAINING CENTER at FI BENNING; GA A,tmy Caurse Nesher; 750-B%
From: 98/1/2003 To: 10/6317063

Deseription: HPON COMPLETION OF/THE COURSE, THE STUDENT WILL BE ABLE 70 DEMONS]
SKILLS NECESSARY FOR SURVIVAL IN & COMEAT mmeﬁumT INCLUDING MIARIGVANSHIP,
PH¥S!€A}( CONDITIONING; NAVIGATION, AND

mmum& NRE wmms;mmnm

Recommendations: [N THE LOWER-DIVISION BACCALAUREATE/ASSOCIATE mrmmmcomé 2
SEMESTER HOBRS N P}WSICAL cm:mmm&, 2 IN MARKSMANSHIP, AND 1 IN FRST Am:

Course Tithe: ﬁwswﬁm .
Location: SIGNAL SCHOOL 3t FT GORDON, GA Army Cmm Nomber: 10130010
Feoin 10/06/2003 TFor 03124/2004

Description: UPON COMPLETION OF THE COURSE, THE STUDENT WILL BE %Buz PO INSTALL, REPAT
TROUBLESHOOT, AKD MAINTAIN ELECTRONIC SYSTEMS INCLUDING BASIC SOLDERING TECHNIQUES:
OBSERVE SAFETY PROCEDURES; TROUBLESHOOT AND MAINTAIN COMBAT NET RADIO SYSTEMS,
ANALOG AND DIGITAL TERMINAL DEVICES, MOBILE SUBSCRIBER UNITS, AND ANTENNA'SYSTEMS;
© ANDINSTALL, CONFIGURE, AND MAINTAIN MICROSOFT WINDOWS BASED AFPLICATIONS AND CISCO
‘ROUTERS FOR NETWORKED PCS. AUDIOVISUAL MATERIALS, PRACTICAL EXERCISES, DISCUSS
CLASSROOM EXERCISES, LABOR w&? w,cr_m: AND mmx&*msgbmmm TOPICS

TACTICAL SATELLITE COMMUNICATIONS; MOBILE SUBSCRIBER EQUIPMENT ELECTRONICS:

INSTALLATION, TROUBLESHOOGTING, REPAIR, AND mwmxmmmmmm mmﬁ
AN TESTING OFW}BTLE ANTENNA SYSTEMS. 5 .
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Recommendations: IN THE LOWER-IIVISION BACCALAUREATE/ASSOCIATE DEGREE CATEGORY;
SEMESTER HOURS INELECTRONIC SYSTEMS TROUBLESHOOTING AND MAINTENANCE; 3 1%

mmmmrm 10 coi»m:m& AND3IIN mm ADMENISTRATION,

Cowse Title: Warrior Lzader (AC) Warror Leader ACE Eﬂﬁh@ AR-2201-0603
Location: NCOACADEMY at FT m’a‘(;l;i Army Course ﬁmm -WEE
From: 03/21/2007 To: 04/05/2007

Deseription: UPON COMPLETION OF THE COURSE; THE STUDENT WILL BE ABLE TO FUNCTION AS A
JUNIOR LEVEL LEADER WITH ESSENTIAL SKIELS IN LEADERSHIP, TRAINING, WARPIGHTING AND
ADMINISTRATION AUDIOVISUAL MATERIALS, PRACTICAL EXERCISES, DISCUSSION, AND CLASSROOM
EXERCISES. TOPICS INCLUDE mwm 'BATTLE FOCUSED TRAINING, MAP READING, AND FIELD
TRAIING.

Recommendations: N THE {m&-ﬂwwioﬁ mcmwm»‘mmmmfvaE CATEGORY, |
SEMESTER Hcmm w mzmcxxbms oF Lmnmsmr AND 21N MILITARY SCIENCE.

11 R I

= : == ' NONE

e e Mihm»ymeﬂence . B . s

‘Miitary Oconpationat Specialties Held: 2WUI6 Primary | From 022005 - Tor 102007
/U Pomary  From: 112007 To: 012009

25"526’ Dﬁt}f N 7 i CiTe,

Military mwmx,spwax% Giroup 250

" Titles Sigmal Suppart Systems Speeinlist MOQQS%X»@%:
SOT (Thm()e( 1991507 (Nov- 1991 thiry Feb 1998) ke None ¢
Besoription of 23010: INSTALLS, MAINTAINS AND TROUBLESHOOTS SICNAL SUPPORT mrxmwm
TERMOVAL DEVICES; INSTALLS, OPERATES AND MAINTAINS DESIGNATED RADIO, WIRE, CABLE AND

DATA MIBXMQN SYSTE m«m mérw ELECTRMQC DEVICES, rmms;mAL

SATELLITE RADIO'AND cwmmm,m mym:m: PREPARES m‘mm’a ND SUPPLY :
REQUESTS FOR UNIT LEVEL SIGNAL SUPFORT, OPERATES AND PERFORMS PREVENTIVE
MAINTENANCE CHECKS AND SERVICES (PMCS) ON ASSIGNED VEHICLES, INSTALL, OPERATES AND
PERFORMS PREVENTIVE MAINTENANCE CHECKS AND SERVICES (PMCS) ON POWER GENERATORS.

ACE Credit Recomwmendation for 25U10: CREDIT MAY BE GRANTED ON THI BASIS OF AN INDIVIDUALIZED
ASSESSMENT OF THESTUDENT. ’

Military Occupational Specialty Gwiw " L2 m Guide NWF‘JW
Title: Signat Sipport Systems Specinilst DT S Mf)s 280001
SOT (Thea Oet 1991Y/SDT (Nov 1991 thru ¥eb 1995) Taken: None E

Doseription of 25020k INSTALLS, MAINTAINS AND TROUBLESHOOTS SIGRAL swmm EQUIFMENT AND
TERMINAL DEVICES. INSTALLS, OPERATES AND MAINTAINS DESIGNATED RADIO, WIRE, CABLE AND
DATA BETRIBUTION SYSTEMS. MAINTAINSELECTED ELECTRONIC DEVICES. PERFORMS SIGN.
SUPPORT FUNCTIONS, TO INCLUDE PROVIDING TECHNICAL ASSISTANCE AND TRAINING FOR'USER -
OWNED AND OPERATED AUTOMATED TELECOMMUNICATION COMPUTER SYSTEMS, LOCAL
NETWORKS AND ROUTERS; SIGNAL COMMUNICATIONS AND SUPPORT ELECTRONIC EQUIPMENT AN
SATELLITERADIO AND COMMUNICATIONS EQUIPMENT. PREPARES MAINTENANCE ANBSUPPLY .1
REQUESTS FOR cwﬁvm SIGNAL sw*mn]i(ammmsm»mmm FREVENTIVE !
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ACE Oredit Recommendation for 250/20: CREDYT MAY BE GRANTED ON THE nm OF AN BEHVIDUALIZED
ASSESSMENT OFTHE STUDENT. ¢
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- U Primary  From: 9’2{339[9.
3106 Primary. . Frone 852009

Miitaey Ocoupational Spocialty Group 31U
Title: Sigual Support Systetis Specialist
SQT(LhroiOot 199&)/5 ) w@v f% cm Feb- l?%}}akﬁu None

mwmamnwu Ui awmr MAY’BK GRANTED: oxm HASIS omza Wﬁ;w
ASSESSMENT OF THE STUDENT: CREDIT MAY BE GRANTED ON THE BASIS OF AR INDIVIDUALIZED
ABSESSMENT OF THE'STUDENT,

Description of 31120; THIS mmmv ()CCLYPKTION&L 3!?&‘5(.41{“’ (MOS) IS NOT
AMERICAN COURCIL ON EDUCATION. (x&:gyxr THISSKILL LEVEL O® wmq i
BY THIS SERVICEMEMBER.

ACE Cﬂa(ﬂt Mm&n&mhr 311126; 'lm MILWARYOCCWA“OML SPEC!&L‘FY {MGS) s N(;'KI'

THE HME W HELD BY mn's'smvmmmk

Special Qualification Idemﬁen.
NO SPECIAL QUALIFICATIONS (0)

: Amrwswm None: 3 ;
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%nma f0t completed during ACE evalunt

Loeation: €€ ‘mmmm CouRsEs
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Certification for Michael Mahoney—Alternate Network Administrator
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Certifications for Carl Krause—Alternate Configuration Manager
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COMPLIANCE STATEMENT FOR PART III - Statement of Work
IMPORTANT: This compliance statement must be completed for each offered option(s) or alternative.

It is hereby stated that our bid to IFIB-NCSA-NCHQ-09-07 (including Amendment #1) is fully compliant with
the Technical Specifications contained in Part III of the IFIB, with the following exception(s):

CLAUSE: DESCRIPTION OF DEVIATION:

ManTech hereby states that our bid to IFIB-NCSA-NCHQ-09-07 (including Amendment #1) is fully compliant
with the technical specifications contained in Part III of the IFIB, with no exceptions.

Date: (0] 2o 2009

Signature: /Y\/\*’\C\. T, S LD

Name & Title: Melanie S. Rotz, Vice President of Contracts
Company: ManTech Global Services Corporation

Company Bid Reference: Part I, Bidding Instructions, Paragraph 9
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CERTIFICATE OF COMPLETION

Robert Robinson

UNITED STATES ARMY
has successfully completed the
Computer Based Training Program for

CCNP BSCI 642-811

2 Hours
2008-09-05

Certificate presented by

Robert A, Bean

LTC, Mi
Product Manager, Distributed Leaming System
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CERTIFICATE OF COMPLETION
Robert Robinson

UNITED STATES ARMY

has successfully completed the
Computer Based Training Program for

CCNA - 640-801

2 Hours
2007-05-30

Certificate presented by

<>l

Robert A, Bean
LTC, M
Product Manager, Dislributed Learning System
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| AT Letel 1 Afvareness Training

presented to

brandon a sugar
April 3, 2009




[image: image78.jpg]THE UNITED STATES ARMY
COMBAT READINESS CENTER

Certifies that
Brandon.Sugar.
has satisfactorily completed

Composite Ri:

and in testimony whereof we do confer this certificate
presented at Fort Rucker, Alabama

This course was completed on 04/03/2009
Online Training Hours: 2

NN

‘William H. Forr

US. ARMY BIIKBAI RENDINESS CENTER  Srioadier Cenerar s

Commanding

USASCCO3

https://cre.learn.army.mil/webapps/ITS-crs_cmpl-bb_bb60/module/userCertificateController.jsp



[image: image79.jpg]CERTIFICATE OF TRAINING

The 101st Airborne Division (Air Assault) Eagle First Responder Certification is presented
to

SGT Sugar, Brandon
593-36-4565

Training and Certification Conducted by 551 MP
101st Sustainment Brigade, 101st Airborne Division (AASLT),
Fort Campbell, Kentucky.

1V THERAPY: 5§ HOURS
ATy Presented on 18 December 2008

PATIENT ASSESSMENT: 5 HOURS
CONTROL BLEEDING: § HOURS
AIRWAY MANAGEMENT: 3 HOURS
CHEST TRAUMA: £ HOURS
ENVIRONMENTAL INJURIES: 5§ HOURS
BUKN TREATMENT: § HOURS

g~ o
MCGRAIL, MARK MD ~ .*
LTC, MC, SFS

TOTAL. 40 HOURS DIVISION SURGEON
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THIS IS TO CERTIFY THAT THE ABOVE NAMED INDIVIDUAL
HAS SUCCESSFULLY COMPLETED THE COUNTER RCIED
ADVANCED OPERATOR COURSE (40 HOURS)

FROM 08 JAN 07 TO 12 JAN 07

T X R —
CHRISTIAN D. BECKER
CDR, USN

DZ L >
GILBERTO A. VALDEZ
SFC, USA
DIRECTOR OF OPERATIONS AND

NCOIC CREW SYSTEMS TRAINING
TRAINING
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GERTIFICATE OF TRAINING

This is to certify that

SGT BRANDON A. SUGAR

has successfully completed
Managing and Maintaining
Microsoft Window Server 2003 Environment
Conducted at Fort Campbell, KY
40 HOURS
23-27 FEBRUARY 2009

¥ §ere
Given at__DIVISION ACofS G6 @"{ g

FORT CAMPBELL, KY BRETT E. REISTER
27 February 2009 LTC, sC
ACofS, G6

DAFORM 87,1 OCT 78
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COURSE

ZBe it known that
SGT Brandon A. Sugar
TBas surcessfullp completed the course of instruction for the
Warrior Leader Course
Class 05-06
Conducted at the Fort Campbell NCO Academy
@nd ig heveby declaved a
GRABUIATE
Fin tegtimonp thereof, this diploma (s alwarded at
Fort Campbell Kentucky

This 14 day of April 2006

Command Sergeant Major
Commandant
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DEPARTMENT OF THE ARMY

CERTIFICATE OF TRAINING

This is to certify that
SGT BRANDON SUGAR

has successfully completed

the 32 HOUR FBCB2-BFT LEADER OPNET COURSE

Given at_Fort Campbell, Kentucky /
3-6 AUGUST 2009 Caloref Leonard R. Montiord

ofamer
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CERTIFICATE OF TRAINING

THIS IS TO CERTIFY THAT

SGT BRANDON SUGAR
593-36-4565

HAS SUCESSFULLY COMPLETED

Combat Lifesaver Course
12-14 July 2007
This course trained the Soldier to perform tactical combat casually care, trauma patient assessment, airway management,

treatment of penetrating chest trauma and needle decompression of a tension pneumothorax, controlling bleeding, initiating
saline lock and 1V. techniques, field medical cards, casualty evacuation and requesting medical evacuation. All ]

accordance with the sub course IS 0871 Edition B. This is a 26 hour course. %
i ,/‘j

GVENAT  TF 3R° MEDICAL COMMAND. LY
SGT Johnny Joe Peralez, Jr. ERIC SHUPING
School of Combat Medicine LTC, MC
Camp Victory, Baghdad, Iraq Medical Director

DA FORME7,1 0CT 78
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CERTIFICATE OF TRAINING

This is to certify that

SGT MATTHEW SIERRA
616-24-6357

has successfully completed

(Advanced Military Transition Team)
Class 07-17
23 October 2007 ~ 30 October 2007
(80 Hours)

)
Phoenix Academy, L 2 &k
Given at_Taiji, Iraq l//%z,u,mv,%‘ £y 45@[1/\

LAURENT O. BAKER
Col, USMC
Deputy Commander

oacomr soctis
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College of Business & Technology ““mnsm

This ig to certify

Matthew Sierra
61 6246357

3%&5 wmp[eteh

Simple Network Management Protocol (SNMPc)
40-hour Instructor Led Course

c jon Management Association
ociation, Inc.

January 5, 2007 ‘ e W/’/%%‘%/?’

Date . et Michael Gibson
5 ’ Instructor
U.S. Department of Education

ACCREDITED INSTITUTION OF HIGHER LEARNING
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College of Business & Technology “mnsm
This is to certify

— SGT Matthew Sierra

616246357

CERTIFIED -

Technical Education
Centor

Mlcrosoft 2272

December 1, 2006

Michael Gibson

Date Instructor

U.S. Department of Education

ACCREDITED INSTITUTION OF HIGHER LEARNING




[image: image89.jpg]ARLINGTON HIGH SCHOOL

LAGRANGEVILLE NEW YORK

THIS IS TO CERTIFY THAT
MATTHEW F. SIERRA

HAS COMPLETED IN A SATISFACTORY MANNER THE COURSE OF STUDY
PRESCRIBED BY THE BOARD OF EDUCATION FOR THE HIGH SCHOOL AND IS
THEREFORE ENTITLED TO THIS

DIPLOMA

GIVEN AT LAGRANGEVILLE, NEW YORK, THIS TWENTY-NINTH DAY OF JUNE, 2003.

j ’ PRESIDENT, BOARD OF FjCATlON SUPERINTENDENT ﬂscnoms

PRINCIPAL
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College of Business & Technology “"mnsm
This is to certify

Matthew Sierra

Has completed

Introduction to Fiber Optic Cablihg Theory/Termination
A 40-hour Instructor Led Course

! This certifies that the aforeménfioned individual has succeséﬁuﬂy completed Introduction to
Fiber Optic Cabling Theory[T rmination course in accord?n;‘:e with the standards set by
the Board of Trustees of InovaTech College of Business a{ﬁ‘q. Technology.

%
Matt Donnellan
Instructor

June 22, 2007
Date

U.S. Department of Education

ACCREDITED INSTITUTION OF HIGHER LEARNING




[image: image91.jpg]w Peaw State Sy,
@“ﬁ“ Wlarksuille, Tennesser Ely%
and Commanity Collage Fystom upon the recommendalion
of the SBaculby has conforned on
Matthew H. Sierra
who has comploted the studies and filfillod all the roguiroments
sel forth by the Cniversity for graduation the degroe of
Asgnciate of Science
CHys ovidence of altainments and the granding of oll rights pertuining lo that dogree
STho Tonnessoo Board of Bogonts has issed this diploma on the
Jourtoonth, devy of Cugast; in bhe yoar of our Lord two thousand nine.
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[image: image92.jpg]DEPARTMENT OF THE ARMY
CERTIFICATE OF TRAINING
This is to Certify that

PFC MATTHEW SIERRA
616-24-6357

Has successfully completed

40 Hours of Combat Lifesaver Training
From 23 APR 2004 TO 25 APR 2004

HHT 6™ CAV BDE %
Given at CAMP HUMPHREYS, KOREA

KEITH D. LADD
LTC, AV

Deputy Brigade Commander
DA FORM 87,1 0CT 78



