CANDIDATE SUBMITTAL
	DATE:
	10/13/09

	CANDIDATE NAME:
	Jeremiah Graham
VOIP: 305-831-1094

Cell: 011-504-98958135

Email: CPSJERRY@GMAIL.COM 

	POSITION:
	ManTech International – LAN/WAN Engineer


	INTERVIEW QUESTIONS
	INTERVIEW ANSWERS


	1. What is your availability to phone interview? (Please give dates and times for both types: Phone interview and Face to Face interview) 
	24 hour notice

	2. What is your availability? (If you accepted a job how long before you could start).
	2 weeks

	3. Can you share your current salary/compensation please?
	$67,000 in Honduras – Contract ended.


	4. Motivation for leaving present employer? 
	Contract has ended – June 2009

	5. What is both your ideal salary and minimum salary range?
	Negotiable

	6. Have you been deployed overseas lately?
	Yes.

	7. If so, when and where?
	Honduras

	8. Have you had NATO or multi-national experience?
	Yes

	9. Are you willing to work 12 days, 6 days/week?
	Yes

	10. Do you have a current security clearance or, do you have anything in your personal background that would prevent you from passing a clearance investigation? (Some of our client positions require the ability to be cleared in order to have access to work on Government Contracts/site locations)
	Secret - DoD

	11. IF you have one, who granted the clearance? And what agency? (NATO, DOD, DOJ, FBI, CIA ETC...)
	DoD

	CANDIDATE’S ANNUAL SALARY EXPECTATIONS:
	Negotiable

	AVAILABILITY TO START:
	2 weeks

	RELOCATION ISSUES:
	None

	BEST TIMES TO INTERVIEW (Phone Screen and Face-to-face):
	2 hour time difference.

	CITIZENSHIP STATUS:
	US

	LEVEL OF ACTIVE CLEARANCE:
	Secret


Jeremiah Graham

ITT-TACSWA TCF 
APO AE 09328 
Warner Robins, Georgia 31088

VOIP: 305-831-1094

Cell: 011-504-98958135

Email: CPSJERRY@GMAIL.COM  

ManTech International – LAN/WAN Engineer
EXPERIENCE:
Lockheed Martin 

April, 2006 to June 2009

Sr. Computer System Analyst  
Mr. Graham’s  primary responsibilities in this position consist of testing, installing, configuring, maintaining, optimizing, and upgrading various aspects of both NIPRNET (Non-classified Internet Protocol Network) and SIPRNET (Secret Internet Protocol Network) enterprise data networks including but not limited to hardware Develops and conducts technical training programs for skill enhancement and team cross training as well as assistance to all systems operators and administrators as required. Uses knowledge and expertise in computer hardware and communications protocols to provide technical advice and assistance to project management personnel in the procurement and operation of new state of the art network equipment. Mr. Graham uses his extensive experience in tactical and field exercise environments to provide the command with the expeditious set up and troubleshooting as well as maintenance of integrated tactical networks using Commercial off the Shelf (COTS) equipment in less than ideal operating environments.  Technical scope of this work includes the  set-up and maintenance of client systems (Operating systems, hardware,  and applicable software)and user accounts (domain and email), the initial set up and maintenance Desktop systems.

Northrop Grumman Space and Mission Systems Corporation

Feb. 2005 – Jan. 2006

Network Engineer  
Mr. Graham’s  primary responsibilities in this position consist of testing, installing, configuring, maintaining, optimizing, and upgrading various aspects of both NIPRNET (Non-classified Internet Protocol Network) and SIPRNET (Secret Internet Protocol Network) enterprise data networks including but not limited to hardware (Dell  750 servers, Dell1750 NAS, Cisco, Cabletron, and Foundry hubs, bridges, switches, routers, and encryption devices), software (enterprise configuration, management, analysis, and network operating systems software), and services (leased circuits and extranets) to support wide area networks (WANs), metropolitan area networks (MANs), and local area networks (LANs); analyzing and defining network requirements; defining and maintaining network architecture, infrastructure, and integration; analyzing network workload; monitoring capacity and performance; diagnosing and resolving network problems; developing network backup and recovery procedures; and applying and ensuring rigorous application of information security/information  assurance policies, principles, and practices in the delivery of network services.


ITT Industries Colorado Springs, CO 
Aug. 2004 – Feb 2005
Systems Administrator 

Mr. Graham was responsible for network services and support (software, hardware, training, and system) on the Camp Victory, Kuwait network. As the Systems Administrator Mr. Graham installs, configures and maintains the local tactical networks:  NIPRNET (Non-classified Internet Protocol Network) and SIPRNET (Secret Internet Protocol Network) at Camp Victory, Kuwait.  Monitors system performance during operations, and takes corrective action as required. 

Primary responsibilities include designing the network architecture and topology of the local area networks for Camp Victory, Kuwait. This support includes the Brigade command and staff, subordinate battalions and over one thousand users. Technical scope of this work includes the 

set-up and maintenance of client systems (Operating systems and applicable software) and user accounts (domain and email), the initial set up and maintenance of up six Windows 2003 servers including Exchange mail, Dynamic Host Configuration Protocol (DHCP), Windows Internet Name Service (WINS), Domain Name Service (DNS), Systems Update Server (SUS), and Symantec Antivirus servers. Mr. Graham was the Night Shift Lead managing a team of five civilian and three Army personnel in support of Camp Victory network. 

Mr. Graham was responsible for establishing the initial automation helpdesk that provided one stop service to all customers in the brigade and its subordinate commands.  This included establishing a trouble ticketing system and a base lining procedure to ensure all work was performed in a timely manner and consistency of systems configuration was maintained. Ensured all systems were compliant with the latest Information Assurance and Vulnerability Assessment (IAVA) requirements using manual and automated (SUS Server) updates.  Hardware support included troubleshooting and replacing faulty hardware (drives, memory, video adapters, network adapters and modems, sound cards, and other peripheral devices). Software support included the isolation and repair of missing or corrupted hardware drivers and system files, deleting and reloading faulty applications such as Microsoft Office suite, as well as specialized DOS applications and email client configurations. Server administration of a Dell Raid System running Windows 
2003/2000 operating system this included creating ,organizing and supporting WIN 2000 AD and Exchange Server 5.5 - 2003, which includes OU and account setup, password reset, unlock account.

Create and maintain Active Directory print server and devices.   Responsible for daily, weekly, and monthly backups and restores of data using Veritas Backup software. Monitor and remotely troubleshoot network devices, this including deploying service patches and Applications.

Installs, configures and maintains all routers and switches that interface on the network. (i.e. Cisco Routers and Switches) to include the set up and configuration of the Virtual LANs (VLANs) of these networks. Ensures linkages between various Army Tactical Command and Control Systems programs are maintained and that the Army Tactical Command and Control Systems appropriately feeds operational data and computer simulated exercise data. 

Mr. Graham uses his thorough understanding of current Army Command and Control systems and operations for integration of Army Tactical Command and Control Systems into the Camp Victory Tactical Network. He designs and maintains information assurance and security requirements within the Camp Victory networks. As part of this responsibility he also reviews Army Tactical Command and Control Systems documentation to ensure compliance with DOD hardware and software configuration management policies as well as insuring security requirements are met in accordance with AR380-19 and the DOD Information Technology Security Certification and Accreditation Process (DITSCAP). 

Mr. Graham attends and contributes to all After Action Reviews (AAR) to help develop lessons learned for future deployments and exercises.  Develops and conducts technical training programs for skill enhancement and team cross training as well as assistance to all systems operators and administrators as required. Uses knowledge and expertise in computer hardware and communications protocols to provide technical advice and assistance to project management personnel in the procurement and operation of new state of the art network equipment. Mr. Graham uses his extensive experience in tactical and field exercise environments to provide the command with the expeditious set up and troubleshooting as well as maintenance of integrated tactical networks using Commercial off the Shelf (COTS) equipment in less than ideal operating environments 

Efficiency Management and Engineering Company 
Columbia, Maryland 
Feb. 2002 – Aug. 2004
Network Administrator/ Technical Support 

Mr. Graham was responsible for all desktop personal computer support (software, hardware, and training) on the Global Positioning System (GPS) network on Robins AFB. 


Mr. Graham provided Server administration of a Dell Raid System running Novell 6 operating system and functions as Network Administrator of WIN 2000 GPS OU includes account setup, password reset, unlock account. Create and maintain print server and device within GPS OU via Active Directory. He also provided software support to maintain DOD proprietary software includes installation, upgrades, and maintenance. Mr. Graham other duties were to maintain and repair all PC hardware, software and peripherals PC's running Win 2000, Win XP.  Monitor and remotely troubleshoot network devices. Along with deploy service patches and Applications via Tivoli Enterprise Management System maintain Ethernet network (cabling, network cards, TCP/IP addressing, DHCP, and DNS). Mr. Graham was also responsible for all tape backups/ restores using BrigtStor ARCserve software. Mr. Graham preformed as Webmaster for both GPS and LANTIRN Web Sites

STI Knowledge Atlanta, Georgia 

Sept. 1999 – Feb. 2002
Help Desk/Tech Support Professional
Mr. Graham performed first line desktop application troubleshooting and problem resolution for Citrix metaframe employees worldwide. He was responsible for the following duties:
Mr. Graham duties were to proactively monitor network and Remote troubleshoot using Terminal Server, HP OpenView , SMS, Ping, Trace-Route, Telnet and PCAnywhere tools. He was responsible for problem management and reporting using PeopleSoft (Vantive) Call Tracking software. Mr. Graham has actively managed and added computers/user accounts for domain via Active Directory, also perform printer setup via Active Directory. He has performed software installation and provided updates assistance via the network remotely and at desk side locally. Mr. Graham was providing support to Citrix XP Metaframe user worldwide that used various applications, such as MS Office products, Netscape and Internet Explorer browsers, Lotus Notes, Outlook, Windows XP, Win 2000, NT, 9x, Linux, UNIX, Oracle, and SAP business application. He was responsible for administering RAS connection using SecureID via modem, ISDN, and Cable/LAN. This includes modem setup and configuration for remote connection. He also provided SAP admin support and password reset for Citrix users.


ADVANCED TECHNOLOGY SERVICES AKIEN, SC

 Oct. 1998 – Sept. 1999
Technology Support Analyst 

Mr. Graham performed first line desktop application troubleshooting and problem resolution for 12,000-user site at Savannah River Site (DOE). He was responsible for the following duties:

Mr. Graham duties were to proactively monitor network and Remote troubleshoot using Terminal Server, HP OpenView , SMS, Ping, Trace-Route, Telnet and PCAnywhere tools. His duties included the monitoring of various routers and switches including Cisco, Cabletron, Foundry and Xylan.  He was responsible for problem management and reporting using PeopleSoft (Vantive) Call Tracking software. Mr. Graham has actively managed and added computers/user accounts for domain via Active Directory, also perform printer setup via Active Directory.  He was responsible for managing Dell Active Directory Server disk management using StoragCeNTral QuotaAdvisor to assign and/or increase disk quotas. He has perform software installation and provided updates assistance via the network remotely and at deskside locally. Mr. Graham was providing support to Citrix XP Metaframe user worldwide that used various applications, such as MS Office products, Netscape and Internet Explorer browsers, Lotus Notes, Outlook, Windows XP, Win 2000, NT, 9x, Linux, UNIX, Oracle, and SAP business application. He was responsible for administering RAS connection using SecureID via modem, ISDN, and Cable/LAN. This includes modem setup and configuration for remote connection. He also provided SAP admin support and password reset for Citrix users.

MIDDLE GEORGIA TECHNICAL COLLEGE WARNER ROBINS, GA 

June 1997 – Oct. 1998
Adjunct Instructor

Mr. Graham was responsible were for the instruction of Microsoft NT and 2000 server  software products and he was lead instructor for the Cisco CCNA online classes . Mr. Graham was responsible for conducting classroom training for individuals at varying levels of competencies from basic user to advanced systems administration.  He conducted surveys of customer sites evaluating the current skill levels of personnel in order to develop and execute training courses based on the requirements for each site. Mr. Graham was responsible for the 26 seat classroom training center, these responsibilities included 2 Windows 2000 servers (PDC, BDC, WINS, DNS, SQL and Exchange 5.5) User training publications and instruction developed while in this position includes the following: 

• OSI layer, IP network, TCP stack, Router configuration for IP routing and packet filtering, Switch Configuration, Access-list Configuration and Security management, 

• Setup of FDDI, ATM, and Frame-Relay and Ethernet network.

• Teach fundamentals of network installation and troubleshooting, 

• Fiber-optic and CAT type installation, termination, and support. 

• Network troubleshooting technique use sniffer, ping, trace-route and various meters/monitoring tools. 
• Enriched lectures with “real world” Applications, Labs examinations, and exercises. 

• Assist in design, setup and troubleshooting of Cisco Router Labs. 


HALIFAX CORP ALEXANDRIA, VA 

Dec. 1995 – June 1997
Senior Field Service Engineer - Contractor

 
Mr. Graham’s primary duties consisted of performing preventative and remedial maintenance of various Digital  printers (LA, LPS, LN,LG series) and HP laser printers in the Middle Georgia area and  IBM and compatible micro-computers, Digital Equipment Corporation (DEC) mainframe, IBM 
mainframe, HP 9xxx series, and Tandem. Tape drive, disk drives maintenance; Windows 95/98, Windows NT 3.5/4.0, Novell 3.11/4.0, UNIX, DEC VMS, DECNET, MS-DOS, software support and installation. Mr. Graham part ordering and procurement for all sites in his assigned region to effect repair. He was also responsible for inventory control for remote office; Mr. Graham prepares daily and monthly problem outage and inventory reports for all sites within his region. 

INTEGRATION TECHNOLOGIES GROUP FALLS CHURCH, VA 

Sept. 1992 – Dec. 1995
Senior Field Service Engineer

 
Administrative:  Mr. Graham duties included scheduling preventative and remedial maintenance and installation of new or existing equipment at various sites. He was also the Regional Site Liaison where Mr. Graham was the primary point of contact for the southeast region. As the Site Liaison, he was responsible conducting weekly and monthly review meeting at various customer sites. Mr. Graham was responsible for parts procurement and inventory control for the southeast region.
Technical: Mr. Graham technical duties included performing preventative and remedial maintenance on DEC VAX 8600, 7000 and 11/78X's series systems, DEC MicroVAX series systems, DEC PDP11 systems, Prime systems, HP3000; Tape Drive subsystems, Optical Drive subsystems, Novell and DEC Pathworks Local Area Networks, IBM & Mac PC's and Dot/Laser Printers, Gandalf Telco equipment; Installation of complete LAN systems (Hardware and Software) including fiber and copper cabling. He also functions as regional technical support for lower level Field Engineer via phone or on-site to backup Site Engineers. He was responsible for software support that included installation, debugging, and troubleshoot the following software operating system and their associated applications; Windows 95/98, Windows NT 3.x/4.0, Novell, Windows 3.11, MS-DOS support and installation. Mr. Graham provided on-site training of Word processing application (i.e. WordPerfect, Microsoft Word), Spreadsheet application (i.e. Excel, Lotus) 

COMPUTER & PERIPHERAL SUPPORT, Inc DENVER, CO

Jan. 1989 – Sept. 1992 
Field Service Manager   

Administrative: Supervision of Three Service Engineers; Scheduling preventative and remedial maintenance and installation of new or existing equipment at various sites; Receive incoming service calls and dispatch necessary Engineer to sites; Point of Contact and Liaison for all sites; Regional solicitation of maintenance contracts; Parts procurement; Equipment sales of Optical Subsystems; Design and Sales of LAN systems. 
Technical: Perform preventative and remedial maintenance on DEC VAX 8600, 7000 and 11/78X's series systems, DEC MicroVAX series systems, DEC PDP11 systems, Tape Drive subsystems, Optical Drive subsystems, Novell and DEC Pathworks Local Area Networks, IBM & Mac PC's and Dot/Laser Printers; Installation of complete LAN systems (Hardware and Software) including fiber and copper cabling; Installation of PC based Software; Software training and support at Customer site; Technical support for Field Engineer ;Support and installation of Windows 95,Windows 3.x Novell 3.11/4.0, MS-DOS . 


