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INSTALLING LOGFAS ON VMWARE APPSTACK

1 GENERAL

This document describes how to install LOGFAS using the VMWare AppStack environment for Virtual
Desktop Infrastructure (VDI). AppStack is used to create a virtualised application that can be provisioned
to VDI users. In the Troubleshooting section, this document describes common issues that are known
to occur with this setup, and how to resolve them.

2 INSTALLATION STEPS

NOTE

Please note that the following procedures are meant only for a fresh (NEW) installation of
LOGFAS and NOT for an upgrade of a previous version. Upgrading from a previous
version has additional considerations that need to be taken into account and are not covered
in this article. It is advised to always perform a fresh installation.

2.1 Prerequisites
e Create a new Provisioning VM or ensure that an existing provisioning VM is running.

o Verify that the App Volumes agent is installed on the provisioning machine and is configured to
connect to the App Volumes Manager.

2.2 Create an AppStack

Step 1. Log in to your VMware App Volumes Manager Console.

App Volumes byvmwer

VOLUMES DIRECTORY INFRASTRUCTURE ACTIVITY CONFIGURATION

Licensed to: App Volumes 2.13 production license Perpetual
Server Licenses: 0 of 50000 (0% utilization)
User Utilization Computer Utilization AppStack Utilization

ol e O Dot S @3 | Joit Rovscs
Most Recent User Logins Most Recent Computer Bootups Most Recent AppStack Attachments
R I
_ 3 minutes ago less than a minute ago _ 22 hours ago
_ 5 minutes ago — 3 minutes ago _ 25 days ago
_ 5 minutes ago _ 4 minutes ago _ 3 months ago
I I I

6 minutes ago 4 minutes ago 4 months ago

Figure 1 - App Volumes dashboard
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Step 2. Click on “Volumes” -> “AppStack” -> “Create”.

ApPP VOLUMES oy v —

DASHBOARD DIRECTORY INFRASTRUCTURE ACTIVITY CONFIGURATION

AppStacks Writables Attachments Assignments Applications

AppStacks can contain one or more applications. Select a row to view more details and perform actions.

Shaw o Filter | | Standard View v |

vSphere_Clients Enabled Oct 13 2017 1

Step 3. Enter the required details for the AppStack and click “Create”.

App VOlU mes by vmware ﬁ

DASHBOARD VOLUMES DIRECTORY INFRASTRUCTURE ACTIVITY CONFIGURATION
AppStacks Wiritables Attachments Assignments Applications
Create AppStack

Consider using the description field to specify the applications this AppStack will contain.

Name: | LOGFAS 6.5 ‘
Storage: ] ..
Path: | I |
Template: | ] v |
Description
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Step 4. Select “Perform in the background” and click “Create”

Confirm Create AppStack x

Create AppStack LOGFAS 6.5 on datastore ESX_VDI_APPVOLUMES at path cloudvolumes/apps?

® Perform in the background =
) Wait for completion

2.3 Provision an AppStack

Step 5. From the App Volumes Manager console, click “Volumes” -> “AppStacks”.

|
App Volumes by vmware
DASHBOARD VOLUMES DIRECTORY INFRASTRUCTURE ACTIVITY CONFIGURATION
AppStacks Wiritables Attachments Assignments Applications

Step 6. Select the AppStack you want to provision (e.g. LOGFAS 6.5 created previously), and click

“Provision”.

(-] LOGEAS 6.5 Unprovisione Nov 19 2018 0 0 (]
@ LOGFAS 6.5 I Provision I
@ Filename: LOGFAS_6.5.1.vmdk Delete
==

Template: [ESX_VDI_APPVOLUMES] cloudvelumes/apps_templates/template. vmdk
Mounted: 0 times

Next step: Select Provisioning VM

Step 7. Enter the provisioning VM name and select “Search”.

I
App VOI.LImES by vmware Logout
DASHBOARD VOLUMES DIRECTORY INFRASTRUCTURE ACTIVITY CONFIGURATION o0
AppStacks Writables Attachments Assignments Applications

Provision AppStack: LOGFAS 6.5
Select the computer 1o use as the provisioning host.

Important information:

« Only computers with the App Volumes agent installed will be shown below.

= Computers must be running and have no attached AppStacks or writable volumes.

« Ifthe desired computer is not shown, try rebooting that computer

- Computers cutside the configured LDAP base _ are not shown.

Find Provisioning ] m

Computer:
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Step 8. Select the VM in the result list and click “Provision”.

Find Provisioning | f seocn |

Computer:

Show Filter |

Computer ~ | Created « | Status -

v
&2 Feb 16 2018 Awvailable (o]

" 2 ver2s s o

Showing 1 to 2 of 2 computers [JURER B

Step 9. Confirm the provisioning by selecting “Start Provisioning”.

Confirm Start Provisioning b

Start provisioning for AppStack LOGFAS 6.5 on computer_?

Start Provisioning |

Step 10. Log in to the provisioned computer and install the applications into AppStack to complete
the provisioning process. DO NOT click “OK” until after LOGFAS has been installed. See
the section “Installing LOGFAS in AppStack” below.

VMware App Volumes ]

B You are now in provisioning mode.
Click OK only after you have completely installed all applications you
wish to provision to this AppStack.

4.1 Installing LOGFAS in AppStack

Step 11. Log in to the provisioning computer.

Step 12. Copy the LOGFAS installation files including “ISSetupPrerequisites” to a temporary folder
(e.g. C:\Temp)

Step 13. Switch the VM to provisioning mode.
Step 14. Navigate to C:\SnapVolumesTemp
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» This PC » Local Disk (C) » SmapVolumesTemp » MountPaints

Marme Date rodified

rl ¢ {4e05e3ba-0000-0000-0000- 100000000000

Step 15. Double-Click on the GUID Folder to open
Step 16. Edit the “Snapvol.cfg” file.

Step 17. Navigate to the “Registry” settings area and add the following entries:

#LOGFAS
virtualize registry=\MACHINE\Software\Wow6432Node\NATO
virtualize to=\MACHINE\Software\Wow6432Node\NATO

Step 18. Find the script called “startup_postsvc”.
Step 19. Paste the following:

@echo off
setlocal enabledelayedexpansion
set SCRIPT_PATH=%~dp@

if exist "%SCRIPT_PATH%has_iis.txt" (

rem echo Restarting IIS >> %SystemRoot%\CloudVolumes-IIS.txt
iisreset

)

if exist "%SCRIPT_PATH%svoffice.xml" (

rem svoffice.xml was created by an svoffice.exe call in prov_post.bat
"%SCRIPT_PATH%svoffice.exe" Logon %SCRIPT_PATH% "%SCRIPT_PATH%svoffice.xml"

)

regedit /S "C:\Program Files\NATO\LOGFAS6\logfas.reg"

The script will run when the AppStack is mounted as a SYSTEM user context.

NOTE

[HKEY_LOCAL_MACHINE\SOFTWARE\Wow6432Node\NATO]
To:
[HKEY_LOCAL_MACHINE\SOFTWARE\NATO]

The file logfas.reg will be created after the installation and contains the registry link from:

Step 20. Install Crystal Reports Runtime Engine:

a. Open a command prompt as administrator, and change directory to the LOGFAS

installation folder (e.g. C:\Temp).

b. Run the following commands to install both 32-bit and 64-bit Crystal Reports components:

NATO UNCLASSIFIED
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C:\Temp\> msiexec /i "ISSetupPrerequisites\{6B3BA13D-31A5-4DEB-BE1C-
COF9C28A8FFF}\CRRuntime_64bit 13 © 24.msi" INSTALLDIR=c:\

C:\Temp\> msiexec /i "ISSetupPrerequisites\{7COC5FDF-1EBO-49EF-BE8B-
726DFDOFO323}\CRRuntime_32bit 13 © 24.msi" INSTALLDIR=c:\

Step 21. Install LOGFAS normally as per the instruction in the Installation Manual.

Step 22. When the Installation has completed, start the “VMware Application Profiler”

. VMware DEM
E Application Profiler

Step 23. Start a “Capture Session” and select “LCM”.

The Application will check where the LOGFAS will save its’ preferences.

' —/} Program Analysis Settings
6 H v Optimization Level 1 * 7 Optimization Level 1 . m Q @
Start @ Manage Exclusions (CM Manage Exclusions Section Folder Edit
Bession v Token * Profile Archive
is w — - - -
Select Application to Analyze - X

Flex Config File

Application:  "C:\Program Files\NATO\LOGFASS\Common\LCM. Browse...

Startin:  C:\Program Files\NATO\LOGFAS6\Common\ Browse..,

Program from Start Meru | Recently Analyzed Appications |
5- ) LOGFASE Al

Nl ADAMS
-8 CORSOM
EVE i

o EveDataloaderfpp

m

2 SOM
e Software Problem Report Form (MS Word)
3 Software Problem Reporting Form (WordPad)

Y sem

Step 24. Create a test database in LCM:
a. Click on “+” (New)
b. Enter a name for the database (ODBC Name)
c. Setthe Owner
d. Select the security classification
Step 25. After the database is created and visible in LCM, delete the database.
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a. Right Click on the Database and select “Delete”

Step 26. Close LCM
Step 27. The Profiler Program Analysis window will open.

* VMware Dynamic Envircnment Manager Application Profiler - = X
J
" | Program Analysis Settings

G B v Optimization Level 1 2 ¥ Optimization Level 1 -~ D Q @

Start  Seve @) Manage Exclusions H Manage Exclusions Section Folder Edt
Session - Token = Profile Archive

Analysis Registry File System Editor

Flex Config File
¢ Flex config file generated with VMware Dynamic Environment Manager Applicaticn Profiler ergicn 9 -
IncludeRegistryTrees

HKCU\Software\NRIO

m

IncludelndividualRegistryValues
HECU\ Software\ODBC\CDBC. INI\LOGF_TEMPLATE\BI
LOGF_TEMPLATE\BoolsAsChar
JI\LOGF_TEMPLATE\ByteaAsLongVarBinary
. INI\LOGF_TEMPLATE\CancelAsFreeStmt
. INI\LOGF_TEMPLATE\Commlog
HUPYT @afrvaval ANAM ANRS TUTLTASE TRUDTATRE Crenlassines

Step 28. Consolidate all the entries to their main trees

Flex Config File

# Flex config file generated w

IncludeRegistryTreas
HHCT Sof tware'\ HATO
HECT Sof tware' 0DBCVODBEC. INI

Step 29. Save the resulting files to the UEM Temp folder and then include them into DEM by copying
them to the config share.

Step 30. Open “regedit.exe”

Step 31. Navigate to and export the following registry hive:
[HKEY_LOCAL_ MACHINE\SOFTWARE\Wow6432Node\NATO]

Step 32. Save the file as “logfas.reg” as specified in the script above to the following location:
C:\Program Files\NATO\LOGFAS6\

Step 33. This will allow the previously mentioned script to find the REG file and import the settings.
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Step 34. Finish the capture Process by clicking “OK” on the “VMWare App Volumes” pop up window.

VMware App Volumes =]

M _ You are now in provisioning mode.
Click OK only after you have completely installed all applications you
wish to provision to this AppStack.

OK Cancel

Step 35. Confirm the completed installation in order to reboot the computer for the AppStack to
become available by clicking “Yes”.

VMware App Volumes 23

; Installation complete? System will reboot
w~ Click YES to finish and reboot computer.

Or Click NO to continue provisioning.

Yes | No

Step 36. After rebooting the computer, “VMWare App Volumes” shows that the provisioning process
was successful. Click “OK” to accept.

F

VMware App Volumes (23]

!O Provisioning successful!

Your newly provisioned application is now ready to use.

Do not forget to revert your virtual machine to the last known good
configuration before provisioning a new application.

Please press OK before returning to the VMware App Volumes Manager.

4.2 Create AppStack AD Group for LOGFAS

Step 37. For each LOGFAS version, it is recommended to create a new AD group for S/W
entitlement.

Step 38. Open the “Active Directory Users and Computers” Snap-In and navigate to “VDI Security
Groups/Application Groups”.
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Step 39. Create a “New Group”.

| Delegate Control...
Move...

Create SubOU Servers...
Find...

Group

-

New

All Tasks

-

Organizational Unit

Refresh
Export List...

View »

Arrange [cons »
Line up Icons

Properties

Help

Step 40. Enter the new group name.

| Object | Secuity | UNIXAttibutes |  Attribute Editor
General |  Members |  MemberOf |  Managed By
3? VDI_APP_LOGFAS_6.5
r#
Group name (pre-Windows 2000): VDI_APP_LOGFAS_6.5
Description: Provides access to LOGFAS 6.5
E-mail:
Group scope Group type
Domain local @ Securty
@ Global () Distribution
() Universal
Notes:
[ 0K I [ Cancel Apply Help

Step 41. Click “OK” to complete the group creation.

4.3 Adding users to the AppStack AD Group for LOGFAS

Step 42. Open the “Active Directory Users and Computers” Snap-In and navigate to “VDI Security

Groups/Application Groups”.

Step 43. Find the LOGFAS AD group you wish to add members to (e.g. VD_APP_LOGFAS_6.5

from above).

NATO UNCLASSIFIED
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Step 44. Add the authorized users and groups in the “Members” pane by clicking “Add...”.

(7)==
Object | Secutty | UNIXAtibutes |  Attribute Editor
General Members | Member OF | Managed By
Members:
Name Active Directory Domain Services Folder =

‘ |/Users and Groups/Users/CC

:i? LI s<s =nd Groups/Exercise/.
_Il_lsers and Groups/Exercise/.
2 _!Users and Groups/Users/NC.
:’:2 _‘Users and Groups/Exercise/.
_ /Users and Groups/Groups./Gr
‘_'13 _ /Users and Groups/Groups/Gr
2. I ;< =nd Groups/Groups/Gi
/Users and Groups/Groups/Gr
/Users and Groups/Groups/Gr
/Users and Groups/Groups/Gr

- ows s Goupa G/

2, I <= - Groups/Users/CC:|

-
-

-

| Add..

I Remove ‘

l OK ][ Cancel ] Apph Helo

Step 45. Click “OK” to complete the group creation.

Step 46. From the App Volumes Manager console, click “Volumes” -> “AppStacks”.

Volumes by

AppStacks

DIRECTORY INFRASTRUCTURE ACTIVITY

CONFIGURATION

Writables Attachments Assignments Applications

NATO UNCLASSIFIED
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Step 47. Select the AppStack you want to assign the AD Group to and click “Assign”.

LOGFAS 6.5 I Assign I

[ ]

—

@ Filename: LOGFAS_6.5.vmdk (1156 MB) Update

_— Template: [ESX_VDI_APPWVOLUMES] cloudvolumesfapps_templatesftemplate vmdk (2.13.2.6) Edit
Mounted: 1 times

Volume GUID: {31a65c23-97d8-456e-815f-cad501060aad}
Versions: 2.13.2.5U (agent), 2.13.2.5 (capture)
Provisioned: 16 minutes on Windows 7 (x64)

1 Locations @

0 Assignments

0 Attachments

1 Applications @

Step 48. Enter the AD Group you want to assign and click “Search”.
App VOlumES by vmware
DASHBOARD VOLUMES DIRECTORY INFRASTRUCTURE ACTIVITY CONFIGURA

AppStacks Writables Attachments Assignments Applications

Assign AppStack: LOGFAS 6.5

Search Active Directory for entities to assign to this AppStack.

Domain: Al [v]

Search Active Directory: VDI_APP_LOGFAS_6.5 ContairISE |

[] Search all domains in the Active Directory forest

Step 49. In the results pane check the correct AD group to assign and click on “Assign”.

Entity 4  Name Status

AAA\VDI_APP_LOGFAS_6.5 VDI_APP_LOGFAS_6.5 Available

Showing 7 1o 1 of 1 results [ EEEHES

[ Limit attachment of thece assignmenis to specific computers (7
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Step 50. Select “Attach AppStacks on next login or reboot” and click “Assign”.
Confirm Assign x
Assign AppStack LOGFAS 6.5 to the following entity?
»-\ VDI_APP_LOGFAS_6.5 ( VDI_APP_LOGFAS_6.5 )
(® Attach AppStacks on next login or reboot I -
) Attach AppStacks immediately I
Step 51. From the “App Volumes Manager” console, click “Volumes” -> “AppStacks”.
App VOlumes by vmware Logout

DASHBOARD DIRECTORY INFRASTRUCTURE ACTIVITY CONFIGURATION

AppStacks Writables Attachments Assignments Applications

Step 52. Select the AppStack you want to assign the AD Group to and click “Assign”.
Step 53. Navigate to the “Writables” and add the LOGFAS AD Group (e.g. VDI_APP_LOGFAS_6.5).

This concludes the installation and configuration of LOGFAS for VMWare AppVolumes AppStack.
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3 TROUBLESHOOTING

There have been issues reported in creating LOGFAS VDI solutions in a VMWare AppStack
environment. The most common symptoms:

3.1 Crystal Reports
Various LOGFAS components use Crystal Reports to present LOGFAS Reports, such as in LDM.
The LOGFAS installer will attempt to install Crystal Reports Runtime Engine during normal installation.

In some cases, an error message or crash occurs when the user tries to generate any reports. This
happens because the Crystal Reports component was not properly installed, or the wrong version was
installed.

With application virtualization, an error can occur when the total path length is too long. This is due to
path lengths being exceeded and causing the Crystal Reports Runtime Engine to fail. As a work-around,
the instructions in this document show how to install Crystal Reports in the root of the C drive. See Step
20.

For other issues after a LOGFAS upgrade, see the KB article “20200324 KB 2020-03 Crystal Reports
Problems after upgrade”.

3.2 LCM

The LCM module of LOGFAS is used to show available database connections, and to switch between
connections

When opening LCM, the user may be shown the message “LCM needs to close. Could not find the Data
key in the registries.” This happens when a registry key is not in place, notably the registry symbolic link
in the Wow6432Node area is missing in this case. See Step 17 and related.

Users may find that their list of connections have disappeared after logoff and logon. The Current User’'s
Registry ODBC keys record all database connections shown in LCM. If these are not persisted in each
user session or login, then LOGFAS will not work correctly. See Step 28.

3.3 Local databases
In LOGFAS, a user can work with local databases that he can create on his workstation.

If a user works on a local database in LOGFAS, the user may find that after logoff and logon (starts a
new VDI session), then his work has disappeared. This happens when the local database files are not
persisted. For this, you must include the LOGFAS user’s group in the “Writables” area to ensure that
data and the databases are persisted in between VDI sessions.

If, when LCM is launched, all local databases show “?” across the database details area. This typically
means that the local PostgreSQL database engine service is not running nor able to start automatically
during start-up.

All these considerations are taken into account in the steps described in the following section.
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