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	Document Name


	NATO interoperability standards and procedures

	Issue
	Issued by C3 CCSC NATO Open Systems Working Group 7 February 2008

	Scope 


	The NATO interoperability Standards and Profile (NISP) will provide the necessary

guidance and technical components to support project implementations and transition to

NATO Network Enabled Capability (NNEC) especially when moving from older platforms, today´s legacy systems and platform centric environment to modern technical implementation which results to network enabled environment and capabilities. Volume 1 explains different supporting concepts and links them coherently to NNEC.

	Key Policy Requirements
	NATO interoperability standards and procedures are necessary to achieve NNEC. NATO interoperability directive (NID) defines different NAF architecture types that can be linked to NISP standards.


	Impact to NATO
	NISP contains a roadmap how to develop NATO CIS implementations and transition to NNEC in three stages, which are near-term, mid-term and far-term. Each timeframe contains information that covers technology, standards, profiles and transition. For implementation exists mandatory and emerging standards and standards, that should no mo be used in future. NISP is a roadmad for management on the implementation: NISP volume 2 is near-term target and baseline architectures, volume 3 is mid-term reference architectures and volume 4 is far-term overarching architectures.
NISP guides the process for establishing an NRF component command and interconnecting NATO and coalition partners serving in support of that command. NISP guides selecting a coherent sets of standards for solution patterns in near-term, mid-term and far-term development projects.

	Impact to Nations
	NISP provides an overarching list of standards and procedures available. Nation may provide input to the list.

	Action Required
	Provide guidance covering Information management standards and LOG part of NNEC.


