
CURRICULUM VITAE OF MR. MICHAL STANKIEWICZ 

CANDIDATE FOR INFORMATION SYSTEM SECURITY SPECIALIST

Compliance Matrix

IFB
Comments

No. ref
Description of requirement




Since 2005: Security Analyst & Engineer in NATO CIRC

Since 2004 : Management of maintenance services of secure systems for NATO

Security Clearances:

NATO Cosmic Top Secret/Atomal



Certifications & Trainings:

GIAC Certified Intrusion Analyst

Arcsight Security Analyst

Juniper IDP/VPN

Checkpoint Administrator,

Microsoft Professional, 

Sun Microsystems Administration (S9),

Linux Red Hat,

Symantec Engineer,

PKI Engineer,

ISS RealSecure & Site Protector

Websense

Active Card

Many more.

8 Years of professional technical experience in projects like:

Integration of Mobile Banking solution based on PKI/smartcard.

Development and Integration secure PKI solutions. Integration and testing Firewall, IDS, Load Balancing solutions.

Security audits for e-commerce platforms like e-banking, insurance and stock management.

Security audits of internal IT infrastructure inc. Penetration tests

Supervising and control

role on external audit companies.

Development and Installation of secure web based customer interface. Integration of content management solutions.

Other.





1998-2001: Security engineer in high branded IT security related companies.

2001-2004: Full Time job in a second largest Internet bank as a IT Security Manager:

Managing team of security watchkeepers online 24/7

Four years experience in monitoring and managing IDS systems, including Juniper IDP, ISS RealSecure, Snort.

This includes signature research, updates, and testing experience, as well as configuration of ISS management consoles and sensors

Firewall implementation and management including stateful packet inspection and proxy firewall technologies on a range of platforms, including Checkpoint FW-1, Linux

Development and integration mobile banking solutions based on Public Key Infrastructure with cooperation with Schlumberger.

Experience in administration of major Unix and Windows Operating Systems in server and desktop environments.



Surname
Stankiewicz

Maiden name


First name
Michal

Middle names
Zbigniew

Sex
Male

Point of contact 
Mail/phone

Marital status
Married

Date of birth 
23/03/1979

Country and place of birth 
Poland, Warsaw

Nationality at birth 
Polish

Present nationality 
Polish

Present Location
Belgium

Telephone
+3265352604

Email
michal@stankiewicz.com



Language proficiency levels (acc. STANAG 6001)
Skill A

Listening
Skill B

Speaking
Skill C

Reading
Skill D

Writing

Polish
Native




English
5
4
5
4



















Ability / knowledge of computer programs, office equipment, other devices, etc

Programs / equipment type, abilities
Knowledge of security architectures, industry best practices and generally accepted information security principles (i.e. defense in depth, protection of the weakest link, etc.). Excellent network knowledge and problem debugging including WAN/LAN, VPN, Network Address Translation (NAT), etc. Excellent network security debugging skills, including TCP/IP, working DNS knowledge, TCP/IP and Unix debugging tools (TCPDump, snoop, etc.) SSH, etc

Encryption algorithm knowledge, including key exchange. Experience and /or knowledge of network, system and application hacking techniques (back doors, session hijacking, DNS cache Poisoning, DNS injection, root kits, viruses, worms, Trojans, eavesdropping on private traffic, malicious data manipulation, DDos, etc

Project management tools
MS Project

Personal computer
PC, 

Office automation applications
MS Office – Word, Excel, Powerpoint, Outlook, Lotus Notes,

OS/DBMS 
MS Windows (2000,2003, XP), Linux/deb/RH, Solaris, TRU64

Computer languages
C

Office equipment
Copier, fax, scanner

Security clearance 
NATO Cosmic Top Secret/Atomal, 

Employment history

Previous employment

Date of employment
15.11.2004 - present

Name of employer
www.shape.nato.int NATO Supreme Headquarters Allied Powers Europe

Place of employment
B-7010 SHAPE
BELGIUM Casteau

Title of position
Engineer

Detailed description of responsibilities
Management of maintenance services of secure systems

Previous employment

Date of employment
07.11.2001-14.11.2004

Name of employer
Inteligo Financial Services SA / PKO BP SA 
(http://www.inteligo.pl)

Place of employment
Warsaw

Title of position
IT Security Manager /IT Security Officer 

Previous employment

Date of employment
15.08.2000 – 01.11.2001

Name of employer
Cygate AB (http://www.cygate.se)

Place of employment
Warsaw/Stockholm

Title of position
Network Security Engineer 

Previous employment

Date of employment
1999.10.17 – 2000.8.14

Name of employer
MAXSOFT/B3System 


(http://www.b3system.com.pl)

Place of employment
Warsaw

Title of position
Network Security Specialist

Previous employment

Date of employment
1999.03.18 – 1999.10.15

Name of employer
SafeComputing Ltd. / Prokom Group.
 (http://www.prokom.com.pl)

Place of employment
Warsaw

Title of position
Security Technician

Previous employment

Date of employment
1998.09.01-1999.02.30

Name of employer
CARCADE Sp. Z.o.o
(http://www.carcade.com.pl/)

Place of employment
Warsaw

Title of position
Network Administrator

DETAILED LARGEST PROJECTS TABLE

No
Project
Duration
Short Description
Details/Role in project

1.
NATO In-line IDS implementation and development
11.2004 - continued
“I worked with Michal on the NATO IDS project, one of the key projects of the NATO Cyber Defence Program. I can personally recommend Michal as a highly skilled professional security analyst; he has proven on several occasions his added value by detecting and solving complex incidents.” November 29, 2006

Guy Peeters, Project Manager, Telindus NV

managed Michal at NATO SHAPE
Analyst

2.
NATO NCIRC 
11.2004 - continued
Part of NATO Computer Incident Response Capability


Engineer

3.
Mobile Banking
2002 - 2003
Integration of Mobile Banking solution based on PKI/smartcard and phone

Inteligo SA/ PKOBP SA
Project Manager/ Security Developer

4.
PKI Integration
2002- 2003
Development and Integration secure mail based on PKI solution for internal and external bank customers. Inteligo SA.
Creator and Administrator

5.
Building secure structure
2001-2003
Integration and testing Firewall, IDS, Load Balancing solution for 

e-bank. PKOBP. Bankgesselschaft Berlin
Administrator & Tester

6.
Security Audit 
2001-2004
Leading internal security audits for e-commerce platforms like e-banking, insurance and stock management. Inteligo SA/ PKOBP SA
Team Leader & Engineer



7.
Security Audit
2002-2003
Supervising and control

Role on external audit companies like Ernst&Young, Arthur Andersen and Comsec Consulting
Leader

8.
Development and integration
2003
Development and Installation of secure web based customer interface for external customers.

Securia AB 
Engineer

9.
Security Audits
2000-2001
Leading IT Security audits for commercial customers.

Fe. Adidas Polska, SpedPol (Schenker group)
Engineer

10
Development
2001
Integration of content management solutions based on Websense and/or Mime Sweeper for external customers.
Technician

11
Support
2000
Integration of Active Card Token based solutions for biggest Polish commerce bank

PKO BP.
Technical support

12
Training
2001
Providing administrator - Security related training for all Polish Post offices in Poland (globally).
Trainer

Other information

Membership in professional societies 


Social, athletic activities and other particular abilities or interests
Old-timer cars (conservation and rebuild), Fishing, Chess

Physical handicaps, chronic illnesses
none


